Qualified Signature/Seal Creation Devices
and Secure Signature Creation Devices

Compiled list of Qualified electronic Signature Creation Devices (QSigCDs) as defined in point 23 of Article 2 of
Regulation 910/2014, Qualified electronic Seal Creation Devices (QSealCDs) as defined in point 32 of Article 2 of
Regulation 910/2014, and Secure Signature Creation Devices (SSCDs) benefiting from the transitional measure set in
Article 51(1) of Regulation 910/2014. These devices are listed under the country where the issuer of the designation
report (or 'designated certification body') is established. Some devices may, therefore, be listed under a country that
is different from the country where they are actually used.

Disclaimer: The European Commission maintains this list only as an informative tool. Our goal is to keep this
information timely and accurate, based on information from the Member States. If errors are brought to our attention,
we will try to correct them. However, the Commission accepts no responsibility or liability whatsoever with regard to
the content or completeness of the list.

Austria
List of SSCDs

Sichere Signaturerstellungseinheit ACOS EMV-A04V1, Konfiguration A+B

Name Sichere Signaturerstellungseinheit ACOS EMV-A04V1, Konfiguration A+B
Applicant A-Trust Gesellschaft fir Sicherheitssysteme im elektronischen Datenverkehr GmbH (AT)
Designation report Yes

Issuer A-SIT

Reference A-SIT-VI-15-061

URL https://www.a-sit.at/downloads/505 (de)

Expiration date 2024-09-30

T-Systems-DSZ-CC-04164/04165-2008 (ACOS EMV-A04V1 Configuration A and Configuration B

Reference: - Austria Card Plastikkarten und Ausweissysteme GmbH)
Issuer: Certification Body of T-Systems c/o T-Systems GEI GmbH
CC certification report(s) URL ro report: http://www.t-systems-zert.de/pdf/ein_01_zer_itsec_cc/zr_01167-01168_e.pdf (en)
URL to security
target:
Issuance date 2009-10-30

Note(s)
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https://www.a-sit.at/downloads/505
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Sichere Signaturerstellungseinheit ACOS EMV-A05V1, Konfiguration A+B

Name
Applicant
Designation report
Issuer
Reference
URL

Expiration date

CC certification report(s)

Note(s)

Sichere Signaturerstellungseinheit ACOS EMV-A05V1, Konfiguration A+B

A-Trust Gesellschaft fir Sicherheitssysteme im elektronischen Datenverkehr GmbH (AT)
Yes

A-SIT

A-SIT-VI-15-062

https://www.a-sit.at/downloads/506 (de)

2024-09-30

Reference: T-Systems-DBZ-CC-01167/168-2009 (ACOS EMV-A05V1 Configuration A and Configuration B -
) Austria Card Plastikkarten und Ausweissysteme GmbH)

Issuer: Certification Body of T-Systems c/o T-Systems GEI GmbH

URL ro report: http://www.t-systems-zert.de/pdf/ein_01_zer_itsec_cc/zr_01167-01168_e.pdf (en)

URL to security

target:

Issuance date 2009-10-30

Sichere Signaturerstellungseinheit CardOS V5.3 QES, V1.0

Name

Applicant

Designation report
Issuer

Reference
URL

Expiration date

CC certification report(s)

Note(s)

Sichere Signaturerstellungseinheit CardOS V5.3 QES, V1.0
Atos IT Solutions and Services GmbH (DE)

Yes

A-SIT

A-SIT-VI-16-057

https://www.a-sit.at/downloads/508 (de)
https://www.a-sit.at/downloads/951 (en)

2027-05-21
Reference: BSI-DSZ-CC-0921-2014
Issuer: Bundesamt fiir Sicherheit in der Informationstechnik (BSI)

https://www.bsi.bund.de/SharedDocs/Downloads/DE/BSI/Zertifizierung/Reporte/

URL ro report: Reporte09/0921a_pdf.pdf? _blob=publicationFile&v=2 (en)

URL to security
target:

Issuance date 2014-08-06

This SSCD is affected by ROCA, i.e. for RSA key sizes other than 3.072 or 3.584 bits, it is
feasible to derive the private key from the public key. A maintenance report to the SSCD
designation report requires certain constraints for RSA key generation, see: https://www.a-
sit.at/downloads/951. Article 51(1) of Regulation (EU) 910/2014 provides for that “secure
signature creation devices of which the conformity has been determined in accordance
with Article 3(4) of Directive 1999/93/EC shall continue to be considered to be qualified
electronic signature creation devices under this Regulation until 21 May 2027". The
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https://www.a-sit.at/downloads/506
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https://www.a-sit.at/downloads/508
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cancellation of such a determination may however occur sooner, upon revocation by the
competent body designated under Article 3(4) of Directive 1999/93/EC.

Sichere Signaturerstellungseinheit der A-Trust fiir die HandySignatur bestehend aus HSM und HSM Server

Sichere Signaturerstellungseinheit der A-Trust fur die HandySignatur bestehend aus HSM

Name und HSM Server
Applicant A-Trust Gesellschaft flr Sicherheitssysteme im elektronischen Datenverkehr GmbH (AT)
Designation report Yes

Issuer A-SIT

Reference A-SIT-VI-15-050

URL h.ttps://wwyv.a-sit.at/pdfs/bescheinigungen_sig/VI—15—050_bescheinigung_handy—

signatur_signed.pdf (en)
Expiration date 2018-04-09

CC certification report(s)

Note(s)

Sichere Signaturerstellungseinheit der A-Trust fiir die mobile Signatur bestehend aus HSM und HSM Server

Sichere Signaturerstellungseinheit der A-Trust fir die mobile Signatur bestehend aus HSM

Name und HSM Server
Applicant A-Trust Gesellschaft flr Sicherheitssysteme im elektronischen Datenverkehr GmbH (AT)
Designation report Yes
Issuer A-SIT
Reference A-SIT-1.110
URL https://yvva.a-sit.at./pdfs/ o - . .
bescheinigungen_sig/1110_bescheinigung_mobile_signatur_final_signed.pdf (en)
Expiration date 2016-07-10

CC certification report(s)

Note(s)
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SSCD AliasLab CryptoAccelerator, release 3.4.3

Name

Applicant

Designation report
Issuer

Reference
URL

Expiration date
CC certification report(s)

Note(s)

SSCD AliasLab CryptoAccelerator, release 3.4.3
AliasLab SpA (IT)

Yes

A-SIT

A-SIT-1.115

https://www.a-sit.at/pdfs/
bescheinigungen_sig/1115_confirmation_cryptoaccelarator343_signed.pdf (en)

2016-06-24

SSCD AliasLab CryptoAccelerator, release 3.4.9

Name
Applicant
Designation report
Issuer
Reference
URL

Expiration date

CC certification report(s)

Note(s)

SSCD AliasLab CryptoAccelerator, release 3.4.9
AliasLab SpA (IT)

Yes

A-SIT

A-SIT-VI-16-048

https://www.a-sit.at/downloads/876 (en)

2021-09-27

Reference: Certificate No 1/16 (HSM component: Thales nShield HSM Family v11.72.02)

Issuer: Organismo di Certificazione della Sicurreza Informatica (OCSI)

URL ro report: http://www.ocsi.isticom.it/documenti/accertamenti/thales/ac_rda_nshield_v1.0.pdf (it)

URL to security
target:

Issuance date 2016-04-06

Surveillance ended, current version with valid certificate VIG-17-083
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https://www.a-sit.at/pdfs/bescheinigungen_sig/1115_confirmation_cryptoaccelarator343_signed.pdf
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SSCD PkBox, Version 3.0.3

Name
Applicant
Designation report
Issuer
Reference
URL
Expiration date
CC certification report(s)

Note(s)

SSCD PkBox, Version 3.0.5

Name

Applicant

Designation report
Issuer

Reference
URL

Expiration date
CC certification report(s)

Note(s)

SSCD PkBox, Version 3.0.3
Intesi Group SpA (IT)

Yes

A-SIT

A-SIT-1.111

https://www.a-sit.at/pdfs/bescheinigungen_sig/1.111_confirmation_pk-box_signed.pdf (en)

2016-05-17

SSCD PkBox, Version 3.0.5
Intesi Group SpA (IT)

Yes

A-SIT

A-SIT-1.116

https://www.a-sit.at/pdfs/bescheinigungen_sig/1.116_confirmation_pk-box305_signed.pdf

(en)

2016-05-17
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SSCD PkBox, Version 3.1.0

Name
Applicant
Designation report
Issuer
Reference
URL

Expiration date

CC certification report(s)

Note(s)

SSCD PkBox, Version 3.1.0
Intesi Group SpA (IT)

Yes

A-SIT

A-SIT-VI-16-038

https://www.a-sit.at/downloads/869 (en)

2021-09-27

Reference: Certificate No 1/16 (HSM component: Thales nShield HSM Family v11.72.02)

Issuer: Organismo di Certificazione della Sicurreza Informatica (OCSI)

URL ro report: http://www.ocsi.isticom.it/documenti/accertamenti/thales/ac_rda_nshield_v1.0.pdf (it)

URL to security
target:

Issuance date 2016-04-06

Surveillance ended, current version with valid certificate VIG-20-067

SSCD Protect & Sign Personal Signature, version 4.1

Name

Applicant

Designation report
Issuer

Reference

URL

Expiration date
CC certification report(s)

Note(s)

List of QSCDs

SSCD Protect & Sign Personal Signature, version 4.1
DocuSign France, owning the brand OpenTrust (FR)
Yes

A-SIT

A-SIT-1.117

https://www.a-sit.at/pdfs/bescheinigungen_sig/1117_confirmation_protectsign41_signed.pdf
(en)

2017-12-20

Name

Applicant

Remote QSCD

LuxTrust’s Qualified Remote Signature and Seal Creation Device, version 2.0

LuxTrust S.A., IVY Building, 13-15 Parc d'activités, L-8308 Capellen, Luxembourg

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014
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https://www.a-sit.at/downloads/869
http://www.ocsi.isticom.it/documenti/accertamenti/thales/ac_rda_nshield_v1.0.pdf
https://www.a-sit.at/pdfs/bescheinigungen_sig/1117_confirmation_protectsign41_signed.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-19-051

https://www.a-sit.at/downloads/1192 (en)

2019-11-19

2024-08-06

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: HSM (subcomponent) certified by OCSI

Issuer: ocsl
URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

URL to security
target:
Issuance date 2016-03-10

Yes

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-19-051

https://www.a-sit.at/downloads/1192 (en)

2019-11-19

2024-08-06

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: HSM (subcomponent) certified by OCSI

Issuer: ocCsl
URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

URL to security
target:

Issuance date 2016-03-10

Note(s)

Name PrimeSign Remote Signing Device/Core flir qualifizierte Signaturen und Siegel

Applicant PrimeSign GmbH, Wielandgasse 2, 8010 Graz, Austria

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Remote QSCD
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https://www.a-sit.at/downloads/1192
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf
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Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-17-067

https://www.a-sit.at/downloads/736 (de)

2017-11-20

2021-09-27

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-17-067

https://www.a-sit.at/downloads/736 (de)

2017-11-20

2021-09-27

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Note(s)

Surveillance ended, current version with valid certificate VIG-20-054

N PrimeSign Remote Signing Device/Core fur qualifizierte Signaturen und Siegel (QRSD-C,
ame )
Version 1.1.1)

Applicant PrimeSign GmbH, Wielandgasse 2, 8010 Graz, Austria

Remote QSCD

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014
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https://www.a-sit.at/downloads/736
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.a-sit.at/downloads/736
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Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-22-054

https://www.a-sit.at/downloads/1869 (de)

2022-05-02

2025-07-31

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-22-054

https://www.a-sit.at/downloads/1869 (de)

2022-05-02

2025-07-31

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Note(s)

N PrimeSign Remote Signing Device/Core fur qualifizierte Signaturen und Siegel (QRSD-C,
ame )
Version 1.1)

Applicant PrimeSign GmbH, Wielandgasse 2, 8010 Graz, Austria

Remote QSCD

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014
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https://www.a-sit.at/downloads/1869
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
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Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-20-054

https://www.a-sit.at/downloads/1243 (de)

2020-06-05

2025-08-30

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-20-054

https://www.a-sit.at/downloads/1243 (de)

2020-06-05

2025-08-30

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Note(s)

N PrimeSign Remote Signing Device/Core fur qualifizierte Signaturen und Siegel (QRSD-C,
ame )
Version 2.0)

Applicant PrimeSign GmbH, Wielandgasse 2, 8010 Graz, Austria

Remote QSCD

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014
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https://www.a-sit.at/downloads/1243
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.a-sit.at/downloads/1243
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-20-108

https://www.a-sit.at/downloads/1538 (de)

2021-05-10

2025-08-30

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-20-108

https://www.a-sit.at/downloads/1538 (de)

2021-05-10

2025-08-30

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Note(s)

N PrimeSign Remote Signing Device/Core fur qualifizierte Signaturen und Siegel (QRSD-C,
ame )
Version 2.1)

Applicant PrimeSign GmbH, Wielandgasse 2, 8010 Graz, Austria

Remote QSCD

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014
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https://www.a-sit.at/downloads/1538
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.a-sit.at/downloads/1538
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-22-068

https://www.a-sit.at/downloads/1980 (de)

2022-10-20

2025-07-31

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-22-068

https://www.a-sit.at/downloads/1980 (de)

2022-10-20

2025-07-31

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Note(s)

N PrimeSign Remote Signing Device/Core fur qualifizierte Signaturen und Siegel (QRSD-C,
ame )
Version 2.2)

Applicant PrimeSign GmbH, Wielandgasse 2, 8010 Graz, Austria

Remote QSCD

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014
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https://www.a-sit.at/downloads/1980
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.a-sit.at/downloads/1980
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-23-072

https://www.a-sit.at/downloads/2075 (de)

2023-08-31

Valid up to revocation

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-23-072

https://www.a-sit.at/downloads/2075 (de)

2023-08-31

Valid up to revocation

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

The underlying HSM "Thales/SafeNet Luna K7" is validated under FIPS 140-2, level 3

Note(s) (certificate no. 4090).

N Qualified Signature and Seal Creation Device (QSCD) AliasLab CryptoAccelerator, release
ame 35.1

Applicant AliasLab SpA, via Cremona 27/6, 46100 Mantova, Italy

Remote QSCD

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014
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https://www.a-sit.at/downloads/2075
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.a-sit.at/downloads/2075
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-17-083

https://www.a-sit.at/downloads/886 (en)

2017-12-20

2024-07-24

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: HSM (subcomponent) certified by OCSI

Issuer: ocsl
URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

URL to security
target:
Issuance date 2016-03-10

Yes

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-17-083

https://www.a-sit.at/downloads/886 (en)

2017-12-20

2024-07-24

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: HSM (subcomponent) certified by OCSI

Issuer: ocCsl
URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

URL to security
target:

Issuance date 2016-03-10
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https://www.a-sit.at/downloads/886
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf
https://www.a-sit.at/downloads/886
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf

N Qualified Signature and Seal Creation Device (QSCD) AliasLab CryptoAccelerator, release
ame
3.5.1, Update 1

Applicant AliasLab S.p.A., Via Cremona 27/6, 46100 Mantova, Italy

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Remote QSCD

Qualified Signature Creation

Device (QSigCD) ves
Issuer Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
Reference A-SIT-VIG-22-073
URL https://www.a-sit.at/downloads/1960 (en)
Effective starting date 2022-09-23
Expiration date Valid up to revocation

Art.30.3.(b) notified alternative  https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
certification method https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

CC-0368256-CR, HSM (subcomponent) nShield Solo XC and Connect XC, firmware version
12.60.15 (Common Criteria EAL4 augmented with AVA_VAN.5 and ALC_FLR.2)

Reference:
Issuer: TOV Rheinland Nederland B.V.
CC certification report(s) URL ro report: https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-CR-1.0.pdf (en)

URL to security

target: https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-ST-1.1.pdf (en)

Issuance date 2021-03-17
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https://www.a-sit.at/downloads/1960
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-CR-1.0.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-ST-1.1.pdf

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Name

Applicant

Remote QSCD

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-22-073

https://www.a-sit.at/downloads/1960 (en)

2022-09-23

Valid up to revocation

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

CC-0368256-CR, HSM (subcomponent) nShield Solo XC and Connect XC, firmware version

Reference: 12.60.15 (Common Criteria EAL4 augmented with AVA_VAN.5 and ALC_FLR.2)
Issuer: TOV Rheinland Nederland B.V.
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-CR-1.0.pdf (en)

URL to security

target: https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-ST-1.1.pdf (en)

Issuance date 2021-03-17

Qualified Signature and Seal Creation Device (QSCD) certSIGN's qualified remote electronic
signature and seal creation device ("Paperless"), version 1.0

CERTSIGN S.A., Sos. Oltenitei Nr. 107A, bl. C1, 041303 Bucuresti - Sector 4, Romania

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014
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https://www.a-sit.at/downloads/1960
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-CR-1.0.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-ST-1.1.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-18-067

https://www.a-sit.at/downloads/1126 (en)

2019-05-21

Valid up to revocation

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: HSM (subcomponent) certified by OCSI

Issuer: ocsl
URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

URL to security
target:
Issuance date 2016-03-10

Yes

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-18-067

https://www.a-sit.at/downloads/1126 (en)

2019-05-21

Valid up to revocation

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: HSM (subcomponent) certified by OCSI

Issuer: ocCsl
URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

URL to security
target:

Issuance date 2016-03-10

Note(s)

Name Qualified Signature and Seal Creation Device (QSCD) Cryptomathic Signer, version 4.8

Applicant Cryptomathic A/S, Jeegergardsgade 118, 8000 Aarhus C, Denmark

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Remote QSCD
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https://www.a-sit.at/downloads/1126
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf
https://www.a-sit.at/downloads/1126
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-18-043

https://www.a-sit.at/downloads/1009 (en)

2018-07-03

2021-09-27

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: HSM (subcomponent) certified by OCSI

Issuer: ocsl
URL ro report: http://www.ocsi.isticom.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

URL to security
target:
Issuance date 2016-03-10

Yes

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-18-043

https://www.a-sit.at/downloads/1009 (en)

2018-07-03

2021-09-27

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: HSM (subcomponent) certified by OCSI

Issuer: 0oCsl
URL ro report: http://www.ocsi.isticom.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

URL to security
target:

Issuance date 2016-03-10

Surveillance ended, current version with valid certificate VIG-19-052
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https://www.a-sit.at/downloads/1009
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
http://www.ocsi.isticom.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf
https://www.a-sit.at/downloads/1009
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
http://www.ocsi.isticom.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf

Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Signature and Seal Creation Device (QSCD) Cryptomathic Signer, version 4.8 Fix
pack 8

Cryptomathic A/S, Jaegergardsgade 118, 8000 Aarhus C, Denmark
Yes
IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Yes

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-19-052

https://www.a-sit.at/downloads/1164 (en)

2019-09-26

2024-07-24

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

HSM (subcomponent) certified by OCSI (other variants, which are validated under FIPS 140-2,

Reference: are also possible)
Issuer: ocsl
URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

URL to security
target:

Issuance date 2016-03-10
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https://www.a-sit.at/downloads/1164
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf

Qualified Seal Creation Device

(QSealCD)
Issuer
Reference
URL
Effective starting date

Expiration date

Art.30.3.(b) notified alternative

certification method

CC certification report(s)

Note(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-19-052

https://www.a-sit.at/downloads/1164 (en)

2019-09-26

2024-07-24

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: HSM (subcomponent) certified by OCSI (other variants, which are validated under FIPS 140-2,
are also possible)

Issuer: ocCsl

URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

URL to security
target:

Issuance date 2016-03-10

Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date

Expiration date

Art.30.3.(b) notified alternative

certification method

CC certification report(s)

Qualified Signature and Seal Creation Device (QSCD) Cryptomathic Signer, version 4.8 Fix
pack 8, Update 1

Cryptomathic A/S, Aaboulevarden 22, 2. 8000 Aarhus C, Denmark
Yes
IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014

Yes

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-25-033

https://www.a-sit.at/downloads/2359 (en)

2025-03-05

2030-03-04

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)
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https://www.a-sit.at/downloads/1164
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf
https://www.a-sit.at/downloads/2359
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf

Qualified Seal Creation Device

(QSealCD)
Issuer
Reference
URL
Effective starting date

Expiration date

Art.30.3.(b) notified alternative

certification method

CC certification report(s)

Note(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-25-033

https://www.a-sit.at/downloads/2359 (en)

2025-03-05

2030-03-04

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

The QSCD certificate is valid up to five years or until revocation by A-SIT. The Entrust
nShield Connect XC HSM (Firmware-Versionen: 12.72.1, 12.72.3, Hardware-Versionen:
nC4035E-000 and nC4335N-000, Build Standard A) has been validated under the FIPS
140-2 cryptographic module validation program. Security Policy: https://csrc.nist.gov/
CSRC/media/projects/cryptographic-module-validation-program/documents/security-
policies/140sp4334.pdf, FIPS 140-2 certificate: https://csrc.nist.gov/CSRC/media/
projects/cryptographic-module-validation-program/documents/certificates/October
%202022_021122 1233 signed.pdf.

Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date

Expiration date

Art.30.3.(b) notified alternative

certification method

CC certification report(s)

Qualified Signature and Seal Creation Device (QSCD) Entrust Signature Activation Module,
version 1.0.3

Entrust Solutions Spain SLU, Parque Empresarial La Finca, Paseo del Club Deportivo 1,
Bloque 3, Bajo, 28223 Pozuelo de Alarcén (Madrid), Spain

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-21-086

https://www.a-sit.at/downloads/1790 (en)

2021-10-29

2025-01-31

https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)
https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)

Reference: NSCIB-CC-0368256-CR

Issuer: TUV Rheinland Nederland B.V.
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-CR-1.0.pdf (en)

URL to security

target: https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-ST-1.1.pdf (en)

Issuance date 2021-03-17
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https://www.a-sit.at/downloads/2359
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.a-sit.at/downloads/1790
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-CR-1.0.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-ST-1.1.pdf

Qualified Seal Creation Device

(QSealCD) ves
Issuer Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
Reference A-SIT-VIG-21-086
URL https://www.a-sit.at/downloads/1790 (en)
Effective starting date 2021-10-29
Expiration date 2025-01-31
Art.30.3.(b) notified alternative  https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)
certification method https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
Reference: NSCIB-CC-0368256-CR
Issuer: TUV Rheinland Nederland B.V.
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-CR-1.0.pdf (en)

CC certification report(s)

URL to security

target: https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-ST-1.1.pdf (en)

Issuance date 2021-03-17

Note(s)

Name Qualified Signature and Seal Creation Device (QSCD) Entrust Signature Activation Module,
version 1.0.4
Applicant Entrust EU S.L., Paseo del Club Deportivo 1, Bloque 3, Bajo, 28223 Pozuelo de Alarcén

PP (Madrid), Spain
Yes
IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014

Remote QSCD
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https://www.a-sit.at/downloads/1790
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-CR-1.0.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-ST-1.1.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)

A-SIT-VIG-23-092

https://www.a-sit.at/downloads/2152 (en)

2023-12-19

2025-12-18

https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)
https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

NSCIB-CC-0368256-CR
TUV Rheinland Nederland B.V.

https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-CR-1.0.pdf (en)

https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-ST-1.1.pdf (en)

2021-03-17

NSCIB-CC-163968-CR
TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/certification_report_nscib-
cc-163968-cr.pdf (en)

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/07/nscib-cc-163968-st-1.0.pdf (en)

2019-11-19
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https://www.a-sit.at/downloads/2152
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-CR-1.0.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-ST-1.1.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/certification_report_nscib-cc-163968-cr.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/certification_report_nscib-cc-163968-cr.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/07/nscib-cc-163968-st-1.0.pdf

Qualified Seal Creation Device

(QSealCD) ves
Issuer Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
Reference A-SIT-VIG-23-092
URL https://www.a-sit.at/downloads/2152 (en)
Effective starting date 2023-12-19
Expiration date 2025-12-18

Art.30.3.(b) notified alternative  https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)
certification method

CC certification report(s)

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

NSCIB-CC-0368256-CR
TUV Rheinland Nederland B.V.

https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-CR-1.0.pdf (en)

https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-ST-1.1.pdf (en)

2021-03-17

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

NSCIB-CC-163968-CR
TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/certification_report_nscib-
cc-163968-cr.pdf (en)

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/07/nscib-cc-163968-st-1.0.pdf (en)

2019-11-19

Note(s)

Name Qualified Signature and Seal Creation Device (QSCD) Entrust Signature Activation Module,

version 1.1.1

Applicant Entrugt EU SL Paseo del Club Deportivo 1, Bloque 3, Bajo, 28223 Pozuelo de Alarcon
(Madrid), Spain

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS

Regulation (EU) 910/2014

Remote QSCD
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https://www.a-sit.at/downloads/2152
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-CR-1.0.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-ST-1.1.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/certification_report_nscib-cc-163968-cr.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/certification_report_nscib-cc-163968-cr.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/07/nscib-cc-163968-st-1.0.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-25-040

https://www.a-sit.at/downloads/2403 (en)

2025-06-27

2030-06-26

https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)
https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)

Reference: NSCIB-CC-0368256-CR

Issuer: TUV Rheinland Nederland B.V.

https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-0368256-CR-1.0.pdf

URL ro report: (en)

URL to security https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-0368256-ST-1.1.pdf
target: (en)

Issuance date 2021-03-17

Yes

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-25-040

https://www.a-sit.at/downloads/2403 (en)

2025-06-27

2030-06-26

https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)
https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)

Reference: NSCIB-CC-0368256-CR

Issuer: TUV Rheinland Nederland B.V.

https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-0368256-CR-1.0.pdf

URL ro report: (en)

URL to security https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-0368256-ST-1.1.pdf
target: (en)

Issuance date 2021-03-17

The QSCD certificate is valid up to five years or until revocation by A-SIT.
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https://www.a-sit.at/downloads/2403
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-0368256-CR-1.0.pdf
https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-0368256-ST-1.1.pdf
https://www.a-sit.at/downloads/2403
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-0368256-CR-1.0.pdf
https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-0368256-ST-1.1.pdf

Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Qualified Signature and Seal Creation Device (QSCD) Intesi PkBox, Version 3.3

Intesi Group S.p.A., via Torino 48, 20123 Milano, Italy

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Yes

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-18-051

https://www.a-sit.at/downloads/1015 (en)

2018-07-09

2021-09-27

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: HSM (subcomponent) certified by OCSI
Issuer: ocsl
URL ro report: http://www.ocsi.isticom.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

URL to security
target:

Issuance date 2016-03-10

Yes

Zentrum flr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-18-051

https://www.a-sit.at/downloads/1015 (en)

2018-07-09

2021-09-27

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: HSM (subcomponent) certified by OCSI
Issuer: 0ocCsl
URL ro report: http://www.ocsi.isticom.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

URL to security
target:

Issuance date 2016-03-10

Surveillance ended, current version with valid certificate VIG-19-076 and VIG-20-067
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https://www.a-sit.at/downloads/1015
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
http://www.ocsi.isticom.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf
https://www.a-sit.at/downloads/1015
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
http://www.ocsi.isticom.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf

Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Qualified Signature and Seal Creation Device (QSCD) Intesi PkBox, version 3.3, Update 1
Intesi Group S.p.A., via Torino 48, 20123 Milano, Italy

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Yes

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-19-076

https://www.a-sit.at/downloads/1197 (en)

2019-12-02

2024-07-24

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: HSM (subcomponent) certified by OCSI
Issuer: 0ocCslI
URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

URL to security
target:

Issuance date 2016-03-10

Yes

Zentrum flr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-19-076

https://www.a-sit.at/downloads/1197 (en)

2019-12-02

2024-07-24

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: HSM (subcomponent) certified by OCSI
Issuer: 0ocCsl
URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

URL to security
target:

Issuance date 2016-03-10
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https://www.a-sit.at/downloads/1197
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf
https://www.a-sit.at/downloads/1197
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf

Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Qualified Signature and Seal Creation Device (QSCD) Intesi PkBox, version 3.3, Update 2
Intesi Group S.p.A., via Torino 48, 20123 Milano, Italy

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Yes

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-20-067

https://www.a-sit.at/downloads/1460 (en)

2021-03-29

2024-07-24

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: HSM (subcomponent) certified by OCSI
Issuer: 0ocCslI
URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

URL to security
target:

Issuance date 2016-03-10

Yes

Zentrum flr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-20-067

https://www.a-sit.at/downloads/1460 (en)

2021-03-29

2024-07-24

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: HSM (subcomponent) certified by OCSI
Issuer: 0ocCsl
URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

URL to security
target:

Issuance date 2016-03-10
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https://www.a-sit.at/downloads/1460
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf
https://www.a-sit.at/downloads/1460
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf

Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Signature and Seal Creation Device (QSCD) Intesi PkBox, version 3.3, Update 3
Intesi Group S.p.A., via Torino 48, 20123 Milano, Italy

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Yes

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-23-068

https://www.a-sit.at/downloads/2097 (en)

2023-10-02

Valid up to revocation

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

HSM (subcomponent) certified by OCSI, Certificato No. 1/16, Report: OCSI/CERT/RES/02/2012/

Reference: RC
Issuer: ocsl
URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

URL to security

target: https://www.ocsi.gov.it/documenti/certificazioni/thales/st_thales_nshield_v1.0_public.pdf (en)

Issuance date 2016-03-10
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https://www.a-sit.at/downloads/2097
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf
https://www.ocsi.gov.it/documenti/certificazioni/thales/st_thales_nshield_v1.0_public.pdf

Qualified Seal Creation Device

(QSealCD) ves
Issuer Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
Reference A-SIT-VIG-23-068
URL https://www.a-sit.at/downloads/2097 (en)
Effective starting date 2023-10-02
Expiration date Valid up to revocation

Art.30.3.(b) notified alternative  https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)

certification method https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)
Reference: HSM (subcomponent) certified by OCSI, Certificato No. 1/16, Report: OCSI/CERT/RES/02/2012/
' RC
Issuer: ocCsl
CC certification report(s) URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

URL to security https://www.ocsi.gov.it/documenti/certificazioni/thales/st_thales_nshield_v1.0_public.pdf (en)

target:

Issuance date 2016-03-10
Note(s)
Name Qualified Signature and Seal Creation Device (QSCD) Intesi PkBox, version 3.4
Applicant Intesi Group S.p.A., Via Torino 48, 20123 Milano, Italy

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014

Remote QSCD
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https://www.a-sit.at/downloads/2097
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf
https://www.ocsi.gov.it/documenti/certificazioni/thales/st_thales_nshield_v1.0_public.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)

A-SIT-VIG-25-036

https://www.a-sit.at/downloads/2397 (en)

2025-06-16

2030-06-15

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

CC-21-0368256
TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-cc-0368256-
cr-1.0-60c774c7bf913.pdf (en)

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/09/nscib-cc-0368256-
st-1.1-60c774c9ac5f4.pdf (en)

2021-03-17

NSCIB-CC-2200057-01
TrustCB B.V.

https://trustcb.com/download/?wpdmdI=4207 (en)

https://trustcb.com/download/?wpdmdI=4208 (en)

2024-05-08
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https://www.a-sit.at/downloads/2397
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-cc-0368256-cr-1.0-60c774c7bf913.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-cc-0368256-cr-1.0-60c774c7bf913.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/09/nscib-cc-0368256-st-1.1-60c774c9ac5f4.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/09/nscib-cc-0368256-st-1.1-60c774c9ac5f4.pdf
https://trustcb.com/download/?wpdmdl=4207
https://trustcb.com/download/?wpdmdl=4208

Qualified Seal Creation Device

(QSealCD) ves
Issuer Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
Reference A-SIT-VIG-25-036
URL https://www.a-sit.at/downloads/2397 (en)
Effective starting date 2025-06-16
Expiration date 2030-06-15

Art.30.3.(b) notified alternative  https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
certification method https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

CC certification report(s)

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

CC-21-0368256
TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-cc-0368256-
cr-1.0-60c774c7bf913.pdf (en)

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/09/nscib-cc-0368256-
st-1.1-60c774c9ac5f4.pdf (en)

2021-03-17

Reference:
Issuer:
URL ro report:

URL to security
target:

NSCIB-CC-2200057-01
TrustCB B.V.

https://trustch.com/download/?wpdmdI=4207 (en)

https://trustcb.com/download/?wpdmdI=4208 (en)

Issuance date 2024-05-08
Note(s) The QSCD certificate is valid up to five years or until revocation by A-SIT.
Name Qualified Signature and Seal Creation Device (QSCD) IvSign, version 1.0

. bicn 10 .
Applicant Ivnosys Soluciones S.L.U., C/ Acceso de Ademuz, 12 - Piso 19, 46980 Paterna, Valencia,

Remote QSCD

Spain

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014
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https://www.a-sit.at/downloads/2397
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-cc-0368256-cr-1.0-60c774c7bf913.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-cc-0368256-cr-1.0-60c774c7bf913.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/09/nscib-cc-0368256-st-1.1-60c774c9ac5f4.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/09/nscib-cc-0368256-st-1.1-60c774c9ac5f4.pdf
https://trustcb.com/download/?wpdmdl=4207
https://trustcb.com/download/?wpdmdl=4208

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-22-035

https://www.a-sit.at/downloads/1939 (en)

2022-07-29

2025-09-30

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: NSCIB-CC-195307-CR

Issuer: TOV Rheinland Nederland B.V.
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-20-195307-CR.pdf (en)

URL to security
target:

https://www.commoncriteriaportal.org/files/epfiles/[ST]1%20002-010985-001_Luna-PCle-
HSM7_CC_SecurityTarget_Rev).pdf (en)

Issuance date 2020-10-06

Yes

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-22-035

https://www.a-sit.at/downloads/1939 (en)

2022-07-29

2025-09-30

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: NSCIB-CC-195307-CR

Issuer: TOV Rheinland Nederland B.V.
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-20-195307-CR.pdf (en)

URL to security
target:

https://www.commoncriteriaportal.org/files/epfiles/[ST]%20002-010985-001_Luna-PCle-
HSM7_CC_SecurityTarget_Rev].pdf (en)

Issuance date 2020-10-06
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https://www.a-sit.at/downloads/1939
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-20-195307-CR.pdf
https://www.commoncriteriaportal.org/files/epfiles/%5BST%5D%20002-010985-001_Luna-PCIe-HSM7_CC_SecurityTarget_RevJ.pdf
https://www.commoncriteriaportal.org/files/epfiles/%5BST%5D%20002-010985-001_Luna-PCIe-HSM7_CC_SecurityTarget_RevJ.pdf
https://www.a-sit.at/downloads/1939
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-20-195307-CR.pdf
https://www.commoncriteriaportal.org/files/epfiles/%5BST%5D%20002-010985-001_Luna-PCIe-HSM7_CC_SecurityTarget_RevJ.pdf
https://www.commoncriteriaportal.org/files/epfiles/%5BST%5D%20002-010985-001_Luna-PCIe-HSM7_CC_SecurityTarget_RevJ.pdf

Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Signature and Seal Creation Device (QSCD) IvSign, version 1.0, Update 1

Ivnosys Soluciones S.L.U., C/ Acceso de Ademuz, 12 - Piso 19, 46980 Paterna, Valencia,
Spain

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Yes

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-23-093

https://www.a-sit.at/downloads/2162 (en)

2024-02-20

Valid up to revocation

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: NSCIB-CC-195307-CR2; NSCIB-CC-195307-2MA1
Issuer: TUV Rheinland Nederland B.V.

https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-195307-CR2-1.0.pdf (en)
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-195307-2MA1-1.pdf (en)
https://commoncriteriaportal.org/files/epfiles/NSCIB-certificate%2022-195307.pdf (en)

URL to security https://www.commoncriteriaportal.org/files/epfiles/[ST]1%20002-010985-001_Luna-PCle-
target: HSM7_CC_SecurityTarget_RevN.pdf (en)
Issuance date 2022-07-18
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https://www.a-sit.at/downloads/2162
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-195307-CR2-1.0.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-195307-2MA1-1.pdf
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https://www.commoncriteriaportal.org/files/epfiles/%5BST%5D%20002-010985-001_Luna-PCIe-HSM7_CC_SecurityTarget_RevN.pdf

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Name

Applicant

Remote QSCD

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-23-093

https://www.a-sit.at/downloads/2162 (en)

2024-02-20

Valid up to revocation

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: NSCIB-CC-195307-CR2; NSCIB-CC-195307-2MA1
Issuer: TUV Rheinland Nederland B.V.

https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-195307-CR2-1.0.pdf (en)
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-195307-2MA1-1.pdf (en)
https://commoncriteriaportal.org/files/epfiles/NSCIB-certificate%2022-195307.pdf (en)

URL to security

target: https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-195307-CR2-1.0.pdf (en)

Issuance date 2022-07-18

Link to maintenance report (Ref: NSCIB-CC-195307-2MA1): https://
www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-195307-2MA1-1.pdf Link to certificate
(Ref: CC-22-195307) :https://commoncriteriaportal.org/files/epfiles/NSCIB-certificate
%?2022-195307.pdf

Qualified Signature and Seal Creation Device (QSCD) LuxTrust’s Qualified Remote Signature
and Seal Creation Device, version 1.0

LuxTrust S.A., IVY Building, 13-15 Parc d'activités, L-8308 Capellen, Luxembourg

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014
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Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-17-060

https://www.a-sit.at/downloads/882 (en)

2017-12-14

2021-09-27

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: HSM (subcomponent) certified by OCSI

Issuer: ocsl
URL ro report: http://www.ocsi.isticom.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

URL to security
target:
Issuance date 2016-03-10

Yes

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-17-060

https://www.a-sit.at/downloads/882 (en)

2017-12-14

2021-09-27

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: HSM (subcomponent) certified by OCSI

Issuer: 0oCsl
URL ro report: http://www.ocsi.isticom.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

URL to security
target:

Issuance date 2016-03-10

Note(s)

Name Qualified Signature and Seal Creation Device (QSCD) Marvell LS2 HSM Family, version 10.02

Surveillance ended, current version with valid certificate VIG-19-051

Applicant Marvell Semiconductor, Inc., 5488 Marvell Lane, Santa Clara, CA 95054, U.S.A.

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Remote QSCD
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https://www.a-sit.at/downloads/882
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Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-24-047

https://www.a-sit.at/downloads/2311 (en)

2024-12-06

2029-12-05

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-24-047

https://www.a-sit.at/downloads/2311 (en)

2024-12-06

2029-12-05

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

The QSCD certificate is valid up to five years or until revocation by A-SIT. The Marvell LS2
HSM Family has been validated under the FIPS 140-3 cryptographic module validation
program (certificate #4703 of 6 June 2024, see https://csrc.nist.gov/projects/cryptographic-
module-validation-program/certificate/4703 for details).

Name

Applicant

Remote QSCD

Qualified Signature and Seal Creation Device (QSCD) Monet+ ProlD SAM for remote
electronic signing and sealing, version 1.0

Monet+ a.s., Za Dvorem 505, 763 14 Zlin-Stipa, Czech Republic

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014
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Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-21-092

https://www.a-sit.at/downloads/2002 (en)

2022-12-20

2025-01-31

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: NSCIB-CC-0368256-CR (subcomponent of the QSigCD)

Issuer: TOV Rheinland Nederland B.V.
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-CR-1.0.pdf (en)

URL to security

target: https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-ST-1.1.pdf (en)

Issuance date 2021-03-17

Yes

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-21-092

https://www.a-sit.at/downloads/2002 (en)

2022-12-20

2025-01-31

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: NSCIB-CC-0368256-CR (subcomponent of the QSealCD)

Issuer: TUV Rheinland Nederland B.V.

URL ro report: https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-CR-1.0.pdf (en)

::ja':;et:- security https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-ST-1.1.pdf (en)

Issuance date 2021-03-17
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Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Signature and Seal Creation Device (QSCD) Monet+ ProlD SAM for remote
electronic signing and sealing, version 1.0, Update 1

Monet+ a.s., Za Dvorem 505, 763 14 Zlin-Stipa, Czech Republic

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Yes

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)

A-SIT-VIG-21-092

https://www.a-sit.at/downloads/2014 (en)

2023-01-27

Valid up to revocation

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

NSCIB-CC-0368256-CR
TUV Rheinland Nederland B.V.

https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-CR-1.0.pdf (en)

https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-ST-1.1.pdf (en)

2021-03-17
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https://www.a-sit.at/downloads/2014
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-CR-1.0.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-ST-1.1.pdf

Qualified Seal Creation Device

(QSealCD)
Issuer
Reference
URL
Effective starting date

Expiration date

Art.30.3.(b) notified alternative

certification method

CC certification report(s)

Note(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-21-092

https://www.a-sit.at/downloads/2014 (en)

2023-01-27

Valid up to revocation

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: NSCIB-CC-0368256-CR

Issuer: TUV Rheinland Nederland B.V.

URL ro report: https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-CR-1.0.pdf (en)

URL to security

target: https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-ST-1.1.pdf (en)

Issuance date 2021-03-17

Same reference as previous QSCD certification due to a minor change (hash functions
certified previously for RSASSA-PSS can also be used for ECDSA).

Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date

Expiration date

Art.30.3.(b) notified alternative

certification method

CC certification report(s)

Qualified Signature and Seal Creation Device (QSCD) NITROXIII CNN35XX-NFBE HSM Family,
version 2.09

Marvell Semiconductor, Inc., 5488 Marvell Lane, Santa Clara, CA 95054, U.S.A.
Yes
IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014

Yes

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
A-SIT VIG-19-078

https://www.a-sit.at/downloads/2276 (en)

2024-10-21

2029-10-20

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)
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Qualified Seal Creation Device

(QSealCD)
Issuer
Reference
URL
Effective starting date

Expiration date

Art.30.3.(b) notified alternative

certification method

CC certification report(s)

Note(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT VIG-19-078

https://www.a-sit.at/downloads/2276 (en)

2024-10-21

2029-10-20

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

The QSCD certificate is valid up to five years or until revocation by A-SIT. The NITROXIII
CNN35XX-NFBE HSM Family has been validated under the FIPS 140-3 cryptographic module
validation program (certificate #4700 of 30 May 2024, see https://csrc.nist.gov/projects/
cryptographic-module-validation-program/certificate/4700 for details).

Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date

Expiration date

Art.30.3.(b) notified alternative

certification method

CC certification report(s)

Qualified Signature and Seal Creation Device (QSCD) SafeNet Luna PCI-E HSM, version 7.0.3
Gemalto Canada Inc., 20 Colonnade Road, Suite 200 Ottawa, Ontario K2E 7M6, Canada

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-18-068

https://www.a-sit.at/downloads/1118 (en)

2019-05-17

2024-08-06

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)
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Qualified Seal Creation Device

(QSealCD)
Issuer
Reference
URL
Effective starting date

Expiration date

Art.30.3.(b) notified alternative

certification method
CC certification report(s)

Note(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-18-068

https://www.a-sit.at/downloads/1118 (en)

2019-05-17

2024-08-06

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date

Expiration date

Art.30.3.(b) notified alternative

certification method

CC certification report(s)

Qualified Signature and Seal Creation Device (QSCD) Signer-1 SAM version 1.0.0.1
ComsignTrust Ltd., Kiryat Atidim BLDG #4, 61580 Tel Aviv, Israel

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-19-077

https://www.a-sit.at/downloads/1346 (en)

2020-10-18

Valid up to revocation

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

HSM (subcomponent) certified by TUV Rheinland Nederland B.V. (compliance with protection

Reference: profile EN 419 221-5)

Issuer: TUV Rheinland Nederland B.V.

URL ro report: https://www.commoncriteriaportal.org/files/epfiles/nscib-cc-222073-cr-v1.2cert.pdf (en)

URL to security
target:

Issuance date 2020-05-27
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Qualified Seal Creation Device

(QSealCD) ves
Issuer Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
Reference A-SIT-VIG-19-077
URL https://www.a-sit.at/downloads/1373 (en)
Effective starting date 2020-10-27
Expiration date Valid up to revocation

Art.30.3.(b) notified alternative  https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
certification method https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

HSM (subcomponent) certified by TUV Rheinland Nederland B.V. (compliance with protection

Reference: profile EN 419 221-5)

Issuer: TUV Rheinland Nederland B.V.
CC certification report(s) URL ro report: https://www.commoncriteriaportal.org/files/epfiles/nscib-cc-222073-cr-v1.2cert.pdf (en)
URL to security
target:
Issuance date 2020-05-27

Note(s)

Name Qualified Signature and Seal Creation Device (QSCD) Thales Luna K7 Cryptographic Module,
version 7.7.2

. Thales DIS CPL Canada Inc, 20 Colonnade Road, Suite 200, Ottawa, Ontario, K2E 7M6,
Applicant Canada
Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014

Remote QSCD
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Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-21-068

https://www.a-sit.at/downloads/2169 (en)

2024-02-21

Valid up to revocation

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: NSCIB-CC-195307-CR2

Issuer: TOV Rheinland Nederland B.V.
URL ro report: https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/nscib-cc-195307-cr2-1.0.pdf (en)

URL to security
target:

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/nscib-cc-195307-2mal-
st_revn.pdf (en)

Issuance date 2022-07-18

Yes

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-21-068

https://www.a-sit.at/downloads/2169 (en)

2024-02-21

Valid up to revocation

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: NSCIB-CC-195307-CR2

Issuer: TOV Rheinland Nederland B.V.
URL ro report: https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/nscib-cc-195307-cr2-1.0.pdf (en)

URL to security
target:

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/nscib-cc-195307-2mal-
st_revn.pdf (en)

Issuance date 2022-07-18

Maintenance Report (Ref: NSCIB-CC-195307-2MA1): https://www.tuv-nederland.nl/assets/
files/cerfiticaten/2023/04/nscib-cc-195307-2mal-1.pdf Certificate: https://www.tuv-
nederland.nl/assets/files/cerfiticaten/2022/07/nscib-certificate-22-195307.pdf
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/nscib-cc-195307-2ma1-st_revn.pdf
https://www.a-sit.at/downloads/2169
https://www.a-sit.at/pdfs/merkblatt_de.pdf
https://www.a-sit.at/pdfs/merkblatt_en.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/nscib-cc-195307-cr2-1.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/nscib-cc-195307-2ma1-st_revn.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/nscib-cc-195307-2ma1-st_revn.pdf

Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer
Reference

URL
Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer
Reference

URL
Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Qualified Signature and Seal Creation Device (QSCD) Ubiqu’s Qualified Remote Signature
and Seal Creation Device, version 2.2

Ubiqu Access B.V., Kerstant van de Berglaan 13b, 3054 EM Rotterdam, The Netherlands
Yes
IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Yes

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)

A-SIT-VIG-19-075 (no CC certification report but HSM (subcomponent) validated under FIPS
140-2 certificates #3231 and #3564)

https://www.a-sit.at/downloads/1392 (en)
2020-11-19
Valid up to revocation

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)

A-SIT-VIG-19-075 (no CC certification report but HSM (subcomponent) validated under FIPS
140-2 certificates #3231 and #3564)

https://www.a-sit.at/downloads/1392 (en)
2020-11-19
Valid up to revocation

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Name

Applicant

Remote QSCD

Qualified Signature and Seal Creation Device (QSCD) Ubiqu’s Qualified Remote Signature
and Seal Creation Device, version 2.6

Ubiqu Access B.V., Kerstant van de Berglaan 13b, 3054 EM Rotterdam, The Netherlands

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014
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Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-22-037

https://www.a-sit.at/downloads/2113 (en)

2023-10-30

Valid up to revocation

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-22-037

https://www.a-sit.at/downloads/2113 (en)

2023-10-30

Valid up to revocation

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Note(s)

Name Qualified Signature and Seal Creation Device (QSCD) “Certilia eSign”, version 1.0

Applicant AKD d.o0.0., Savska cesta 31, HR-10000 Zagreb, Croatia
Yes

Remote QSCD IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014
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Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-24-049

https://www.a-sit.at/downloads/2353 (en)

2025-02-19

2030-02-18

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: NSCIB-CC-0368256-CR

Issuer: TUV Rheinland Nederland B.V.

https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-0368256-CR-1.0.pdf

URL ro report: (en)

URL to security https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-0368256-ST-1.1.pdf
target: (en)

Issuance date 2021-03-17

Yes

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-24-049

https://www.a-sit.at/downloads/2353 (en)

2025-02-19

2030-02-18

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: NSCIB-CC-0368256-CR

Issuer: TUV Rheinland Nederland B.V.

https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-0368256-CR-1.0.pdf

URL ro report: (en)

URL to security https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-0368256-ST-1.1.pdf
target: (en)

Issuance date 2021-03-17

The QSCD certificate is valid up to five years or until revocation by A-SIT.
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Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Note(s)

Qualified Signature Creation Device (QSCD) Protect & Sign, version 4.18

DocuSign France, 9-15 Rue Maurice Mallet, 92130 Issy-les-Moulineaux, France

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Yes

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-17-069

https://www.a-sit.at/downloads/884 (en)

2017-12-20

2021-09-27

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

No

Surveillance ended, current version with valid certificate VIG-19-070 and new version
currently under ongoing certification

Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Signature Creation Device (QSCD) Protect & Sign, version 4.67

DocuSign France, 9-15 Rue Maurice Mallet, 92130 Issy-les-Moulineaux, France

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Yes

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-19-070

https://www.a-sit.at/downloads/1205 (en)

2019-12-06

2024-08-06

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)
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Qualified Seal Creation Device

(QSealCD) R

Note(s)

Name Qualified Signature Creation Device (QSCD) Protect & Sign, version 5.14

Applicant DocuSign France SAS, 9-15 Rue Maurice Mallet, 92130 Issy-les-Moulineaux, France
Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Remote QSCD

Qualified Signature Creation

Device (QSigCD) Vs
Issuer Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
Reference A-SIT-VIG-21-083
URL https://www.a-sit.at/downloads/1796 (en)
Effective starting date 2021-12-01
Expiration date 2024-08-06
Art.30.3.(b) notified alternative  https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
certification method https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)
Reference: NSCIB-CC-235654-CR
Issuer: TOV Rheinland Nederland B.V.
URL ro report: https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-cc-235654-cr.pdf (en)

CC certification report(s)

URL to security https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/qscd-cc-st-qsigcd-4.0.26.pdf (en)

target:
Issuance date 2021-01-13
Qualified Seal Creation Device No
(QSealCD)
Note(s) The CC certification report refers to one of two HSM types used by the QSCD.
Name Qualified Signature Creation Device (QSCD) Protect & Sign, version 5.14, update 1
Applicant DocuSign France SAS, 9-15 Rue Maurice Mallet, 92130 Issy-les-Moulineaux, France
Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014

Remote QSCD
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https://www.a-sit.at/downloads/1796
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Qualified Signature Creation

Device (QSigCD) VEE
Issuer Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
Reference A-SIT-VIG-23-069
URL https://www.a-sit.at/downloads/2119 (en)
Effective starting date 2023-11-23
Expiration date Valid up to revocation

Art.30.3.(b) notified alternative  https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)

certification method https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)
Reference: Certificate CC-22-0389122-elDAS, Report NSCIB-CC-0389122-CR
Issuer: TOV Rheinland Nederland B.V.

i https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/08/nscib-cc-0389122-cr-2.0sig.pdf
o URL ro report: (en)
CC certification report(s) €

URL to security https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/12/nscib-cc-0389122-stsig.pdf (en)

target:

Issuance date 2022-08-30
Qualified Seal Creation Device No
(QSealCD)
Note(s)

N Qualified Signature Creation Device (QSCD) TrustedX Signature Activation Module, version
ame 1.0.1

Applicant Entrust Datacard Europe S.L., Parque Empresarial La Finca, Paseo del Club Deportivo 1,
PP Blogue 3, Bajo, 28223 Pozuelo de Alarcén (Madrid), Spain

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with elDAS

Regulation (EU) 910/2014

Remote QSCD
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Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-20-038

https://www.a-sit.at/downloads/1271 (en)

2020-07-31

2025-07-31

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

HSM (subcomponent) certified by TUV Rheinland Nederland B.V. (compliance with protection

Reference: profile EN 419 221-5)

Issuer: TUV Rheinland Nederland B.V.

URL ro report: https://www.commoncriteriaportal.org/files/epfiles/Certification_Report_NSCIB-CC-163968-

CR.pdf (en)
URL to security
target:
Issuance date 2019-11-18

Yes

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-20-038

https://www.a-sit.at/downloads/1271 (en)

2020-07-31

2025-07-31

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

HSM (subcomponent) certified by TUV Rheinland Nederland B.V. (compliance with protection

Reference: profile EN 419 221-5)

Issuer: TUV Rheinland Nederland B.V.

URL ro report: https://www.commoncriteriaportal.org/files/epfiles/Certification_Report_NSCIB-CC-163968-

CR.pdf (en)
URL to security
target:
Issuance date 2019-11-18
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Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Note(s)

Applicant

Remote QSCD

Qualifizierte Signaturerstellungseinheit (QSEE) der A-Trust fur die Handy-Signatur bestehend
aus HSM und HSM Server, Version 1.2

A-Trust Gesellschaft fiir Sicherheitssysteme im elektronischen Datenverkehr GmbH,
LandstraBer Hauptstrae 1b, E02, 1030 Wien, Austria

Yes
IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Yes

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-17-086

https://www.a-sit.at/downloads/930 (de)

2018-04-09

2021-09-27

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: HSM (subcomponent) certified by OCSI
Issuer: ocsl
URL ro report: http://www.ocsi.isticom.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

URL to security
target:

Issuance date 2016-03-10

No

Surveillance ended, current version with valid certificate VIG-21-047

Qualifizierte Signaturerstellungseinheit (QSEE) der A-Trust fur die Handy-Signatur bestehend
aus HSM und HSM Server, Version 1.3

A-Trust Gesellschaft fUr Sicherheitssysteme im elektronischen Datenverkehr GmbH,
LandstralBer HauptstraBe 1b, E02, 1030 Wien, Austria

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014
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Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Note(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-18-062

https://www.a-sit.at/downloads/1002 (de)

2018-07-03

2021-09-27

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: HSM (subcomponent) certified by OCSI
Issuer: ocCsl
URL ro report: http://www.ocsi.isticom.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

URL to security
target:

Issuance date 2016-03-10

No

Surveillance ended, current version with valid certificate VIG-21-047

Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualifizierte Signatur- und Siegelerstellungseinheit (QSEE), Swisscom All-in Signing Service
(AIS), Version 3.0, Update 1

Swisscom IT Services Finance S.E., Swisscom Trust Services, Mariahilfer Strae 123/ 3,
1060 Wien, Austria

Yes
IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014

Yes

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-21-042

https://www.a-sit.at/downloads/1558 (de)

2021-07-15

2025-07-31

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)
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https://www.a-sit.at/downloads/1002
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Qualified Seal Creation Device

(QSealCD)
Issuer
Reference
URL
Effective starting date

Expiration date

Art.30.3.(b) notified alternative

certification method
CC certification report(s)

Note(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-21-042

https://www.a-sit.at/downloads/1558 (en)

2021-07-15

2025-07-31

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date

Expiration date

Art.30.3.(b) notified alternative

certification method

CC certification report(s)

Qualifizierte Signatur- und Siegelerstellungseinheit (QSEE), Swisscom All-in Signing Service
(AIS), Version 3.0, Update 2

Swisscom IT Services Finance S.E., Swisscom Trust Services, Mariahilfer Strale 123/ 3,
1060 Wien, Austria

Yes
IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-22-081

https://www.a-sit.at/downloads/1996 (de)

2022-12-15

2025-07-31

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)
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Qualified Seal Creation Device

(QSealCD)
Issuer
Reference
URL
Effective starting date

Expiration date

Art.30.3.(b) notified alternative

certification method
CC certification report(s)

Note(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-22-081

https://www.a-sit.at/downloads/1996 (de)

2022-12-15

2025-07-31

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

HSMs (subcomponents) certified under FIPS 140-2, level 3 (certificate #3205)

Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date

Expiration date

Art.30.3.(b) notified alternative

certification method

CC certification report(s)

Qualifizierte Signatur- und Siegelerstellungseinheit (QSEE), Swisscom All-in Signing Service
(AIS), Version 3.2

Swisscom IT Services Finance S.E., Swisscom Trust Services, Mariahilfer Strale 123/ 3,
1060 Wien, Austria

Yes
IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-24-035

https://www.a-sit.at/downloads/2318 (de)

2024-12-12

2029-12-11

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)
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Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-24-035

https://www.a-sit.at/downloads/2318 (de)

2024-12-12

2029-12-11

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

The QSCD certificate is valid up to five years or until revocation by A-SIT. The HSMs
(subcomponents) have been certified under FIPS 140-2, level 3 (certificate #3205).

Name

Applicant

Remote QSCD

Qualifizierte Signatur- und Siegelerstellungseinheit (QSEE) der A-Trust bestehend aus HSM
und HSM Server, Version 2.1, Update 1

A-Trust GmbH, LandstraBer Hauptstralle 1b, E02, 1030 Wien

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014
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Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-23-096

https://www.a-sit.at/downloads/2156 (de)

2024-02-14

Valid up to revocation

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

Certificato n. 1/16

ocsl

https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

2016-03-10

CC-21-0368256

TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-cc-0368256-cr-1.0.pdf (en)

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/07/nscib-cc-0368256_1m1-st.pdf

(en)

2021-03-17
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Qualified Seal Creation Device

(QSealCD) ves
Issuer Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
Reference A-SIT-VIG-23-096
URL https://www.a-sit.at/downloads/2156 (de)
Effective starting date 2024-02-14
Expiration date Valid up to revocation

Art.30.3.(b) notified alternative  https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)

certification method https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)
Reference: Certificato n. 1/16
Issuer: ocsl
URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

URL to security

target:
Issuance date 2016-03-10
CC certification report(s)
Reference: CC-21-0368256
Issuer: TOV Rheinland Nederland B.V.
URL ro report: https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-cc-0368256-cr-1.0.pdf (en)
URL to security https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/07/nscib-cc-0368256_1m1-st.pdf
target: (en)
Issuance date 2021-03-17

Note(s)

Name Qualifizierte Signatur- und Siegelerstellungseinheit (QSEE) der A-Trust flr die Handy-
Signatur und Siegel bestehend aus HSM und HSM Server, Version 1.4

Applicant A-Trust Gesellschaft fUr Sicherheitssysteme im elektronischen Datenverkehr GmbH,

LandstralBer Hauptstrale 1b, E02, 1030 Wien, Austria

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Remote QSCD
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https://www.a-sit.at/downloads/2156
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-cc-0368256-cr-1.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/07/nscib-cc-0368256_1m1-st.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT VIG-19-058

https://www.a-sit.at/downloads/1142 (de)

2019-07-22

2021-09-27

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: HSM (subcomponent) certified by OCSI

Issuer: ocsl
URL ro report: http://www.ocsi.isticom.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

URL to security
target:
Issuance date 2016-03-10

Yes

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
A-SIT VIG-19-058

https://www.a-sit.at/downloads/1142 (de)

2019-07-22

2021-09-27

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: HSM (subcomponent) certified by OCSI

Issuer: 0oCsl
URL ro report: http://www.ocsi.isticom.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

URL to security
target:

Issuance date 2016-03-10

Surveillance ended, current version with valid certificate VIG-21-047
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Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualifizierte Signatur- und Siegelerstellungseinheit (QSEE) der A-Trust flr die Handy-
Signatur und Siegel bestehend aus HSM und HSM Server, Version 2.0

A-Trust Gesellschaft fiir Sicherheitssysteme im elektronischen Datenverkehr GmbH,
LandstraBer Hauptstrae 1b, E02, 1030 Wien, Austria

Yes
IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Yes

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
A-SIT VIG-20-053

https://www.a-sit.at/downloads/1253 (de)

2020-06-16

2025-07-31

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: HSM (subcomponent) certified by OCSI
Issuer: ocsl
URL ro report: http://www.ocsi.isticom.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

URL to security
target:

Issuance date 2016-03-10
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Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT VIG-20-053

https://www.a-sit.at/downloads/1253 (de)

2020-06-16

2025-07-31

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: HSM (subcomponent) certified by OCSI
Issuer: ocCsl
URL ro report: http://www.ocsi.isticom.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

URL to security
target:

Issuance date 2016-03-10

Name

Applicant

Remote QSCD

Qualifizierte Signatur- und Siegelerstellungseinheit (QSEE) der A-Trust fiir die Handy-
Signatur und Siegel bestehend aus HSM und HSM Server, Version 2.0, Update 1

A-Trust Gesellschaft fir Sicherheitssysteme im elektronischen Datenverkehr GmbH,
LandstralBer HauptstraRBe 1b, E02, 1030 Wien, Austria

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014
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Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT VIG-21-047

https://www.a-sit.at/downloads/1452 (de)

2021-03-19

2025-07-31

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: HSM (subcomponent) certified by OCSI

Issuer: ocsl
URL ro report: http://www.ocsi.isticom.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

URL to security
target:
Issuance date 2016-03-10

Yes

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
A-SIT VIG-21-047

https://www.a-sit.at/downloads/1452 (de)

2021-03-19

2025-07-31

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: HSM (subcomponent) certified by OCSI

Issuer: 0oCsl
URL ro report: http://www.ocsi.isticom.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

URL to security
target:

Issuance date 2016-03-10
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Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualifizierte Signatur- und Siegelerstellungseinheit (QSEE) der A-Trust flr die Handy-
Signatur und Siegel bestehend aus HSM und HSM Server, Version 2.1

A-Trust Gesellschaft fiir Sicherheitssysteme im elektronischen Datenverkehr GmbH,
LandstraBer Hauptstrae 1b, E02, 1030 Wien

Yes
IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Yes

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-22-055

https://www.a-sit.at/downloads/1902 (de)

2022-07-12

2025-07-31

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: HSM (subcomponent) certified by OCSI
Issuer: ocsl
URL ro report: http://www.ocsi.isticom.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

URL to security
target:

Issuance date 2016-03-10
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Qualified Seal Creation Device

(QSealCD) ves
Issuer Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
Reference A-SIT-VIG-22-055
URL https://www.a-sit.at/downloads/1902 (de)
Effective starting date 2022-07-12
Expiration date 2025-07-31
Art.30.3.(b) notified alternative  https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
certification method https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)
Reference: HSM (subcomponent) certified by OCS|
Issuer: oCsl
URL ro report: http://www.ocsi.isticom.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

CC certification report(s)

URL to security
target:

Issuance date 2016-03-10

Note(s)
Name Qualifizierte Signatur- und Siegelerstellungseinheit (QSEE) der D-Trust sign-me, Version 7.4
Applicant D-Trust GmbH, KommandantenstraBe 15, 10969 Berlin

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014

Remote QSCD
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Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)

A-SIT-VIG-20-081

https://www.a-sit.at/downloads/1505 (de)

2021-04-12

2024-07-24

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference:

Issuer:
URL ro report:

URL to security
target:

Issuance date

Yes

CC-19-222073, HSM (subcomponent) Utimaco CryptoServer CP5 Se1500 LAN v5, Version
5.1.0.0 (Common Criteria, version 3.1, EAL 4 augmented with AVA_VAN.5, compliance with
protection profile EN 419 221-5)

TUV Rheinland Nederland B.V.

https://www.commoncriteriaportal.org/files/epfiles/nscib-cc-222073-cr-v1.2cert.pdf (en)

https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-222073_3m1-ST.pdf (en)

2020-05-14

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)

A-SIT-VIG-20-081

https://www.a-sit.at/downloads/1505 (de)

2021-04-12

2024-07-24

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference:

Issuer:
URL ro report:

URL to security
target:

Issuance date

CC-19-222073, HSM (subcomponent) Utimaco CryptoServer CP5 Se1500 LAN v5, Version
5.1.0.0 (Common Criteria, version 3.1, EAL 4 augmented with AVA_VAN.5, compliance with
protection profile EN 419 221-5)

TUV Rheinland Nederland B.V.

https://www.commoncriteriaportal.org/files/epfiles/nscib-cc-222073-cr-v1.2cert.pdf (en)

https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-222073_3m1-ST.pdf (en)

2020-05-14
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Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualifizierte Signatur- und Siegelerstellungseinheit (QSEE) der D-Trust sign-me, Version 8.1
D-Trust GmbH, Kommandantenstrale 15, 10969 Berlin

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Yes

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-22-057

https://www.a-sit.at/downloads/1943 (de)

2022-08-22

2024-07-24

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

CC-222073-CR, HSM (subcomponent) Utimaco CryptoServer CP5 Se1500 LAN v5, Version
Reference: 5.1.0.0 (Common Criteria, version 3.1, EAL 4 augmented with AVA_VAN.5, compliance with
protection profile EN 419 221-5)

Issuer: TOV Rheinland Nederland B.V.
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/nscib-cc-222073-cr-v1.2cert.pdf (en)

URL to security

target: https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-222073_3m1-ST.pdf (en)

Issuance date 2020-05-14
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Qualified Seal Creation Device

(QSealCD) ves
Issuer Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
Reference A-SIT-VIG-22-057
URL https://www.a-sit.at/downloads/1943 (de)
Effective starting date 2022-08-22
Expiration date 2024-07-24

Art.30.3.(b) notified alternative  https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
certification method https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

CC-222073-CR, HSM (subcomponent) Utimaco CryptoServer CP5 Se1500 LAN v5, Version
Reference: 5.1.0.0 (Common Criteria, version 3.1, EAL 4 augmented with AVA_VAN.5, compliance with
protection profile EN 419 221-5)

Issuer: TUV Rheinland Nederland B.V.
CC certification report(s) URL ro report: https://www.commoncriteriaportal.org/files/epfiles/nscib-cc-222073-cr-v1.2cert.pdf (en)

URL to security

target: https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-222073_3m1-ST.pdf (en)

Issuance date 2020-05-14

Note(s)

Qualifizierte Signatur- und Siegelerstellungseinheit (QSEE) der D-Trust sign-me, Version 8.1,

Name Update 1
Applicant D-Trust GmbH, KommandantenstraBe 15, 10969 Berlin
Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014

Remote QSCD
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Qualified Signature Creation

Device (QSigCD) Yes
Issuer Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
Reference A-SIT-VIG-23-059
URL https://www.a-sit.at/downloads/2069 (de)
Effective starting date 2023-07-31
Expiration date Valid up to revocation

Art.30.3.(b) notified alternative  https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
certification method https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

NSCIB-CC-222073-CR (HSM (subcomponent) Utimaco CryptoServer CP5 Se1500 LAN v5,
Reference: Version 5.1.0.0 (Common Criteria, version 3.1, EAL 4 augmented with AVA_VAN.5, compliance
with protection profile EN 419 221-5)

Issuer: TOV Rheinland Nederland B.V.

CC certification report(s) URL ro report: https://www.commoncriteriaportal.org/files/epfiles/nscib-cc-222073-cr-v1.2cert.pdf (en)
URL to security https://commoncriteriaportal.org/files/epfiles/[ST-LITE]%20CryptoServerCP5_ST-Lite_v2-0-0.pdf
target: (en)

Issuance date 2020-05-14
Qualified Seal Creation Device Yes
(QSealCD)

Issuer Zentrum fir sichere Informationstechnologie - Austria (A-SIT)

Reference A-SIT-VIG-23-059

URL https://www.a-sit.at/downloads/2069 (de)

Effective starting date 2023-07-31

Expiration date Valid up to revocation

Art.30.3.(b) notified alternative  https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
certification method https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

NSCIB-CC-222073-CR (HSM (subcomponent) Utimaco CryptoServer CP5 Se1500 LAN v5,
Reference: Version 5.1.0.0 (Common Criteria, version 3.1, EAL 4 augmented with AVA_VAN.5, compliance
with protection profile EN 419 221-5)

Issuer: TOV Rheinland Nederland B.V.
CC certification report(s) URL ro report: https://www.commoncriteriaportal.org/files/epfiles/nscib-cc-222073-cr-v1.2cert.pdf (en)
URL to security https://commoncriteriaportal.org/files/epfiles/[ST-LITE]%20CryptoServerCP5_ST-Lite_v2-0-0.pdf
target: (en)
Issuance date 2020-05-14

Note(s)
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Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Qualifizierte Signatur- und Siegelerstellungseinheit (QSEE) des Swisscom All-in Signing
Service (AIS), Version 2.3.1

Swisscom IT Services Finance S.E., Modecenterstrafe 17 / Unit 2, 1110 Wien, Austria
Yes
IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Yes

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-17-076

https://www.a-sit.at/downloads/912 (de)

2018-03-16

2021-09-27

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-17-076

https://www.a-sit.at/downloads/912 (de)

2018-03-16

2021-09-27

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Surveillance ended, current version with valid certificate VIG-21-042

Name

Applicant

Remote QSCD

Qualifizierte Signatur- und Siegelerstellungseinheit (QSEE) des Swisscom All-in Signing
Service (AIS), Version 3.0

Swisscom IT Services Finance S.E., Swisscom Trust Services, Mariahilfer Strae 123/ 3,
1060 Wien, Austria

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elIDAS
Regulation (EU) 910/2014
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Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-18-089

https://www.a-sit.at/downloads/1183 (en)

2019-10-04

2024-08-06

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-18-089

https://www.a-sit.at/downloads/1183 (en)

2019-10-04

2024-08-06

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Note(s)

Update to original information as notified on 7 October 2019

Name Qualifizierte Signatur- und Siegelerstellungseinheit (QSEE) Trust2Go, Version 1.0

Applicant e-commerce monitoring GmbH, Redtenbachergasse 20, 1160 Wien, Austria
Yes

Remote QSCD IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014
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Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-20-105

https://www.a-sit.at/downloads/1908 (de)

2022-07-12

Valid up to revocation

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: NSCIB-CC-195307-CR

Issuer: TOV Rheinland Nederland B.V.
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-20-195307-CR.pdf (en)

URL to security
target:

https://www.commoncriteriaportal.org/files/epfiles/[ST]1%20002-010985-001_Luna-PCle-
HSM7_CC_SecurityTarget_Rev).pdf (en)

Issuance date 2020-10-06

Yes

Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-20-105

https://www.a-sit.at/downloads/1908 (de)

2022-07-12

Valid up to revocation

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: NSCIB-CC-195307-CR

Issuer: TOV Rheinland Nederland B.V.
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-20-195307-CR.pdf (en)

URL to security
target:

https://www.commoncriteriaportal.org/files/epfiles/[ST]%20002-010985-001_Luna-PCle-
HSM7_CC_SecurityTarget_Rev].pdf (en)

Issuance date 2020-10-06
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N Safelayer’s qualified remote electronic signature and seal creation device (“TrustedX

ame ” :

elDAS"), version 4.1.6.0

Apblicant Safelayer Secure Communications S.A., World Trade Center (S - 4), Moll de Barcelona s/n,
PP 08039 Barcelona, Spain

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS

Regulation (EU) 910/2014

Remote QSCD

Qualified Signature Creation

Device (QSigCD) ves
Issuer Zentrum fir sichere Informationstechnologie - Austria (A-SIT)
Reference A-SIT-VIG-18-048
URL https://www.a-sit.at/downloads/1071 (en)
Effective starting date 2018-10-29
Expiration date 2025-01-31
Art.30.3.(b) notified alternative  https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
certification method https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)
Reference: HSM (subcomponent) certified by OCSI
Issuer: ocsl
URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

CC certification report(s)

URL to security
target:

Issuance date 2016-03-10
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Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Belgium

List of SSCDs

Yes

Zentrum fUr sichere Informationstechnologie - Austria (A-SIT)
A-SIT-VIG-18-048

https://www.a-sit.at/downloads/1071 (en)

2018-10-29

2025-01-31

https://www.a-sit.at/pdfs/merkblatt_de.pdf (de)
https://www.a-sit.at/pdfs/merkblatt_en.pdf (en)

Reference: HSM (subcomponent) certified by OCSI
Issuer: ocsl
URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

URL to security
target:

Issuance date 2016-03-10

Carte Belpic v1.7 : applet Belpic en version 1.7 sur plateforme JavaCard MultiApp ID v2.1 en configuration
fermée embarquée sur composant NXP P5CC081

Name

Applicant
Designation report
Issuer
Reference
URL

Expiration date

CC certification report(s)

Note(s)

Carte Belpic v1.7 : applet Belpic en version 1.7 sur plateforme JavaCard MultiApp ID v2.1 en
configuration fermée embarquée sur composant NXP P5CC081

Yes
FedICT (now FPS BOSA - Federal Public Service Policy and Support)

EID-DEL-869,3.1.6 Key management (04/03/2014)

2027-05-21
Reference: ANSSI-CC-2014/17
Issuer: ANSSI

URL ro report:

URL to security
target:

Issuance date 2014-02-14

Article 51(1) of Regulation (EU) 910/2014 provides for that “secure signature creation
devices of which the conformity has been determined in accordance with Article 3(4) of
Directive 1999/93/EC shall continue to be considered to be qualified electronic signature
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creation devices under this Regulation until 21 May 2027". The cancellation of such
a determination may however occur sooner, upon revocation by the competent body
designated under Article 3(4) of Directive 1999/93/EC.

List of QSCDs

None.

Croatia
List of SSCDs

AKD elD Card 1.0

Name AKD elD Card 1.0
Applicant Agencija za komercijalnu djelatnost d.o.o.
Designation report Yes
Issuer
Reference
URL
Expiration date 2027-05-21
Reference: BSI-DSZ-CC-0821-2014
Issuer: Bundesamt fiir Sicherheit in der Informationstechnik (BSI)

URL ro report: https://www.bsi.bund.de/SharedDocs/Downloads/DE/BSI/Zertifizierung/Reporte/

CC certification report(s) Reporte08/0821a_pdf.pdf (en)
URL to security
target:
Issuance date 2014-10-29

Article 51(1) of Regulation (EU) 910/2014 provides for that “secure signature creation
devices of which the conformity has been determined in accordance with Article 3(4) of
Directive 1999/93/EC shall continue to be considered to be qualified electronic signature
creation devices under this Regulation until 21 May 2027". The cancellation of such

a determination may however occur sooner, upon revocation by the competent body
designated under Article 3(4) of Directive 1999/93/EC.

Note(s)

List of QSCDs

None.
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Estonia
List of SSCDs

Digi-ID (issued until 30.11.2014, in use until 30.11.2017) Hardware platform: KeyCorp MultOS IE4 IFX Software
platform: EstEID - Smartcard application for Estonian PKI - v.2.0

Digi-ID (issued until 30.11.2014, in use until 30.11.2017) Hardware platform: KeyCorp

Name MultOS IE4 IFX Software platform: EStEID - Smartcard application for Estonian PKI - v.2.0
Applicant Trlb Baltic AS
Designation report Yes

Issuer Estonian Ministry of Economic Affairs and Communications

Reference 16-0183

URL https://www.mkm.ee/sites/default/files/table_of sscd_in_estonia.pdf (et)

Expiration date 2017-12-01

CC certification report(s)

Note(s)

Digital stamp (issued from 16.06.2016): Hardware platform: SafeNet eToken 7300 v.9.1.2 (Athena IDProtect/
0S755 Java Card on INSIDE Secure AT90SC25672RCT-USB Microcontroller) Software platform: IDSign applet -
Java Card application for e-seal/-stamp

Digital stamp (issued from 16.06.2016): Hardware platform: SafeNet eToken 7300
Name v.9.1.2 (Athena IDProtect/OS755 Java Card on INSIDE Secure AT90SC25672RCT-USB
Microcontroller) Software platform: IDSign applet - Java Card application for e-seal/-stamp

Applicant AS Sertifitseerimiskeskus
Designation report Yes
Issuer Estonian Ministry of Economic Affairs and Communications
Reference 16-0183
URL https://www.mkm.ee/sites/default/files/table_of sscd_in_estonia.pdf (et)
Expiration date 2027-05-21
Reference: ANSSI-CC-2011/45
Issuer: ANSSI
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC_2011-45en.pdf (en)

CC certification report(s)

URL to security
target:

Issuance date 2011-09-22

(Conformity assessed as SSCD, used also for signing by legal entities) Article 51(1) of
Regulation (EU) 910/2014 provides for that “secure signature creation devices of which the
Note(s) conformity has been determined in accordance with Article 3(4) of Directive 1999/93/EC
shall continue to be considered to be qualified electronic signature creation devices under
this Regulation until 21 May 2027". The cancellation of such a determination may however
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occur sooner, upon revocation by the competent body designated under Article 3(4) of
Directive 1999/93/EC.

ID-card (issued between 01.01.2011-31.12.2014, in use until 31.12.2017) Hardware platform: jTOP SLE66
JCLX80jTOP20ID IFX Software platform: EstEID - Smartcard application for Estonian PKI - v.3.4

Name

Applicant
Designation report
Issuer
Reference
URL

Expiration date

CC certification report(s)

Note(s)

ID-card (issued between 01.01.2011-31.12.2014, in use until 31.12.2017) Hardware
platform: jTOP SLE66 JCLX80jTOP20ID IFX Software platform: EStEID - Smartcard application
for Estonian PKI - v.3.4

Trib Baltic AS

Yes

Estonian Ministry of Economic Affairs and Communications

16-0183

https://www.mkm.ee/sites/default/files/table_of sscd_in_estonia.pdf (et)

2018-01-01

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2009/34
ANSSI

https://www.commoncriteriaportal.org/files/epfiles/anssi-cc_2009-34fr.pdf (fr)

2009-10-27
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ID-card (issued from 01.01.2015), digi-ID (issued from 01.12.2014), e-resident digi-ID (issued from 01.12.2014)
Hardware platform: jTOP SLE78 SL)52GCAO080CL IFX Software platform: EstEID - Smartcard application for
Estonian PKI - v.3.5

ID-card (issued from 01.01.2015), digi-ID (issued from 01.12.2014), e-resident digi-ID
Name (issued from 01.12.2014) Hardware platform: jTOP SLE78 SLJ52GCA080CL IFX Software
platform: EstEID - Smartcard application for Estonian PKI - v.3.5

Applicant Trub Baltic AS
Designation report Yes
Issuer Estonian Ministry of Economic Affairs and Communications
Reference 16-0183
URL https://www.mkm.ee/sites/default/files/table_of sscd_in_estonia.pdf (et)
Expiration date 2027-05-21
Reference: ANSSI-CC-2013/55
Issuer: ANSSI
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC_2013-55fr.pdf (fr)

CC certification report(s)

URL to security
target:

Issuance date 2013-08-07

Article 51(1) of Regulation (EU) 910/2014 provides for that “secure signature creation
devices of which the conformity has been determined in accordance with Article 3(4) of
Directive 1999/93/EC shall continue to be considered to be qualified electronic signature
creation devices under this Regulation until 21 May 2027". The cancellation of such

a determination may however occur sooner, upon revocation by the competent body
designated under Article 3(4) of Directive 1999/93/EC.

Note(s)
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ID-card (issued until 31.12.2006, in use until 31.12.2016) Hardware platform: Micardo Public 2.1 Software
platform: EstEID - Smartcard application for Estonian PKI - v.1.0

Name

Applicant
Designation report
Issuer
Reference
URL

Expiration date

CC certification report(s)

Note(s)

ID-card (issued until 31.12.2006, in use until 31.12.2016) Hardware platform: Micardo Public
2.1 Software platform: EstEID - Smartcard application for Estonian PKI - v.1.0

Trub Baltic AS

Yes

Estonian Ministry of Economic Affairs and Communications
16-0183

https://www.mkm.ee/sites/default/files/table_of sscd_in_estonia.pdf (et)

2017-01-01
Reference: TUVIT-DSZ-ITSEC-9121-2001
Issuer: TOVIT

URL ro report:

URL to security
target:

Issuance date 2001-09-07

mobile-ID (issued from 01.01.2015) Hardware platform: Bluefish Samsung S3FV9QH Software platform: Bluefish
BSIGN v1.3 (Third generation of Estonian mobile-ID SIM application)

Name

Applicant
Designation report
Issuer
Reference
URL

Expiration date

CC certification report(s)

Note(s)

mobile-ID (issued from 01.01.2015) Hardware platform: Bluefish Samsung S3FV9QH
Software platform: Bluefish BSIGN v1.3 (Third generation of Estonian mobile-ID SIM
application)

AS Sertifitseerimiskeskus

Yes

Estonian Ministry of Economic Affairs and Communications

16-0183

https://www.mkm.ee/sites/default/files/table_of sscd_in_estonia.pdf (et)

2027-05-21

Reference: ANSSI-CC-2014/23

Issuer: ANSSI

URL ro report: https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2014_23.pdf (fr)

URL to security
target:

Issuance date 2014-04-15

Article 51(1) of Regulation (EU) 910/2014 provides for that “secure signature creation
devices of which the conformity has been determined in accordance with Article 3(4) of
Directive 1999/93/EC shall continue to be considered to be qualified electronic signature
creation devices under this Regulation until 21 May 2027". The cancellation of such
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a determination may however occur sooner, upon revocation by the competent body
designated under Article 3(4) of Directive 1999/93/EC.

mobile-ID (issued from 05.05.2016) Hardware platform: Oberthur 10209 Software platform: Bluefish BSIGN v1.3
(Third generation of Estonian mobile-ID SIM application)

mobile-ID (issued from 05.05.2016) Hardware platform: Oberthur 10209 Software platform:

Name Bluefish BSIGN v1.3 (Third generation of Estonian mobile-ID SIM application)
Applicant AS Sertifitseerimiskeskus
Designation report Yes
Issuer Estonian Ministry of Economic Affairs and Communications
Reference 16-0183
URL https://www.mkm.ee/sites/default/files/table_of sscd_in_estonia.pdf (et)
Expiration date 2027-05-21
Reference: BSI-DSZ-CC-0827-V2-2014
Issuer: BSI
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/0827V2a_pdf.pdf (en)

CC certification report(s)

URL to security
target:

Issuance date 2014-04-30

Article 51(1) of Regulation (EU) 910/2014 provides for that “secure signature creation
devices of which the conformity has been determined in accordance with Article 3(4) of
Directive 1999/93/EC shall continue to be considered to be qualified electronic signature
creation devices under this Regulation until 21 May 2027". The cancellation of such

a determination may however occur sooner, upon revocation by the competent body
designated under Article 3(4) of Directive 1999/93/EC.

Note(s)
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mobile-ID (issued from 14.03.2016) Hardware platform: Oberthur Dragonfly v4 Software platform: Bluefish
BSIGN v1.3 (Third generation of Estonian mobile-ID SIM application)

mobile-ID (issued from 14.03.2016) Hardware platform: Oberthur Dragonfly v4 Software

Name platform: Bluefish BSIGN v1.3 (Third generation of Estonian mobile-ID SIM application)
Applicant AS Sertifitseerimiskeskus
Designation report Yes
Issuer Estonian Ministry of Economic Affairs and Communications
Reference 16-0183
URL https://www.mkm.ee/sites/default/files/table_of sscd_in_estonia.pdf (et)
Expiration date 2027-05-21
Reference: (certification was accomplished after designation) ANSSI-CC-2016/60
Issuer: ANSSI
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2016-60.pdf (fr)

CC certification report(s)

URL to security
target:

Issuance date 2016-10-06

Article 51(1) of Regulation (EU) 910/2014 provides for that “secure signature creation
devices of which the conformity has been determined in accordance with Article 3(4) of
Directive 1999/93/EC shall continue to be considered to be qualified electronic signature
creation devices under this Regulation until 21 May 2027". The cancellation of such

a determination may however occur sooner, upon revocation by the competent body
designated under Article 3(4) of Directive 1999/93/EC.

Note(s)
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mobile-ID (issued from 20.05.2015) Hardware platform: Giesecke & Devrient GmbH - SkySIM CX Hercules
(Java Card 3.0.1 classic) Software platform: Bluefish BSIGN v1.3 (Third generation of Estonian mobile-ID SIM
application)

mobile-ID (issued from 20.05.2015) Hardware platform: Giesecke & Devrient GmbH -
Name SkySIM CX Hercules (Java Card 3.0.1 classic) Software platform: Bluefish BSIGN v1.3 (Third
generation of Estonian mobile-ID SIM application)

Applicant AS Sertifitseerimiskeskus
Designation report Yes
Issuer Estonian Ministry of Economic Affairs and Communications
Reference 16-0183
URL https://www.mkm.ee/sites/default/files/table_of sscd_in_estonia.pdf (et)
Expiration date 2027-05-21
Reference: CRP280
Issuer: CESG
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/LFU-CC-T008-CR%20v1%200.pdf (en)

CC certification report(s)

URL to security
target:

Issuance date 2015-02-19

Article 51(1) of Regulation (EU) 910/2014 provides for that “secure signature creation
devices of which the conformity has been determined in accordance with Article 3(4) of
Directive 1999/93/EC shall continue to be considered to be qualified electronic signature
creation devices under this Regulation until 21 May 2027". The cancellation of such

a determination may however occur sooner, upon revocation by the competent body
designated under Article 3(4) of Directive 1999/93/EC.

Note(s)
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mobile-ID (issued until 31.12.2015, in use until 31.12.2020) Hardware platform: Gemalto G152 Software
platform: Gemalto DSIGNII (Second generation of Estonian mobile-ID SIM application)

Name

Applicant
Designation report
Issuer
Reference
URL

Expiration date

CC certification report(s)

Note(s)

mobile-ID (issued until 31.12.2015, in use until 31.12.2020) Hardware platform: Gemalto
G152 Software platform: Gemalto DSIGNII (Second generation of Estonian mobile-ID SIM
application)

AS Sertifitseerimiskeskus

Yes

Estonian Ministry of Economic Affairs and Communications

16-0183

https://www.mkm.ee/sites/default/files/table_of sscd_in_estonia.pdf (et)

2021-01-01

Reference: BSI-DSZ-CC-0376-2006

Issuer: BSI

URL ro report: https://www.commoncriteriaportal.org/files/epfiles/0376a.pdf (en)

URL to security
target:

Issuance date 2006-06-21

mobile-ID (issued until 31.12.2015, in use until 31.12.2020) Hardware platform: Giesecke & Devrient GmbH -
SkySIM - Zeniah (Java Card 2.2) Software platform: Smarttrust WIB - plugin according DSIGNII specification

Name

Applicant
Designation report
Issuer
Reference
URL
Expiration date
CC certification report(s)

Note(s)

mobile-ID (issued until 31.12.2015, in use until 31.12.2020) Hardware platform: Giesecke
& Devrient GmbH - SkySIM - Zeniah (Java Card 2.2) Software platform: Smarttrust WIB -
plugin according DSIGNII specification

AS Sertifitseerimiskeskus

Yes

Estonian Ministry of Economic Affairs and Communications

16-0183

https://www.mkm.ee/sites/default/files/table_of sscd_in_estonia.pdf (et)

2021-01-01
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mobile-ID (issued until 31.12.2015, in use until 31.12.2020) Hardware platform: Oberthur 0X75 Software
platform: Gemalto DSIGNII (Second generation of Estonian mobile-ID SIM application)

Name

Applicant
Designation report
Issuer
Reference
URL

Expiration date

CC certification report(s)

Note(s)

List of QSCDs

None.

mobile-ID (issued until 31.12.2015, in use until 31.12.2020) Hardware platform: Oberthur
OX75 Software platform: Gemalto DSIGNII (Second generation of Estonian mobile-ID SIM

application)

AS Sertifitseerimiskeskus

Yes

Estonian Ministry of Economic Affairs and Communications

16-0183

https://www.mkm.ee/sites/default/files/table_of sscd_in_estonia.pdf (et)

2021-01-01

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2013/49
ANSSI

https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC_2013-49fr.pdf (fr)

2013-07-19
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France

List of SSCDs

Applet ID One Classic v1.01.1 en configuration CNS, Classic ou CIE chargée sur Cosmo v7.0-n Large, Standard et
Basic (modes dual ou contact) sur composants NXP

Name

Applicant
Designation report
Issuer

Reference

URL

Expiration date

CC certification report(s)

Note(s)

Applet ID One Classic v1.01.1 en configuration CNS, Classic ou CIE chargée sur Cosmo v7.0-
n Large, Standard et Basic (modes dual ou contact) sur composants NXP

Oberthur Card System

Yes
ANSSI

2011/03

https://www.ssi.gouv.fr/uploads/2014/11/sscd2011-03.pdf (fr)
https://www.ssi.gouv.fr/uploads/2022 2531 np.pdf (fr)

2022-12-31

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

ANSSI-CC 2010/27 (with maintenance report ANSSI-CC-2010/27-M01)
ANSSI

https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC_2010-27fr.pdf (fr)
https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2010-27-M01fr.pdf (fr)

2010-05-20
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Applet ID One Classic v1.01.1 en configuration CNS, Classic ou CIE masquée sur Cosmo v7.0-a Large Dual, Large
et Standard Dual sur composants Atmel

Applet ID One Classic v1.01.1 en configuration CNS, Classic ou CIE masquée sur Cosmo

Name v7.0-a Large Dual, Large et Standard Dual sur composants Atmel
Applicant Oberthur Card System
Designation report Yes
Issuer ANSSI
Reference 2011/01
URL https://www.ss!.gouv.fr/uploads/2014/1l/sscd2011-01.pdf (fr)
https://www.ssi.gouv.fr/uploads/2022_2531 np.pdf (fr)
Expiration date 2022-04-30
Reference: ANSSI-CC 2010/25 (with maintenance report ANSSI-CC-2010/25-M01)
Issuer: ANSSI
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC_2010-25fr.pdf (fr)

CC certification report(s)

URL to security

target: https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2010-25-M01fr.pdf (fr)

Issuance date 2010-05-20

Note(s)

Applet ID One Classic v1.01.1 en configuration CNS, Classic ou CIE masquée sur Cosmo v7.0-a Standard et Basic
sur composants Atmel

Applet ID One Classic v1.01.1 en configuration CNS, Classic ou CIE masquée sur Cosmo

Name v7.0-a Standard et Basic sur composants Atmel
Applicant Oberthur Card System
Designation report Yes
Issuer ANSSI
Reference 2011/02
URL https://www.ss@.gouv.fr/uploads/2014/11/sscd2011—02.pdf (fr)
https://www.ssi.gouv.fr/uploads/2022_2531_np.pdf (fr)
Expiration date 2022-12-31
Reference: ANSSI-CC 2010/26 (with maintenance report ANSSI-CC-2010/26-M01)
Issuer: ANSSI
URL ro report: httpss//www.commoncr?ter!aportaI.org/ﬁIes/epﬁIes/ANSSI—CC_2010—26fr.pdf (fr)
CC certification report(s) https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2010-26-MO1fr.pdf (fr)
URL to security
target:
Issuance date 2010-05-20
Note(s)
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Carte a puce Carte IDOneClassIC : ID-One Cosmo 64 RSA v5.4.1 embarquant I’application ID One CIE v1.01.1
masquée sur composant P5CT072VOP, P5SCC072VOP et P5CD072VOP

Name

Applicant
Designation report
Issuer

Reference
URL

Expiration date

CC certification report(s)

Note(s)

Carte a puce Carte IDOneClassIC : ID-One Cosmo 64 RSA v5.4.1 embarquant I'application ID
One CIE v1.01.1 masquée sur composant P5CT072VOP, P5CC072VOP et P5SCD072VOP

Oberthur Card Systems (FR)
Yes

ANSSI

2010/02

https://www.ssi.gouv.fr/uploads/2014/11/sscd2010-02.pdf (fr)
https://www.ssi.gouv.fr/uploads/2022_2531 np.pdf (fr)

2022-04-30
Reference: ANSSI-CC 2007/02 and maintenance reports ANSSI-CC-2007/02-M02 & M-2007/04
Issuer: ANSSI

https://www.ssi.gouv.fr/uploads/IMG/certificat/dcssi_2007-02fr.pdf (fr)
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2007-02-M02fr.pdf (fr)
https://www.ssi.gouv.fr/uploads/IMG/certificat/dcssi_m-2007-04fr.pdf (fr)

URL to security
target:

Issuance date 2007-01-29

Carte a puce CC Ideal Citiz (sur composant SB23YR48B), version 1.4.5, application IAS

Name

Applicant

Designation report
Issuer

Reference
URL

Expiration date

CC certification report(s)

Note(s)

Carte a puce CC Ideal Citiz (sur composant SB23YR48B), version 1.4.5, application IAS
Morpho (ex Sagem sécurité) (FR)

Yes

ANSSI

2010/06

https://www.ssi.gouv.fr/uploads/2014/11/sscd2010-06.pdf (fr)
https://www.ssi.gouv.fr/uploads/2022_2531_np.pdf (fr)

2022-04-30

Reference: ANSSI-CC 2010/22

Issuer: ANSSI

URL ro report: https://www.ssi.gouv.fr/uploads/IMG/certificat/ANSSI-CC_2010-22fr.pdf (fr)
URL to security

target:

Issuance date 2010-04-09
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Carte a puce CC Ideal Citiz (sur composant SB23YR80B), version 1.4.5, application IAS

Name Carte a puce CC Ideal Citiz (sur composant SB23YR80B), version 1.4.5, application IAS
Applicant Morpho (ex Sagem sécurité) (FR)
Designation report Yes
Issuer ANSSI
Reference 2010/05
URL https://www.ss!.gouv.fr/uploads/2014/1l/sscd2010-05.pdf (fr)
https://www.ssi.gouv.fr/uploads/2022_2531 np.pdf (fr)
Expiration date 2022-04-30
Reference: ANSSI-CC 2010/19
Issuer: ANSSI
URL ro report: https://www.ssi.gouv.fr/uploads/IMG/certificat/ANSSI-CC_2010-19fr.pdf (fr)

CC certification report(s)

URL to security
target:

Issuance date 2010-04-09

Note(s)

Carte a puce CC IDeal Citiz sur composants SB23YR48B, Application IAS ECC avec authentification PIN ou MOC

Carte a puce CC IDeal Citiz sur composants SB23YR48B, Application IAS ECC avec

Name authentification PIN ou MOC
Applicant Morpho (ex Sagem sécurité) (FR)
Designation report Yes
Issuer ANSSI
Reference 2010/09
URL https://www.ss@.gouv.fr/uploads/2014/11/sscd2010—09.pdf (fr)
https://www.ssi.gouv.fr/uploads/2022_2531 np.pdf (fr)
Expiration date 2022-04-30
Reference: ANSSI-CC 2010/57
Issuer: ANSSI
URL ro report: https://www.ssi.gouv.fr/uploads/IMG/certificat/ANSSI-CC_2010-57fr.pdf (fr)

CC certification report(s)

URL to security
target:

Issuance date 2010-09-17

Note(s)

2026-02-17 | Page 87 of 344


https://www.ssi.gouv.fr/uploads/2014/11/sscd2010-05.pdf
https://www.ssi.gouv.fr/uploads/2022_2531_np.pdf
https://www.ssi.gouv.fr/uploads/IMG/certificat/ANSSI-CC_2010-19fr.pdf
https://www.ssi.gouv.fr/uploads/2014/11/sscd2010-09.pdf
https://www.ssi.gouv.fr/uploads/2022_2531_np.pdf
https://www.ssi.gouv.fr/uploads/IMG/certificat/ANSSI-CC_2010-57fr.pdf

Carte a puce CC IDeal Citiz sur composants SB23YR80B, Application IAS ECC avec authentification PIN ou MOC

Name authentification PIN ou MOC
Applicant Morpho (ex Sagem sécurité) (FR)
Designation report Yes
Issuer ANSSI
Reference 2010/08
URL https://www.ss!.gouv.fr/uploads/2014/1l/sscd2010-08.pdf (fr)
https://www.ssi.gouv.fr/uploads/2022_2531 np.pdf (fr)
Expiration date 2022-12-31
Reference: ANSSI-CC 2010/56
Issuer: ANSSI

o URL ro report:
CC certification report(s)

URL to security

target:
Issuance date 2010-09-17
Note(s)
Carte a puce Multiapp ID IAS ECC
Name Carte a puce Multiapp ID IAS ECC
Applicant Gemalto SA (FR)
Designation report Yes
Issuer ANSSI
Reference 2010/01
URL : .
https://www.ssi.gouv.fr/uploads/2022_2531 np.pdf (fr)
Expiration date 2022-04-30
Reference: ANSSI-CC 2009/56
Issuer: ANSSI

. . URL ro report:
CC certification report(s)

URL to security
target:

Issuance date

Note(s)

Carte a puce CC IDeal Citiz sur composants SB23YR80B, Application IAS ECC avec

https://www.ssi.gouv.fr/uploads/IMG/certificat/ANSSI-CC_2010-56fr.pdf (fr)

https://www.ssi.gouv.fr/uploads/2014/11/sscd2010-01.pdf (fr)

https://www.ssi.gouv.fr/uploads/IMG/certificat/anssi-cc_2009-56fr.pdf (fr)

2010-02-17
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Carte a puce Multiapp ID IAS ECC wafer process applet de signature v4.2.7.A chargée sur la plate-forme Java
Card Multiapp v1.0 avec correctif v1.2

Name

Applicant
Designation report
Issuer

Reference
URL

Expiration date

CC certification report(s)

Note(s)

Carte a puce Multiapp ID IAS ECC wafer process applet de signature v4.2.7.A chargée sur la
plate-forme Java Card Multiapp v1.0 avec correctif v1.2

Gemalto SA (FR)
Yes

ANSSI

2010/04

https://www.ssi.gouv.fr/uploads/2014/11/sscd2010-04.pdf (fr)
https://www.ssi.gouv.fr/uploads/2022_2531 np.pdf (fr)

2022-04-30

Reference: ANSSI-CC 2010/52

Issuer: ANSSI

URL ro report: https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC_2010-52fr.pdf (fr)
URL to security

target:

Issuance date 2010-08-02

Carte IAS ECC v1.0.1 : applet version 6179 sur ID-One Cosmo v7.0.1-n R2.0, masquée sur composants NXP
P5CC081 et P5CD081, en configuration Standard ou Standard Dual

Name

Applicant
Designation report
Issuer

Reference
URL

Expiration date

CC certification report(s)

Note(s)

Carte IAS ECC v1.0.1 : applet version 6179 sur ID-One Cosmo v7.0.1-n R2.0, masquée sur
composants NXP P5CC081 et P5CD081, en configuration Standard ou Standard Dual

Oberthur Technologies (FR)
Yes

ANSSI

2014/01

https://www.ssi.gouv.fr/uploads/2014/11/sscd2014-01.pdf (fr)
https://www.ssi.gouv.fr/uploads/2022_2531_np.pdf (fr)

2022-12-31

Reference: ANSSI-CC 2013/70

Issuer: ANSSI

URL ro report: https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2013_70__rapport.pdf (fr)

URL to security
target:

Issuance date 2014-02-14
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https://www.ssi.gouv.fr/uploads/2014/11/sscd2010-04.pdf
https://www.ssi.gouv.fr/uploads/2022_2531_np.pdf
https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC_2010-52fr.pdf
https://www.ssi.gouv.fr/uploads/2014/11/sscd2014-01.pdf
https://www.ssi.gouv.fr/uploads/2022_2531_np.pdf
https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2013_70__rapport.pdf

Carte IAS ECC v1.0.1 sur ID-One Cosmo v7.0.1-a : applet (version 3124) masquée sur IDOne Cosmo V7.0.1-a
(composant Inside Secure) en configuration Standard et Basic avec correctif 075243

Name

Applicant
Designation report
Issuer

Reference
URL

Expiration date

CC certification report(s)

Note(s)

Carte IAS ECC v1.0.1 sur ID-One Cosmo v7.0.1-a : applet (version 3124) masquée sur IDOne
Cosmo V7.0.1-a (composant Inside Secure) en configuration Standard et Basic avec correctif
075243

Oberthur Technologies (FR)

Yes

ANSSI

2012/01

https://www.ssi.gouv.fr/uploads/2014/11/sscd2012-01.pdf (fr)
https://www.ssi.gouv.fr/uploads/2022_2531 np.pdf (fr)

2022-04-30

Reference: ANSSI-CC 2012/10

Issuer: ANSSI

URL ro report: https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC_2012-10fr.pdf (fr)
URL to security

target:

Issuance date 2012-06-12

Carte Morpho-Citiz32, référence MC32/AT58819E/1.0.1

Name

Applicant

Designation report
Issuer

Reference

URL

Expiration date

CC certification report(s)

Note(s)

Carte Morpho-Citiz32, référence MC32/AT58819E/1.0.1
SAGEM Sécurité (FR)

Yes

ANSSI

2008/02

https://www.ssi.gouv.fr/uploads/2014/11/sscd2008-02.pdf (fr)
https://www.ssi.gouv.fr/uploads/2022_2531_np.pdf (fr)

2022-04-30

Reference: DCSSI 2007/17

Issuer: DCSSI

URL ro report: https://www.commoncriteriaportal.org/files/epfiles/2007_17fr.pdf (fr)

URL to security
target:

Issuance date 2007-09-24
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https://www.ssi.gouv.fr/uploads/2014/11/sscd2012-01.pdf
https://www.ssi.gouv.fr/uploads/2022_2531_np.pdf
https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC_2012-10fr.pdf
https://www.ssi.gouv.fr/uploads/2014/11/sscd2008-02.pdf
https://www.ssi.gouv.fr/uploads/2022_2531_np.pdf
https://www.commoncriteriaportal.org/files/epfiles/2007_17fr.pdf

Carte Morpho-Citiz32, référence MC32/P5CC036V1D/1.0.0

Name Carte Morpho-Citiz32, référence MC32/P5CC036V1D/1.0.0
Applicant SAGEM Sécurité (FR)
Designation report Yes
Issuer ANSSI
Reference 2008/01
URL https://www.ss!.gouv.fr/uploads/2014/1l/sscd2008-01.pdf (fr)
https://www.ssi.gouv.fr/uploads/2022_2531 np.pdf (fr)
Expiration date 2022-04-30
Reference: DCSSI2007/18
Issuer: DCSSI
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/2007_18fr.pdf (fr)

CC certification report(s)

URL to security
target:

Issuance date 2007-09-24

Note(s)

Carte VITALE 2 pour I’application Adele, version logicielle SESAM VITALE 7.2.1

Name Carte VITALE 2 pour I'application Adele, version logicielle SESAM VITALE 7.2.1
Applicant Sagem Défense Sécurité (FR)
Designation report Yes
Issuer ANSSI
Reference 2006/02
URL https://www.ss@.gouv.fr/uploads/2014/11/sscd2006—02.pdf (fr)
https://www.ssi.gouv.fr/uploads/2022_2531_np.pdf (fr)
Expiration date 2022-04-30
Reference: DCSSI 2006/10
Issuer: DCSSI
URL ro report: https://www.ssi.gouv.fr/uploads/IMG/certificat/dcssi_2006-10fr.pdf (fr)

CC certification report(s)

URL to security
target:

Issuance date 2006-08-30

Note(s)
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https://www.ssi.gouv.fr/uploads/2014/11/sscd2008-01.pdf
https://www.ssi.gouv.fr/uploads/2022_2531_np.pdf
https://www.commoncriteriaportal.org/files/epfiles/2007_18fr.pdf
https://www.ssi.gouv.fr/uploads/2014/11/sscd2006-02.pdf
https://www.ssi.gouv.fr/uploads/2022_2531_np.pdf
https://www.ssi.gouv.fr/uploads/IMG/certificat/dcssi_2006-10fr.pdf

Carte VITALE 2 pour I’application Adéle, version logicielle SESAM VITALE P 2.2.0

Name

Applicant

Designation report
Issuer

Reference
URL

Expiration date

CC certification report(s)

Note(s)

Carte VITALE 2 pour 'application Adele, version logicielle SESAM VITALE P 2.2.0

Sagem Défense Sécurité (FR)

Yes
ANSSI

2006/04

https://www.ssi.gouv.fr/uploads/2014/11/sscd2006-04.pdf (fr)
https://www.ssi.gouv.fr/uploads/2022_2531 np.pdf (fr)

2022-04-30

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

DCSSI 2006/16
DCSSI

https://www.ssi.gouv.fr/uploads/IMG/certificat/dcssi_2006-16fr.pdf (fr)

2006-10-27

Carte VITALE 2 pour I'application VITALE, version logicielle SESAM VITALE 7.2.1

Name

Applicant

Designation report
Issuer

Reference
URL

Expiration date

CC certification report(s)

Note(s)

Carte VITALE 2 pour I'application VITALE, version logicielle SESAM VITALE 7.2.1

Sagem Défense Sécurité (FR)

Yes
ANSSI

2006/03

https://www.ssi.gouv.fr/uploads/2014/11/sscd2006-03.pdf (fr)
https://www.ssi.gouv.fr/uploads/2022_2531_np.pdf (fr)

2022-04-30

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

DCSSI 2006/11
DCSsI

https://www.ssi.gouv.fr/uploads/IMG/certificat/dcssi_2006-11fr.pdf (fr)

2006-08-30
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https://www.ssi.gouv.fr/uploads/2014/11/sscd2006-04.pdf
https://www.ssi.gouv.fr/uploads/2022_2531_np.pdf
https://www.ssi.gouv.fr/uploads/IMG/certificat/dcssi_2006-16fr.pdf
https://www.ssi.gouv.fr/uploads/2014/11/sscd2006-03.pdf
https://www.ssi.gouv.fr/uploads/2022_2531_np.pdf
https://www.ssi.gouv.fr/uploads/IMG/certificat/dcssi_2006-11fr.pdf

Carte VITALE 2 pour I'application VITALE, version logicielle SESAM VITALE P 2.2.0

Name Carte VITALE 2 pour I'application VITALE, version logicielle SESAM VITALE P 2.2.0
Applicant Sagem Défense Sécurité (FR)
Designation report Yes
Issuer ANSSI
Reference 2006/05
URL https://www.ss!.gouv.fr/uploads/2014/1l/sscd2006-05.pdf (fr)
https://www.ssi.gouv.fr/uploads/2022_2531 np.pdf (fr)
Expiration date 2022-04-30
Reference: DCSSI 2006/17
Issuer: DCSSI
URL ro report: https://www.ssi.gouv.fr/uploads/IMG/certificat/dcssi_2006-17fr.pdf (fr)

CC certification report(s)

URL to security
target:

Issuance date 2006-10-27

Note(s)

Dispositif sécurisé de création de signature électronique (Application IAS V4 sur la plateforme JavaCard ouverte
MultiApp V3 masquée sur le composant M7820 Al11l)

Dispositif sécurisé de création de signature électronique (Application IAS V4 sur la

Name plateforme JavaCard ouverte MultiApp V3 masquée sur le composant M7820 Al11)
Applicant Gemalto (FR)
Designation report Yes
Issuer ANSSI
Reference 2015/01
URL https://www.ss@.gouv.fr/uploads/2014/11/ANSSI—SSCD_2015—01.pdf (fr)
https://www.ssi.gouv.fr/uploads/2022_2531 np.pdf (fr)
Expiration date 2022-04-30
Reference: ANSSI-CC 2014/50
Issuer: ANSSI
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC_2014-50fr.pdf (fr)

CC certification report(s)

URL to security
target:

Issuance date 2014-07-11

Note(s)
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https://www.ssi.gouv.fr/uploads/2014/11/sscd2006-05.pdf
https://www.ssi.gouv.fr/uploads/2022_2531_np.pdf
https://www.ssi.gouv.fr/uploads/IMG/certificat/dcssi_2006-17fr.pdf
https://www.ssi.gouv.fr/uploads/2014/11/ANSSI-SSCD_2015-01.pdf
https://www.ssi.gouv.fr/uploads/2022_2531_np.pdf
https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC_2014-50fr.pdf

IAS ECC v1.0.1 sur ID-One Cosmo v7.0.1-n : applet version 1121, masquée sur ID-One Cosmo V7.0.1-n
(composant NXP) en configuration Standard dual, Standard ou Basic dual

IAS ECC v1.0.1 sur ID-One Cosmo v7.0.1-n : applet version 1121, masquée sur ID-One

Name Cosmo V7.0.1-n (composant NXP) en configuration Standard dual, Standard ou Basic dual
Applicant Oberthur Technologies (FR)
Designation report Yes
Issuer ANSSI
Reference 2010/07
URL https://www.ss!.gouv.fr/uploads/2014/1l/sscd2010-07.pdf (fr)
https://www.ssi.gouv.fr/uploads/2022_2531 np.pdf (fr)
Expiration date 2023-06-30
Reference: ANSSI-CC 2010/58
Issuer: ANSSI
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC_2010-58fr.pdf (fr)

CC certification report(s)

URL to security
target:

Issuance date 2010-10-01

Note(s)

ID-One elDAS v1.0 en configuration SSCD-2 sur les composants P60x080PVC/PVG

Name ID-One elDAS v1.0 en configuration SSCD-2 sur les composants P60x080PVC/PVG
Applicant Oberthur Technologies (FR)
Designation report Yes
Issuer ANSSI
Reference 2016/01
URL https://www.ssi.gouv.fr/uploads/2014/11/sscd_2016-01.pdf (fr)
Expiration date 2027-05-21
Reference: ANSSI-CC 2016/17
Issuer: ANSSI
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2016_17.pdf (fr)

CC certification report(s)

URL to security
target:

Issuance date 2016-05-12

Article 51(1) of Regulation (EU) 910/2014 provides for that “secure signature creation
devices of which the conformity has been determined in accordance with Article 3(4) of
Directive 1999/93/EC shall continue to be considered to be qualified electronic signature
creation devices under this Regulation until 21 May 2027". The cancellation of such

Note(s)
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https://www.ssi.gouv.fr/uploads/2014/11/sscd2010-07.pdf
https://www.ssi.gouv.fr/uploads/2022_2531_np.pdf
https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC_2010-58fr.pdf
https://www.ssi.gouv.fr/uploads/2014/11/sscd_2016-01.pdf
https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2016_17.pdf

a determination may however occur sooner, upon revocation by the competent body
designated under Article 3(4) of Directive 1999/93/EC.

ID-One elDAS v1.0 en configuration SSCD-3 sur les composants P60x080PVC/PVG

Name ID-One elDAS v1.0 en configuration SSCD-3 sur les composants P60x080PVC/PVG
Applicant Oberthur Technologies (FR)
Designation report Yes
Issuer ANSSI
Reference 2016/02
URL https://www.ssi.gouv.fr/uploads/2014/11/sscd_2016-02.pdf (fr)
Expiration date 2027-05-21
Reference: ANSSI-CC 2016/18
Issuer: ANSSI
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2016_18.pdf (fr)

CC certification report(s)

URL to security
target:

Issuance date 2016-05-12

Article 51(1) of Regulation (EU) 910/2014 provides for that “secure signature creation
devices of which the conformity has been determined in accordance with Article 3(4) of
Directive 1999/93/EC shall continue to be considered to be qualified electronic signature
creation devices under this Regulation until 21 May 2027". The cancellation of such

a determination may however occur sooner, upon revocation by the competent body
designated under Article 3(4) of Directive 1999/93/EC.

Note(s)
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https://www.ssi.gouv.fr/uploads/2014/11/sscd_2016-02.pdf
https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2016_18.pdf

ID-One elDAS v1.0 en configuration SSCD-4 sur les composants P60x080PVC/PVG

Name ID-One elDAS v1.0 en configuration SSCD-4 sur les composants P60x080PVC/PVG
Applicant Oberthur Technologies (FR)
Designation report Yes
Issuer ANSSI
Reference 2016/03
URL https://www.ssi.gouv.fr/uploads/2014/11/sscd_2016-03.pdf (fr)
Expiration date 2027-05-21
Reference: ANSSI-CC 2016/19
Issuer: ANSSI

. . URL ro report: https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2016_19.pdf (fr)
CC certification report(s)

URL to security
target:

Issuance date 2016-05-12

Article 51(1) of Regulation (EU) 910/2014 provides for that “secure signature creation
devices of which the conformity has been determined in accordance with Article 3(4) of
Directive 1999/93/EC shall continue to be considered to be qualified electronic signature
creation devices under this Regulation until 21 May 2027". The cancellation of such

a determination may however occur sooner, upon revocation by the competent body
designated under Article 3(4) of Directive 1999/93/EC.

Note(s)

ID-One elDAS v1.0 en configuration SSCD-5 sur les composants P60x080PVC/PVG

Name ID-One elDAS v1.0 en configuration SSCD-5 sur les composants P60x080PVC/PVG
Applicant Oberthur Technologies (FR)
Designation report Yes
Issuer ANSSI
Reference 2016/04
URL https://www.ssi.gouv.fr/uploads/2014/11/sscd_2016-04.pdf (fr)
Expiration date 2027-05-21
Reference: ANSSI-CC 2016/20
Issuer: ANSSI

. . URL ro report: https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2016_20.pdf (fr)
CC certification report(s)

URL to security
target:

Issuance date 2016-05-12

Article 51(1) of Regulation (EU) 910/2014 provides for that “secure signature creation
devices of which the conformity has been determined in accordance with Article 3(4) of
Directive 1999/93/EC shall continue to be considered to be qualified electronic signature
creation devices under this Regulation until 21 May 2027". The cancellation of such

Note(s)
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https://www.ssi.gouv.fr/uploads/2014/11/sscd_2016-03.pdf
https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2016_19.pdf
https://www.ssi.gouv.fr/uploads/2014/11/sscd_2016-04.pdf
https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2016_20.pdf

a determination may however occur sooner, upon revocation by the competent body
designated under Article 3(4) of Directive 1999/93/EC.

ID-One elDAS v1.0 en configuration SSCD-6 sur les composants P60x080PVC/PVG

Name ID-One elDAS v1.0 en configuration SSCD-6 sur les composants P60x080PVC/PVG
Applicant Oberthur Technologies (FR)
Designation report Yes
Issuer ANSSI
Reference 2016/05
URL https://www.ssi.gouv.fr/uploads/2014/11/sscd_2016-05.pdf (fr)
Expiration date 2027-05-21
Reference: ANSSI-CC 2016/21
Issuer: ANSSI
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2016_21.pdf (fr)

CC certification report(s)

URL to security
target:

Issuance date 2016-05-12

Article 51(1) of Regulation (EU) 910/2014 provides for that “secure signature creation
devices of which the conformity has been determined in accordance with Article 3(4) of
Directive 1999/93/EC shall continue to be considered to be qualified electronic signature
creation devices under this Regulation until 21 May 2027". The cancellation of such

a determination may however occur sooner, upon revocation by the competent body
designated under Article 3(4) of Directive 1999/93/EC.

Note(s)
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https://www.ssi.gouv.fr/uploads/2014/11/sscd_2016-05.pdf
https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2016_21.pdf

ID-One IAS-ECC v1.0.1 R1, applet (version 1121) chargée sur Cosmo v7.0-a/n (composants ATMEL ou NXP)

ID-One IAS-ECC v1.0.1 R1, applet (version 1121) chargée sur Cosmo v7.0-a/n (composants

Name ATMEL ou NXP)
Applicant Oberthur Technologies (FR)
Designation report Yes
Issuer ANSSI
Reference 2010/03
URL https://www.ssi.gouv.fr/uploads/2014/11/sscd2010-03.pdf (fr)
Expiration date 2022-04-30

ANSSI-CC 2010/36, ANSSI-CC 2010/37, ANSSI-CC 2010/38, ANSSI-CC 2010/39 (and
Reference: -
maintenances)

Issuer: ANSSI

https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC_2010-36fr.pdf (fr)

. . URL ro report: https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC_2010-37fr.pdf (fr)

CC certification report(s) port: https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC_2010-38fr.pdf (fr)
https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC_2010-39fr.pdf (fr)

URL to security

target:
Issuance date 2010-06-29
Note(s)
List of QSCDs
Name ACOS-IDv2.0 SSCD (A) CB-Comm
Applicant Austria Card
Remote QSCD No
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https://www.ssi.gouv.fr/uploads/2014/11/sscd2010-03.pdf
https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC_2010-36fr.pdf
https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC_2010-37fr.pdf
https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC_2010-38fr.pdf
https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC_2010-39fr.pdf

Qualified Signature Creation

Device (QSigCD) VEE
Issuer Agence Nationale de la Sécurité des Systemes d'Information (ANSSI)
Reference 1728/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/2022_1728 np.pdf (fr)
Effective starting date 2022-07-28
Expiration date 2032-06-07
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2022/19
lssuer: EZ:'\r‘\gSel)de Certification National / Agence Nationale de la Sécurité des Systémes d'Information
CC certification report(s) URL ro report: https://www.ssi.gouv.fr/uploads/2022/06/anssi-cc-2022_19fr.pdf (fr)

URL to security https://www.ssi.gouv.fr/uploads/2022/06/anssi-cible-cc-2022_19en.pdf (en)

target:
Issuance date 2022-06-07
Qualified Seal Creation Device Yes
(QSealCD)
Issuer Agence Nationale de la Sécurité des Systemes d'Information (ANSSI)
Reference 1728/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/2022_1728 np.pdf (fr)
Effective starting date 2022-07-28
Expiration date 2032-06-07
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2022/19
Issuer: E::’\T;rsel)de Certification National / Agence Nationale de la Sécurité des Systemes d'Information
CC certification report(s) URL ro report: https://www.ssi.gouv.fr/uploads/2022/06/anssi-cc-2022_19fr.pdf (fr)

URL to security

target: https://www.ssi.gouv.fr/uploads/2022/06/anssi-cible-cc-2022_19en.pdf (en)

Issuance date 2022-06-07

Note(s)

Name ACOS-IDv2.0 SSCD (A) CL-TC-Comm
Applicant Austria Card

Remote QSCD No
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https://www.ssi.gouv.fr/uploads/2022_1728_np.pdf
https://www.ssi.gouv.fr/uploads/2022/06/anssi-cc-2022_19fr.pdf
https://www.ssi.gouv.fr/uploads/2022/06/anssi-cible-cc-2022_19en.pdf
https://www.ssi.gouv.fr/uploads/2022_1728_np.pdf
https://www.ssi.gouv.fr/uploads/2022/06/anssi-cc-2022_19fr.pdf
https://www.ssi.gouv.fr/uploads/2022/06/anssi-cible-cc-2022_19en.pdf

Qualified Signature Creation

Device (QSigCD) VEE
Issuer Agence Nationale de la Sécurité des Systemes d'Information (ANSSI)
Reference 1729/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/2022_1729 np.pdf (fr)
Effective starting date 2022-07-28
Expiration date 2032-06-07
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2022/20
lssuer: E::'\r:;rsende Certification National / Agence Nationale de la Sécurité des Systémes d'Information
CC certification report(s) URL ro report: https://www.ssi.gouv.fr/uploads/2022/06/anssi-cc-2022_20fr.pdf (fr)

URL to security https://www.ssi.gouv.fr/uploads/2022/06/anssi-cible-cc-2022_20en.pdf (en)

target:
Issuance date 2022-06-07
Qualified Seal Creation Device Yes
(QSealCD)
Issuer Agence Nationale de la Sécurité des Systemes d'Information (ANSSI)
Reference 1729/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/2022_1729 np.pdf (fr)
Effective starting date 2022-07-28
Expiration date 2032-06-07
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2022/20
Issuer: E::’\T;rsel)de Certification National / Agence Nationale de la Sécurité des Systemes d'Information
CC certification report(s) URL ro report: https://www.ssi.gouv.fr/uploads/2022/06/anssi-cc-2022_20fr.pdf (fr)

URL to security

target: https://www.ssi.gouv.fr/uploads/2022/06/anssi-cible-cc-2022_20en.pdf (en)

Issuance date 2022-06-07

Note(s)

Name ACOS-IDv2.1 SSCD (A) CB-Comm (Version 2.1 SSCD (A))
Applicant Austria Card

Remote QSCD No
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https://www.ssi.gouv.fr/uploads/2022_1729_np.pdf
https://www.ssi.gouv.fr/uploads/2022/06/anssi-cc-2022_20fr.pdf
https://www.ssi.gouv.fr/uploads/2022/06/anssi-cible-cc-2022_20en.pdf
https://www.ssi.gouv.fr/uploads/2022_1729_np.pdf
https://www.ssi.gouv.fr/uploads/2022/06/anssi-cc-2022_20fr.pdf
https://www.ssi.gouv.fr/uploads/2022/06/anssi-cible-cc-2022_20en.pdf

Qualified Signature Creation

Device (QSigCD)
Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device

Yes

Agence Nationale de la Sécurité des Systemes d'Information (ANSSI)
508/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/2023_508_np.pdf (fr)

2023-03-29

2032-12-15

Reference: ANSSI-CC-2022/64

Issuer: Centre de Certification National / Agence Nationale de la Sécurité des Systemes d'Information

(ANSSI)

URL ro report: https://www.ssi.gouv.fr/uploads/2022/12/anssi-cc-2022_64fr.pdf (fr)

URL to security

target: https://www.ssi.gouv.fr/uploads/2022/12/anssi-cible-cc-2022_64en.pdf (en)

Issuance date 2022-12-15

(QSealCD) ves
Issuer Agence Nationale de la Sécurité des Systemes d'Information (ANSSI)
Reference 508/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/2023_508_np.pdf (fr)
Effective starting date 2023-03-29
Expiration date 2032-12-15
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2022/64
Issuer: Centre de Certification National / Agence Nationale de la Sécurité des Systémes d'Information

(ANSSI)

URL ro report: https://www.ssi.gouv.fr/uploads/2022/12/anssi-cc-2022_64fr.pdf (fr)

CC certification report(s)

URL to security

target: https://www.ssi.gouv.fr/uploads/2022/12/anssi-cible-cc-2022_64en.pdf (en)

Issuance date 2022-12-15

Note(s)

Name ACOS-IDv2.1 SSCD (A) CL-TC-Comm (Version 2.1 SSCD (A))
Applicant Austria Card
Remote QSCD No
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https://www.ssi.gouv.fr/uploads/2023_508_np.pdf
https://www.ssi.gouv.fr/uploads/2022/12/anssi-cc-2022_64fr.pdf
https://www.ssi.gouv.fr/uploads/2022/12/anssi-cible-cc-2022_64en.pdf
https://www.ssi.gouv.fr/uploads/2023_508_np.pdf
https://www.ssi.gouv.fr/uploads/2022/12/anssi-cc-2022_64fr.pdf
https://www.ssi.gouv.fr/uploads/2022/12/anssi-cible-cc-2022_64en.pdf

Qualified Signature Creation

Device (QSigCD)
Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device

Yes

Agence Nationale de la Sécurité des Systemes d'Information (ANSSI)
510/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/2023_510_np.pdf (fr)

2023-03-29

2032-12-15

Reference: ANSSI-CC-2022/65

Issuer: Centre de Certification National / Agence Nationale de la Sécurité des Systemes d'Information

(ANSSI)

URL ro report: https://www.ssi.gouv.fr/uploads/2022/12/anssi-cc-2022_65fr.pdf (fr)

URL to security

target: https://www.ssi.gouv.fr/uploads/2022/12/anssi-cible-cc-2022_65en.pdf (en)

Issuance date 2022-12-15

(QSealCD) ves
Issuer Agence Nationale de la Sécurité des Systemes d'Information (ANSSI)
Reference 510/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/2023_510_np.pdf (fr)
Effective starting date 2023-03-29
Expiration date 2032-12-15
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2022/65
Issuer: Centre de Certification National / Agence Nationale de la Sécurité des Systémes d'Information

(ANSSI)

URL ro report: https://www.ssi.gouv.fr/uploads/2022/12/anssi-cc-2022_65fr.pdf (fr)

CC certification report(s)

URL to security

target: https://www.ssi.gouv.fr/uploads/2022/12/anssi-cible-cc-2022_65en.pdf (en)

Issuance date 2022-12-15

Note(s)

Name Applet ID.me 1.12 sur la plateforme IDeal Citiz v2.1
Applicant SAFRAN IDENTITY & SECURITY
Remote QSCD No
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https://www.ssi.gouv.fr/uploads/2023_510_np.pdf
https://www.ssi.gouv.fr/uploads/2022/12/anssi-cc-2022_65fr.pdf
https://www.ssi.gouv.fr/uploads/2022/12/anssi-cible-cc-2022_65en.pdf
https://www.ssi.gouv.fr/uploads/2023_510_np.pdf
https://www.ssi.gouv.fr/uploads/2022/12/anssi-cc-2022_65fr.pdf
https://www.ssi.gouv.fr/uploads/2022/12/anssi-cible-cc-2022_65en.pdf

Qualified Signature Creation
Device (QSigCD)

Yes

Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 2447/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/20170519_2447.pdf (fr)
Effective starting date 2017-04-01
Expiration date 2018-02-08
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2016/64
Issuer: ANSSI

http://www.ssi.gouv.fr/administration/certification_cc/applet-id-me-v1-12-sur-la-plateforme-

URL ro report: ideal-citiz-v2-1/ (fr)

CC certification report(s)

URL to security
target:

Issuance date 2016-10-11

Qualified Seal Creation Device

(QSealCD) ves
Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 2447/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/20170519_2447.pdf (fr)
Effective starting date 2017-04-01
Expiration date 2022-04-01
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2016/64
Issuer: ANSSI

http://www.ssi.gouv.fr/administration/certification_cc/applet-id-me-v1-12-sur-la-plateforme-

URL ro report: ideal-citiz-v2-1/ (fr)

CC certification report(s)

URL to security
target:

Issuance date 2016-10-11

Note(s)

Application ID.me 1.6-i sur Ideal Citiz 2.17-i (IDeal Citiz 2.17-i embedding ID.me 1.6-i

Name S
application)

Applicant Idemia

Remote QSCD No
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https://www.ssi.gouv.fr/uploads/20170519_2447.pdf
http://www.ssi.gouv.fr/administration/certification_cc/applet-id-me-v1-12-sur-la-plateforme-ideal-citiz-v2-1/
http://www.ssi.gouv.fr/administration/certification_cc/applet-id-me-v1-12-sur-la-plateforme-ideal-citiz-v2-1/
https://www.ssi.gouv.fr/uploads/20170519_2447.pdf
http://www.ssi.gouv.fr/administration/certification_cc/applet-id-me-v1-12-sur-la-plateforme-ideal-citiz-v2-1/
http://www.ssi.gouv.fr/administration/certification_cc/applet-id-me-v1-12-sur-la-plateforme-ideal-citiz-v2-1/

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device

Yes

Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
314/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/20190121 314.pdf (fr)

2019-01-21

2028-10-05

Reference: ANSSI-CC-2018/44
Issuer: ANSSI

URL ro report: https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2018_44fr.pdf (fr)

URL to security

target: https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2018_44en.pdf (en)

Issuance date 2018-10-05

(QSealCD) ves
Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 314/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/20190121 314.pdf (fr)
Effective starting date 2019-01-21
Expiration date 2028-10-05
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2018/44
Issuer: ANSSI

URL ro report: https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2018_44fr.pdf (fr)

CC certification report(s)

URL to security

target: https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2018_44en.pdf (en)

Issuance date 2018-10-05

Note(s)

Name Application ID.me 1.6-i sur Ideal Citiz 2.17-i (version 1.6-i / v2.0.15.0.0)
Applicant Idemia
Remote QSCD No
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https://www.ssi.gouv.fr/uploads/20190121_314.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2018_44fr.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi%E2%80%90cible%E2%80%90cc%E2%80%902018_44en.pdf
https://www.ssi.gouv.fr/uploads/20190121_314.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2018_44fr.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi%E2%80%90cible%E2%80%90cc%E2%80%902018_44en.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
167/ANSSI/SDE/PSS/BQA

https://www.ssi.gouv.fr/uploads/20200120_167.pdf (fr)

2020-01-20

2028-10-05

Reference: ANSSI-CC-2018/44; Maintenance report: ANSSI-CC-2018/44-M01
Issuer: ANSSI

https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2018_44fr.pdf (fr)

URL ro report: https://www.ssi.gouv.fr/uploads/2018/10/anssi-cc-2018_44-m01.pdf (fr)

URL to security

target: https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2018_44en.pdf (en)

Issuance date 2018-10-05

Yes

Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
167/ANSSI/SDE/PSS/BQA

https://www.ssi.gouv.fr/uploads/20200120_167.pdf (fr)

2020-01-20

2028-10-05

Reference: ANSSI-CC-2018/44; Maintenance report: ANSSI-CC-2018/44-M01
Issuer: ANSSI

URL ro report: https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2018_44fr.pdf (fr)
port: https://www.ssi.gouv.fr/uploads/2018/10/anssi-cc-2018_44-mO01.pdf (fr)
URL to security

target: https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2018_44en.pdf (en)

Issuance date 2018-10-05

Note(s)

Name BELPIC V1.8 on MultiApp V5.0 Platform V1.8 Revision 1.2
Applicant Thales DIS France
Remote QSCD No
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https://www.ssi.gouv.fr/uploads/20200120_167.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2018_44fr.pdf
https://www.ssi.gouv.fr/uploads/2018/10/anssi-cc-2018_44-m01.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2018_44en.pdf
https://www.ssi.gouv.fr/uploads/20200120_167.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2018_44fr.pdf
https://www.ssi.gouv.fr/uploads/2018/10/anssi-cc-2018_44-m01.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2018_44en.pdf

Qualified Signature Creation

Device (QSigCD) VEE
Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 635/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/2023_635_np.pdf (fr)
Effective starting date 2023-04-17
Expiration date 2032-11-29
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2022/53
Issuer: ANSSI
URL ro report: https://www.ssi.gouv.fr/uploads/2022/12/anssi-cc-2022_53.pdf (fr)

CC certification report(s)

URL to security https://www.ssi.gouv.fr/uploads/2022/12/anssi-cible-cc-2022_53en.pdf (en)

target:
Issuance date 2022-11-29
Qualified Seal Creation Device Yes
(QSealCD)
Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 635/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/2023_635_np.pdf (fr)
Effective starting date 2023-04-17
Expiration date 2032-11-29
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2022/53
Issuer: ANSSI
URL ro report: https://www.ssi.gouv.fr/uploads/2022/12/anssi-cc-2022_53.pdf (fr)

CC certification report(s)

URL to security https://www.ssi.gouv.fr/uploads/2022/12/anssi-cible-cc-2022_53en.pdf (en)

target:
Issuance date 2022-11-29
Note(s)
Name Carte BELPIC V1.8 applet on MultiApp V4.1 Platform
Applicant Thales DIS France SA
Remote QSCD No
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https://www.ssi.gouv.fr/uploads/2023_635_np.pdf
https://www.ssi.gouv.fr/uploads/2022/12/anssi-cc-2022_53.pdf
https://www.ssi.gouv.fr/uploads/2022/12/anssi-cible-cc-2022_53en.pdf
https://www.ssi.gouv.fr/uploads/2023_635_np.pdf
https://www.ssi.gouv.fr/uploads/2022/12/anssi-cc-2022_53.pdf
https://www.ssi.gouv.fr/uploads/2022/12/anssi-cible-cc-2022_53en.pdf

Qualified Signature Creation

Device (QSigCD)
Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device

Yes

Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
4584/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/20191202_4584.pdf (fr)

2019-12-02

2029-08-07

Reference: ANSSI-CC-2019/31
Issuer: ANSSI

URL ro report: https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2019_31fr.pdf (fr)

URL to security

target: https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2019_31en.pdf (en)

Issuance date 2019-08-07

(QSealCD) ves
Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 4584/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/20191202_4584.pdf (fr)
Effective starting date 2019-12-02
Expiration date 2029-08-07
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2019/31
Issuer: ANSSI

URL ro report: https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2019_31fr.pdf (fr)

CC certification report(s)

URL to security

target: https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2019_31en.pdf (en)

Issuance date 2019-08-07

Note(s)

Name Carte IAS Classic en version 4.4.2 avec serveur MOC 1.1 sur plateforme Multiapp v4.0.1
Applicant Gemalto SA
Remote QSCD No
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https://www.ssi.gouv.fr/uploads/20191202_4584.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2019_31fr.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2019_31en.pdf
https://www.ssi.gouv.fr/uploads/20191202_4584.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2019_31fr.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2019_31en.pdf

Qualified Signature Creation

Device (QSigCD) VEE
Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 568/ANSSI/SDE/PSS/BQA
URL https://www.ssi.gouv.fr/uploads/20190211 568.pdf (fr)
Effective starting date 2019-02-11
Expiration date 2028-06-11
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2018/24
Issuer: ANSSI
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2018_24fr.pdf (fr)

CC certification report(s)

URL to security https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2018_24en.pdf (en)

target:
Issuance date 2018-06-11
Qualified Seal Creation Device Yes
(QSealCD)
Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 568/ANSSI/SDE/PSS/BQA
URL https://www.ssi.gouv.fr/uploads/20190211_568.pdf (fr)
Effective starting date 2019-02-11
Expiration date 2028-06-11
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2018/24
Issuer: ANSSI
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2018_24fr.pdf (fr)

CC certification report(s)

URL to security https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2018_24en.pdf (en)

target:
Issuance date 2018-06-11
Note(s)
Name Carte IAS Classic en version 4.4.2 avec serveur MOC 1.1 sur plateforme Multiapp v4.1
Applicant Gemalto SA
Remote QSCD No
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https://www.ssi.gouv.fr/uploads/20190211_568.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2018_24fr.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2018_24en.pdf
https://www.ssi.gouv.fr/uploads/20190211_568.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2018_24fr.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2018_24en.pdf

Qualified Signature Creation

Device (QSigCD) VEE
Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 1385/ANSSI/SDE/PSS/BQA
URL https://www.ssi.gouv.fr/uploads/20190329_1385.pdf (fr)
Effective starting date 2019-03-29
Expiration date 2029-01-15
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2019/07
Issuer: ANSSI
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2019_07fr.pdf (fr)

CC certification report(s)

URL to security https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2019_07en.pdf (en)

target:
Issuance date 2019-01-16
Qualified Seal Creation Device Yes
(QSealCD)
Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 1385/ANSSI/SDE/PSS/BQA
URL https://www.ssi.gouv.fr/uploads/20190329 _1385.pdf (fr)
Effective starting date 2019-03-29
Expiration date 2029-01-15
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2019/07
Issuer: ANSSI
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2019_07fr.pdf (fr)

CC certification report(s)

URL to security https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2019_07en.pdf (en)

target:
Issuance date 2019-01-16
Note(s)
Name Carte IAS ECC V2 sur ID-One Cosmo V8.1, version 2.0 on the NXP P60D145 component
Applicant Idemia
Remote QSCD No
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https://www.ssi.gouv.fr/uploads/20190329_1385.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2019_07fr.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2019_07en.pdf
https://www.ssi.gouv.fr/uploads/20190329_1385.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2019_07fr.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2019_07en.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Agence Nationale de Sécurité des Systémes d'Information (ANSSI)

initial decision: 12061/ANSSI/SDE/PSS/BQA (16.05.2018) decision update: 1447/ANSSI/SDE

(29.06.2020)

https://www.ssi.gouv.fr/uploads/20180516_np_anssi_sde_pss_bga 12061 pjl_certificat-
conformite_eidas_iaseccv2-idemia.vfp_.pdf (fr)
https://www.ssi.gouv.fr/uploads/20200629 _np_anssi_sde_pss_bqga_1447 pj-certificat-
conformite-_iaseccv2-idemia.vfp_.pdf (fr)

2018-05-16

2028-05-01

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2018/15 (configuration compliant with SSCD-2, SSCD-3, SSCD-4, SSCD-5 and
SSCD-6); ANSSI-CC-2018/16 (configuration compliant with SSCD-2, SSCD-3); ANSSI-CC-2018/17
and ANSSI-CC-2018/18 (configuration compliant with SSCD-2, SSCD-3 and SSCD-4)

ANSSI

https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_15fr.pdf (fr)
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_16fr.pdf (fr)
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_17fr.pdf (fr)
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_18fr.pdf (fr)

https://www.ssi.gouv.fr/uploads/2018/05/anssi-cible-cc-2018_15en.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cible-cc-2018_16en.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cible-cc-2018_17en.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cible-cc-2018_18en.pdf

35 35 35 5

en)
en)
en)
en)

2018-05-04
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https://www.ssi.gouv.fr/uploads/20180516_np_anssi_sde_pss_bqa_12061_pj1_certificat-conformite_eidas_iaseccv2-idemia.vfp_.pdf
https://www.ssi.gouv.fr/uploads/20180516_np_anssi_sde_pss_bqa_12061_pj1_certificat-conformite_eidas_iaseccv2-idemia.vfp_.pdf
https://www.ssi.gouv.fr/uploads/20200629_np_anssi_sde_pss_bqa_1447_pj-certificat-conformite-_iaseccv2-idemia.vfp_.pdf
https://www.ssi.gouv.fr/uploads/20200629_np_anssi_sde_pss_bqa_1447_pj-certificat-conformite-_iaseccv2-idemia.vfp_.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_15fr.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_16fr.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_17fr.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_18fr.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cible-cc-2018_15en.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cible-cc-2018_16en.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cible-cc-2018_17en.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cible-cc-2018_18en.pdf

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Name
Applicant

Remote QSCD

Yes

Agence Nationale de Sécurité des Systémes d'Information (ANSSI)

initial decision: 12061/ANSSI/SDE/PSS/BQA (16.05.2018) decision update: 1447/ANSSI/SDE

(29.06.2020)

https://www.ssi.gouv.fr/uploads/20180516_np_anssi_sde_pss_bga 12061 pjl_certificat-
conformite_eidas_iaseccv2-idemia.vfp_.pdf (fr)
https://www.ssi.gouv.fr/uploads/20200629 _np_anssi_sde_pss_bqga_1447 pj-certificat-
conformite-_iaseccv2-idemia.vfp_.pdf (fr)

2018-05-16

2028-05-01

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2018/15 (configuration compliant with SSCD-2, SSCD-3, SSCD-4, SSCD-5 and
SSCD-6); ANSSI-CC-2018/16 (configuration compliant with SSCD-2, SSCD-3); ANSSI-CC-2018/17
and ANSSI-CC-2018/18 (configuration compliant with SSCD-2, SSCD-3 and SSCD-4)

ANSSI

fr)
fr)
fr)
fr)

https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_15fr.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_16fr.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_17fr.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_18fr.pdf

https://www.ssi.gouv.fr/uploads/2018/05/anssi-cible-cc-2018_15en.pdf (en)
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cible-cc-2018_16en.pdf (en)
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cible-cc-2018_17en.pdf (en)
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cible-cc-2018_18en.pdf (en)

2018-05-04

Carte IAS ECC V2 sur ID-One Cosmo V8.2 en version 1.3

Idemia

No
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https://www.ssi.gouv.fr/uploads/20180516_np_anssi_sde_pss_bqa_12061_pj1_certificat-conformite_eidas_iaseccv2-idemia.vfp_.pdf
https://www.ssi.gouv.fr/uploads/20180516_np_anssi_sde_pss_bqa_12061_pj1_certificat-conformite_eidas_iaseccv2-idemia.vfp_.pdf
https://www.ssi.gouv.fr/uploads/20200629_np_anssi_sde_pss_bqa_1447_pj-certificat-conformite-_iaseccv2-idemia.vfp_.pdf
https://www.ssi.gouv.fr/uploads/20200629_np_anssi_sde_pss_bqa_1447_pj-certificat-conformite-_iaseccv2-idemia.vfp_.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_15fr.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_16fr.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_17fr.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_18fr.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cible-cc-2018_15en.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cible-cc-2018_16en.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cible-cc-2018_17en.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cible-cc-2018_18en.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Agence Nationale de Sécurité des Systémes d'Information (ANSSI)

4833/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/20191220_4833.pdf (fr)

2019-12-20

2029-09-17

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2019/33
ANSSI

https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2019_33fr.pdf (fr)

https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2019_33en.pdf (en)

2019-09-17

ANSSI-CC-2019/34
ANSSI

https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2019_34fr.pdf (fr)

https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2019_34en.pdf (en)

2019-09-17

ANSSI-CC-2019/35
ANSSI

https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2019_35fr.pdf (fr)

https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2019_35en.pdf (en)

2019-09-17

ANSSI-CC-2019/36
ANSSI

https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2019_36fr.pdf (fr)

https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2019_36en.pdf (en)

2019-09-17
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https://www.ssi.gouv.fr/uploads/20191220_4833.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2019_33fr.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2019_33en.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2019_34fr.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2019_34en.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2019_35fr.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2019_35en.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2019_36fr.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2019_36en.pdf

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Agence Nationale de Sécurité des Systémes d'Information (ANSSI)

4833/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/20191220_4833.pdf (fr)

2019-12-20

2029-09-17

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2019/33
ANSSI

https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2019_33fr.pdf (fr)

https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2019_33en.pdf (en)

2019-09-17

ANSSI-CC-2019/34
ANSSI

https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2019_34fr.pdf (fr)

https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2019_34en.pdf (en)

2019-09-17

ANSSI-CC-2019/35
ANSSI

https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2019_35fr.pdf (fr)

https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2019_35en.pdf (en)

2019-09-17

ANSSI-CC-2019/36
ANSSI

https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2019_35fr.pdf (fr)

https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2019_35en.pdf (en)

2019-09-17
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https://www.ssi.gouv.fr/uploads/20191220_4833.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2019_33fr.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2019_33en.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2019_34fr.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2019_34en.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2019_35fr.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2019_35en.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2019_35fr.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2019_35en.pdf

Carte IAS ECC V2 sur ID-One Cosmo V8.2 en version 1.3, in the configuration compliant with

Name SSCD-2, SSCD-3, and SSCD-4, on the NXP P60D145 component
Applicant Idemia
Remote QSCD No
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Qualified Signature Creation
Device (QSigCD)

Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Agence Nationale de Sécurité des Systémes d'Information (ANSSI)

2710/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/20201130_np_anssi_sde_pss_bga 2710 _pj-certificat-
conformite-_idemia_ias_ecc.vfp_.pdf (fr)

2020-11-30

2030-07-09

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2020/50
ANSSI

https://www.ssi.gouv.fr/uploads/2020/07/anssi-cc-2020_50fr.pdf (fr)

https://www.ssi.gouv.fr/uploads/2020/07/anssi-cible-cc-2020_50en.pdf (en)

2020-07-09

ANSSI-CC-2020/51
ANSSI

https://www.ssi.gouv.fr/uploads/2020/07/anssi-cc-2020_51fr.pdf (fr)

https://www.ssi.gouv.fr/uploads/2020/07/anssi-cible-cc-2020_51en.pdf (en)

2020-07-09

ANSSI-CC-2020/52
ANSSI

https://www.ssi.gouv.fr/uploads/2020/07/anssi-cc-2020_52fr.pdf (fr)

https://www.ssi.gouv.fr/uploads/2020/07/anssi-cible-cc-2020_52en.pdf (en)

2020-07-09

ANSSI-CC-2020/53
ANSSI

https://www.ssi.gouv.fr/uploads/2020/07/anssi-cc-2020_53fr.pdf (fr)

https://www.ssi.gouv.fr/uploads/2020/07/anssi-cible-cc-2020_53en.pdf (en)

2020-07-09
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https://www.ssi.gouv.fr/uploads/20201130_np_anssi_sde_pss_bqa_2710_pj-certificat-conformite-_idemia_ias_ecc.vfp_.pdf
https://www.ssi.gouv.fr/uploads/20201130_np_anssi_sde_pss_bqa_2710_pj-certificat-conformite-_idemia_ias_ecc.vfp_.pdf
https://www.ssi.gouv.fr/uploads/2020/07/anssi-cc-2020_50fr.pdf
https://www.ssi.gouv.fr/uploads/2020/07/anssi-cible-cc-2020_50en.pdf
https://www.ssi.gouv.fr/uploads/2020/07/anssi-cc-2020_51fr.pdf
https://www.ssi.gouv.fr/uploads/2020/07/anssi-cible-cc-2020_51en.pdf
https://www.ssi.gouv.fr/uploads/2020/07/anssi-cc-2020_52fr.pdf
https://www.ssi.gouv.fr/uploads/2020/07/anssi-cible-cc-2020_52en.pdf
https://www.ssi.gouv.fr/uploads/2020/07/anssi-cc-2020_53fr.pdf
https://www.ssi.gouv.fr/uploads/2020/07/anssi-cible-cc-2020_53en.pdf

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Agence Nationale de Sécurité des Systémes d'Information (ANSSI)

2710/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/20201130_np_anssi_sde_pss_bga 2710 _pj-certificat-
conformite-_idemia_ias_ecc.vfp_.pdf (fr)

2020-11-30

2030-07-09

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2020/50
ANSSI

https://www.ssi.gouv.fr/uploads/2020/07/anssi-cc-2020_50fr.pdf (fr)

https://www.ssi.gouv.fr/uploads/2020/07/anssi-cible-cc-2020_50en.pdf (en)

2020-07-09

ANSSI-CC-2020/51
ANSSI

https://www.ssi.gouv.fr/uploads/2020/07/anssi-cc-2020_51fr.pdf (fr)

https://www.ssi.gouv.fr/uploads/2020/07/anssi-cible-cc-2020_51en.pdf (en)

2020-07-09

ANSSI-CC-2020/52
ANSSI

https://www.ssi.gouv.fr/uploads/2020/07/anssi-cc-2020_52fr.pdf (fr)

https://www.ssi.gouv.fr/uploads/2020/07/anssi-cible-cc-2020_52en.pdf (en)

2020-07-09

ANSSI-CC-2020/53
ANSSI

https://www.ssi.gouv.fr/uploads/2020/07/anssi-cc-2020_53fr.pdf (fr)

https://www.ssi.gouv.fr/uploads/2020/07/anssi-cible-cc-2020_53en.pdf (en)

2020-07-09
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https://www.ssi.gouv.fr/uploads/20201130_np_anssi_sde_pss_bqa_2710_pj-certificat-conformite-_idemia_ias_ecc.vfp_.pdf
https://www.ssi.gouv.fr/uploads/20201130_np_anssi_sde_pss_bqa_2710_pj-certificat-conformite-_idemia_ias_ecc.vfp_.pdf
https://www.ssi.gouv.fr/uploads/2020/07/anssi-cc-2020_50fr.pdf
https://www.ssi.gouv.fr/uploads/2020/07/anssi-cible-cc-2020_50en.pdf
https://www.ssi.gouv.fr/uploads/2020/07/anssi-cc-2020_51fr.pdf
https://www.ssi.gouv.fr/uploads/2020/07/anssi-cible-cc-2020_51en.pdf
https://www.ssi.gouv.fr/uploads/2020/07/anssi-cc-2020_52fr.pdf
https://www.ssi.gouv.fr/uploads/2020/07/anssi-cible-cc-2020_52en.pdf
https://www.ssi.gouv.fr/uploads/2020/07/anssi-cc-2020_53fr.pdf
https://www.ssi.gouv.fr/uploads/2020/07/anssi-cible-cc-2020_53en.pdf

Name

Applicant
Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

ChipDOC P60 on JCOP 3 SECID P60 (OSB) SSCD charge sur composant P6022]) VB, in version
V7b4

NXP Semiconductors

No
Yes

Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
16361/ANSSI/SDE/PSS/BQA

https://www.ssi.gouv.fr/uploads/20180831_16361.pdf (fr)

2018-08-31

2027-11-20

Reference: ANSSI-CC-2017/64
Issuer: ANSSI

https://www.ssi.gouv.fr/entreprise/certification_cc/chipdoc-p60-on-jcop-3-secid-p60-osb-sscd-

URL ro report: masque-sur-composant-p6022j-vb-v-v7b4/ (fr)

URL to security
target:

Issuance date 2017-11-20

Yes

Agence Nationale de Sécurité des Systemes d'Information (ANSSI)
16361/ANSSI/SDE/PSS/BQA

https://www.ssi.gouv.fr/uploads/20180831_16361.pdf (fr)

2018-08-31

2027-11-20

Reference: ANSSI-CC-2017/64
Issuer: ANSSI

https://www.ssi.gouv.fr/entreprise/certification_cc/chipdoc-p60-on-jcop-3-secid-p60-osb-sscd-

URL ro report: masque-sur-composant-p6022j-vb-v-v7b4/ (fr)

URL to security
target:

Issuance date 2017-11-20
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https://www.ssi.gouv.fr/uploads/20180831_16361.pdf
https://www.ssi.gouv.fr/entreprise/certification_cc/chipdoc-p60-on-jcop-3-secid-p60-osb-sscd-masque-sur-composant-p6022j-vb-v-v7b4/
https://www.ssi.gouv.fr/entreprise/certification_cc/chipdoc-p60-on-jcop-3-secid-p60-osb-sscd-masque-sur-composant-p6022j-vb-v-v7b4/
https://www.ssi.gouv.fr/uploads/20180831_16361.pdf
https://www.ssi.gouv.fr/entreprise/certification_cc/chipdoc-p60-on-jcop-3-secid-p60-osb-sscd-masque-sur-composant-p6022j-vb-v-v7b4/
https://www.ssi.gouv.fr/entreprise/certification_cc/chipdoc-p60-on-jcop-3-secid-p60-osb-sscd-masque-sur-composant-p6022j-vb-v-v7b4/

Name

Applicant
Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

CHIPDOC P60 ON JCOP 3 SECID P60 (OSB) SSCD chargé sur composant P6022J VB en
version V7b4 2

NXP Semiconductors

No
Yes

Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
4828/ANSSI/SDE/PSS/BQA

https://www.ssi.gouv.fr/uploads/20191220_4828.pdf (fr)

2019-12-20

2027-11-20

Reference: ANSSI-CC-2017/64

Issuer: ANSSI

URL ro report: https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2017_64fr.pdf (fr)

URL to security

target: https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2017_64en.pdf.pdf (en)

Issuance date 2017-11-20

Yes

Agence Nationale de Sécurité des Systemes d'Information (ANSSI)
4828/ANSSI/SDE/PSS/BQA

https://www.ssi.gouv.fr/uploads/20191220 4828.pdf (fr)

2019-12-20

2027-11-20

Reference: ANSSI-CC-2017/64

Issuer: ANSSI

URL ro report: https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2017_64fr.pdf (fr)

URL to security

target: https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2017_64en.pdf.pdf (en)

Issuance date 2017-11-20
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https://www.ssi.gouv.fr/uploads/20191220_4828.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2017_64fr.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2017_64en.pdf.pdf
https://www.ssi.gouv.fr/uploads/20191220_4828.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2017_64fr.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2017_64en.pdf.pdf

Name
Applicant
Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CHIPDOC V2 ON JCOP 3 P60 in SSCD configuration, version V7b4_2
NXP Semiconductors

No
Yes

Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
1829/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/20200806_1829.pdf (fr)

CC certification report(s)

2020-08-06

2030-07-22

Reference: ANSSI-CC-2020/48
Issuer: ANSSI

URL ro report:

URL to security
target:

Issuance date

https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_48fr.pdf (fr)

https://www.ssi.gouv.fr/uploads/2020/08/cible-anssi-cc-2020_48.pdf (fr)

2020-07-22

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

Yes

Agence Nationale de Sécurité des Systemes d'Information (ANSSI)

1829/ANSSI/SDE

URL
Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

https://www.ssi.gouv.fr/uploads/20200806_1829.pdf (fr)

2020-08-06

2030-07-22

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2020/48
ANSSI

https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_48fr.pdf (fr)

https://www.ssi.gouv.fr/uploads/2020/08/cible-anssi-cc-2020_48.pdf (fr)

2020-07-22
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https://www.ssi.gouv.fr/uploads/20200806_1829.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_48fr.pdf
https://www.ssi.gouv.fr/uploads/2020/08/cible-anssi-cc-2020_48.pdf
https://www.ssi.gouv.fr/uploads/20200806_1829.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_48fr.pdf
https://www.ssi.gouv.fr/uploads/2020/08/cible-anssi-cc-2020_48.pdf

Name ChipDoc V3.1 on JCOP 4 P71 in SSCD configuration (Version 3.1.3.52)
Applicant NXP Semiconductors
Remote QSCD No

Qualified Signature Creation

Device (QSigCD) ves
Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 2246/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/20201005_np_anssi_sde_pss_bga_2246 pj-

URL certificatconformite-chipdocv3.1 p71 sscd_nxp.vfp_.pdf (fr)
Effective starting date 2020-10-05
Expiration date 2030-07-30

Art.30.3.(b) notified alternative
certification method

Reference: ANSSI-CC-2020/76

I . Centre de Certification National/ Agence Nationale de la Sécurité des Systemes d'Information
ssuer:

(ANSSI)
CC certification report(s) URL ro report: https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_76.pdf (fr)

URL to security

target: https://www.ssi.gouv.fr/uploads/2020/08/anssi-cible-cc-2020_76en.pdf (en)

Issuance date 2020-07-30
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https://www.ssi.gouv.fr/uploads/20201005_np_anssi_sde_pss_bqa_2246_pj-certificatconformite-chipdocv3.1_p71_sscd_nxp.vfp_.pdf
https://www.ssi.gouv.fr/uploads/20201005_np_anssi_sde_pss_bqa_2246_pj-certificatconformite-chipdocv3.1_p71_sscd_nxp.vfp_.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_76.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cible-cc-2020_76en.pdf

Qualified Seal Creation Device

(QSealCD) ves
Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 2246/ANSSI/SDE
URL http§5//www.ssi.g_ouv.fr./uploads/20201005_np_anssi_sde_pss_bqa_2246_pj-
certificatconformite-chipdocv3.1_p71_sscd_nxp.vfp_.pdf (fr)
Effective starting date 2020-10-05
Expiration date 2030-07-30

Art.30.3.(b) notified alternative
certification method

Reference: ANSSI-CC-2020/76

Centre de Certification National/ Agence Nationale de la Sécurité des Systemes d’Information
(ANSSI)

Issuer:
CC certification report(s) URL ro report: https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_76.pdf (fr)

URL to security https://www.ssi.gouv.fr/uploads/2020/08/anssi-cible-cc-2020_76en.pdf (en)

target:
Issuance date 2020-07-30
Note(s)
Name ChipDoc v3.2 on JCOP 4 P71 in SSCD configuration version 3.2.0.52
Applicant NXP Semiconductors France
Remote QSCD No
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https://www.ssi.gouv.fr/uploads/20201005_np_anssi_sde_pss_bqa_2246_pj-certificatconformite-chipdocv3.1_p71_sscd_nxp.vfp_.pdf
https://www.ssi.gouv.fr/uploads/20201005_np_anssi_sde_pss_bqa_2246_pj-certificatconformite-chipdocv3.1_p71_sscd_nxp.vfp_.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_76.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cible-cc-2020_76en.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Agence Nationale de la Sécurité des Systemes d'information (ANSSI)

887/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/2022_887 np.pdf (fr)

2022-04-11

2031-09-23

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2021/20

Centre de Certification National / Agence Nationale de la Sécurité des Systémes d'Information
(ANSSI)

https://www.ssi.gouv.fr/uploads/2021/06/anssi-cc-2021_20cdv31sscd2.pdf (fr)

https://www.ssi.gouv.fr/uploads/2021/06/anssi-cible-cc-2021_20en.pdf (en)

2021-06-04

ANSSI-CC-2021/20-M01

Centre de Certification National / Agence Nationale de la Sécurité des Systémes d'Information
(ANSSI)

https://www.ssi.gouv.fr/uploads/2021/06/anssi-cc-2021_20-mO01.pdf (fr)

https://www.ssi.gouv.fr/uploads/2021/06/anssi-cible-cc-2021_20en.pdf (en)

2021-09-23
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https://www.ssi.gouv.fr/uploads/2022_887_np.pdf
https://www.ssi.gouv.fr/uploads/2021/06/anssi-cc-2021_20cdv31sscd2.pdf
https://www.ssi.gouv.fr/uploads/2021/06/anssi-cible-cc-2021_20en.pdf
https://www.ssi.gouv.fr/uploads/2021/06/anssi-cc-2021_20-m01.pdf
https://www.ssi.gouv.fr/uploads/2021/06/anssi-cible-cc-2021_20en.pdf

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Agence Nationale de la Sécurité des Systemes d'information (ANSSI)

887/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/2022_887 np.pdf (fr)

2022-04-11

2031-09-23

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2021/20

Centre de Certification National / Agence Nationale de la Sécurité des Systémes d'Information
(ANSSI)

https://www.ssi.gouv.fr/uploads/2021/06/anssi-cc-2021_20cdv31sscd2.pdf (fr)

https://www.ssi.gouv.fr/uploads/2021/06/anssi-cible-cc-2021_20en.pdf (en)

2021-06-04

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2021/20-M01

Centre de Certification National / Agence Nationale de la Sécurité des Systémes d'Information
(ANSSI)

https://www.ssi.gouv.fr/uploads/2021/06/anssi-cc-2021_20-mO01.pdf (fr)

https://www.ssi.gouv.fr/uploads/2021/06/anssi-cible-cc-2021_20en.pdf (en)

2021-09-23

Name

Applicant

Remote QSCD

ChipDoc v3 on JCOP 4 P71 in SSCD configuration (Version 3.0.0.52)

NXP Semiconductors

No
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https://www.ssi.gouv.fr/uploads/2022_887_np.pdf
https://www.ssi.gouv.fr/uploads/2021/06/anssi-cc-2021_20cdv31sscd2.pdf
https://www.ssi.gouv.fr/uploads/2021/06/anssi-cible-cc-2021_20en.pdf
https://www.ssi.gouv.fr/uploads/2021/06/anssi-cc-2021_20-m01.pdf
https://www.ssi.gouv.fr/uploads/2021/06/anssi-cible-cc-2021_20en.pdf

Qualified Signature Creation

Device (QSigCD) VEE
Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 1974/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/20200903_1974.pdf (fr)
Effective starting date 2020-09-03
Expiration date 2030-07-30
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2020/73
lssuer: EZ:'\r:érsel)de Certification National/ Agence Nationale de la Sécurité des Systémes d’Information
CC certification report(s) URL ro report: https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_73.pdf (fr)

URL to security https://www.ssi.gouv.fr/uploads/2020/08/anssi-cible-cc-2020_73en.pdf (en)

target:
Issuance date 2020-07-30
Qualified Seal Creation Device Yes
(QSealCD)
Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 1974/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/20200903_1974.pdf (fr)
Effective starting date 2020-09-03
Expiration date 2030-07-30
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2020/73
Issuer: ANSSI
URL ro report: https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_73.pdf (fr)

CC certification report(s)

URL to security https://www.ssi.gouv.fr/uploads/2020/08/anssi-cible-cc-2020_73en.pdf (en)

target:
Issuance date 2020-07-30
Note(s)
Name ChipDoc V4 on JCOP 4.5 P71 in SSCD Configuration - Version 4.0.1.52
Applicant NXP Semiconductors France
Remote QSCD No
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https://www.ssi.gouv.fr/uploads/20200903_1974.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_73.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cible-cc-2020_73en.pdf
https://www.ssi.gouv.fr/uploads/20200903_1974.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_73.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cible-cc-2020_73en.pdf

Qualified Signature Creation

Device (QSigCD) Yes
Issuer Agence Nationale de la Sécurité des Systemes d'Information (ANSSI)
Reference 799/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/2023_799 np.pdf (fr)
Effective starting date 2023-05-10
Expiration date 2033-03-01
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2023/12
lssuer: E:m;rse”de Certification National / Agence National de la Sécurité des Systémes d'Information
CC certification report(s) URL ro report: https://www.ssi.gouv.fr/uploads/2023/03/anssi-cc-2023_12_sscd.pdf (fr)

URL to security https://www.ssi.gouv.fr/uploads/2023/03/anssi-cible-cc-2023_12en.pdf (en)

target:
Issuance date 2023-03-01
Qualified Seal Creation Device Yes
(QSealCD)
Issuer Agence Nationale de la Sécurité des Systemes d'Information (ANSSI)
Reference 799/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/2023_799 np.pdf (fr)
Effective starting date 2023-05-10
Expiration date 2033-03-01
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2023/12
Issuer: (C:ﬁgrsel)de Certification National / Agence National de la Sécurité des Systemes d'Information
CC certification report(s) URL ro report: https://www.ssi.gouv.fr/uploads/2023/03/anssi-cc-2023_12_sscd.pdf (fr)

URL to security

target: https://www.ssi.gouv.fr/uploads/2023/03/anssi-cible-cc-2023_12en.pdf (en)

Issuance date 2023-03-01

Note(s)
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https://www.ssi.gouv.fr/uploads/2023_799_np.pdf
https://www.ssi.gouv.fr/uploads/2023/03/anssi-cc-2023_12_sscd.pdf
https://www.ssi.gouv.fr/uploads/2023/03/anssi-cible-cc-2023_12en.pdf
https://www.ssi.gouv.fr/uploads/2023_799_np.pdf
https://www.ssi.gouv.fr/uploads/2023/03/anssi-cc-2023_12_sscd.pdf
https://www.ssi.gouv.fr/uploads/2023/03/anssi-cible-cc-2023_12en.pdf

Name

Applicant
Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

CombICAO Applet v2.1 in SSCD configuration on ID-One Cosmo V9.1 platform, in the
configuration compliant with SSCD-2, SSCD-3, and SSCD-4, on the IFX SLC32 component

Idemia

No

Yes

Agence Nationale de Sécurité des Systémes d'Information (ANSSI)

2800/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/20201209 _np_anssi_sde_pss_bga_ 2800 pj-certificat-
conformite-_sscd-sur-cosmo-v9.1-idemia.vfp_.pdf (fr)

2020-12-09

2030-07-27

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2020/59

Centre de Certification National/ Agence Nationale de la Sécurité des Systemes d'Information
(ANSSI)

https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_59fr.pdf (fr)

https://www.ssi.gouv.fr/uploads/2020/08/anssi-cible-cc-2020-59en.pdf (en)

2020-07-27
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https://www.ssi.gouv.fr/uploads/20201209_np_anssi_sde_pss_bqa_2800_pj-certificat-conformite-_sscd-sur-cosmo-v9.1-idemia.vfp_.pdf
https://www.ssi.gouv.fr/uploads/20201209_np_anssi_sde_pss_bqa_2800_pj-certificat-conformite-_sscd-sur-cosmo-v9.1-idemia.vfp_.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_59fr.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cible-cc-2020-59en.pdf

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Name

Applicant

Remote QSCD

Yes

Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
2800/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/20201209_np_anssi_sde_pss_bga_2800_pj-certificat-
conformite-_sscd-sur-cosmo-v9.1-idemia.vfp_.pdf (fr)

2020-12-09
2030-07-27
Reference: ANSSI-CC-2020/59
I . Centre de Certification National/ Agence Nationale de la Sécurité des Systemes d’Information
ssuer:
(ANSSI)
URL ro report: https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_59fr.pdf (fr)

URL to security

target: https://www.ssi.gouv.fr/uploads/2020/08/anssi-cible-cc-2020-59en.pdf (en)

Issuance date 2020-07-27

CombICAO Applet v2.1 in SSCD configuration on ID-One Cosmo V9.2 platform, in the
configuration compliant with SSCD-2, SSCD-3, and SSCD-4, on the IFX SLC52 component

Idemia

No
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https://www.ssi.gouv.fr/uploads/20201209_np_anssi_sde_pss_bqa_2800_pj-certificat-conformite-_sscd-sur-cosmo-v9.1-idemia.vfp_.pdf
https://www.ssi.gouv.fr/uploads/20201209_np_anssi_sde_pss_bqa_2800_pj-certificat-conformite-_sscd-sur-cosmo-v9.1-idemia.vfp_.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_59fr.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cible-cc-2020-59en.pdf

Qualified Signature Creation

Device (QSigCD)
Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
1977/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/20200903_np_anssi_sde_pss_bga 1977 pj-
certificatconformite-_sscd-sur-cosmo-v9.2-idemia.vfp_.pdf (fr)

2020-09-03

2030-07-27

Reference: ANSSI-CC-2020/64

Issuer: Centre de Certification National/ Agence Nationale de la Sécurité des Systémes d’Information

(ANSSI)
URL ro report: https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_64fr.pdf (fr)

URL to security

target: https://www.ssi.gouv.fr/uploads/2020/08/anssi-cible-cc-2020-64en.pdf (en)

Issuance date 2020-07-27

Yes

Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
1977/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/20200903_np_anssi_sde_pss_bga_1977 pj-
certificatconformite-_sscd-sur-cosmo-v9.2-idemia.vfp_.pdf (fr)

2020-09-03

2030-07-27

Reference: ANSSI-CC-2020/64

Issuer: Centre de Certification National/ Agence Nationale de la Sécurité des Systemes d’Information

(ANSSI)
URL ro report: https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_64fr.pdf (fr)

URL to security

target: https://www.ssi.gouv.fr/uploads/2020/08/anssi-cible-cc-2020-64en.pdf (en)

Issuance date 2020-07-27
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https://www.ssi.gouv.fr/uploads/20200903_np_anssi_sde_pss_bqa_1977_pj-certificatconformite-_sscd-sur-cosmo-v9.2-idemia.vfp_.pdf
https://www.ssi.gouv.fr/uploads/20200903_np_anssi_sde_pss_bqa_1977_pj-certificatconformite-_sscd-sur-cosmo-v9.2-idemia.vfp_.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_64fr.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cible-cc-2020-64en.pdf
https://www.ssi.gouv.fr/uploads/20200903_np_anssi_sde_pss_bqa_1977_pj-certificatconformite-_sscd-sur-cosmo-v9.2-idemia.vfp_.pdf
https://www.ssi.gouv.fr/uploads/20200903_np_anssi_sde_pss_bqa_1977_pj-certificatconformite-_sscd-sur-cosmo-v9.2-idemia.vfp_.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_64fr.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cible-cc-2020-64en.pdf

Name
Applicant
Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

CombICAO Applet v2.2 in SSCD configuration on Cosmo v9.1 Code SAAAAR : 203731

Idemia France

No

Yes

Agence Nationale de la Sécurité des Systemes d'Information (ANSSI)

886/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/2022_886_np.pdf (fr)

2022-04-11

2031-02-05

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2020/59

Centre de Certification National / Agence Nationale de la Sécurité des Systémes d'information
(ANSSI)

https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_59fr.pdf (fr)

https://www.ssi.gouv.fr/uploads/2020/08/anssi-cible-cc-2020-59en.pdf (en)

2020-07-27

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2020/59-M01

Centre de Certification National / Agence Nationale de la Sécurité des Systémes d'information
(ANSSI)

https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_59-m01.pdf (fr)

https://www.ssi.gouv.fr/uploads/2020/08/anssi-cible-cc-2020-59en.pdf (en)

2021-02-05
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https://www.ssi.gouv.fr/uploads/2022_886_np.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_59fr.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cible-cc-2020-59en.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_59-m01.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cible-cc-2020-59en.pdf

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Agence Nationale de la Sécurité des Systemes d'Information (ANSSI)

886/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/2022_886_np.pdf (fr)

2022-04-11

2031-02-05

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2020/59

Centre de Certification National / Agence Nationale de la Sécurité des Systémes d'information
(ANSSI)

https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_59fr.pdf (fr)

https://www.ssi.gouv.fr/uploads/2020/08/anssi-cible-cc-2020-59en.pdf (en)

2020-07-27

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2020/59-M01

Centre de Certification National / Agence Nationale de la Sécurité des Systémes d'information
(ANSSI)

https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_59-mO01.pdf (fr)

https://www.ssi.gouv.fr/uploads/2020/08/anssi-cible-cc-2020-59en.pdf (en)

2021-02-05

Name

Applicant

Remote QSCD

CombICAO Applet v3 on ID-One Cosmo X (SSCD Configuration)(SAAAAR : 203742)

Idemia

No
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https://www.ssi.gouv.fr/uploads/2022_886_np.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_59fr.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cible-cc-2020-59en.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_59-m01.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cible-cc-2020-59en.pdf

Qualified Signature Creation

Device (QSigCD) VEE
Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 1492/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/2023_1492_np.pdf (fr)
Effective starting date 2023-08-16
Expiration date 2033-06-21
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2023/29
lssuer: EZ:'\r:érsel)de Certification National / Agence National de la Sécurité des Systémes d'Information
CC certification report(s) URL ro report: https://www.ssi.gouv.fr/uploads/2023/06/anssi-cc-2023_29fr.pdf (fr)

URL to security https://www.ssi.gouv.fr/uploads/2023/06/anssi-cible-2023_29en.pdf (en)

target:
Issuance date 2023-06-21
Qualified Seal Creation Device Yes
(QSealCD)
Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 1492/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/2023_1492 np.pdf (fr)
Effective starting date 2023-08-16
Expiration date 2033-06-21
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2023/29
Issuer: E::’\T;rsel)de Certification National / Agence National de la Sécurité des Systemes d'Information
CC certification report(s) URL ro report: https://www.ssi.gouv.fr/uploads/2023/06/anssi-cc-2023_29fr.pdf (fr)

URL to security

target: https://www.ssi.gouv.fr/uploads/2023/06/anssi-cible-2023_29en.pdf (en)

Issuance date 2023-06-21

Note(s)

Name CombICAO Applet v3 on ID-One Cosmo X (SSCD configuration) version v3.0
Applicant Idemia

Remote QSCD No
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https://www.ssi.gouv.fr/uploads/2023_1492_np.pdf
https://www.ssi.gouv.fr/uploads/2023/06/anssi-cc-2023_29fr.pdf
https://www.ssi.gouv.fr/uploads/2023/06/anssi-cible-2023_29en.pdf
https://www.ssi.gouv.fr/uploads/2023_1492_np.pdf
https://www.ssi.gouv.fr/uploads/2023/06/anssi-cc-2023_29fr.pdf
https://www.ssi.gouv.fr/uploads/2023/06/anssi-cible-2023_29en.pdf

Qualified Signature Creation

Device (QSigCD) Yes
Issuer Agence Nationale de la Sécurité des Systemes d'Information (ANSSI)
Reference 976/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/2022_976_np.pdf (fr)
Effective starting date 2022-04-25
Expiration date 2032-03-08
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2022/18
lssuer: E:m;rse”de Certification National / Agence National de la Sécurité des Systémes d'Information
CC certification report(s) URL ro report: https://www.ssi.gouv.fr/uploads/2022/03/anssi-cc-2022_18.pdf (fr)

URL to security https://www.ssi.gouv.fr/uploads/2022/03/anssi-cible-cc-2022_18en.pdf (en)

target:
Issuance date 2022-03-08
Qualified Seal Creation Device Yes
(QSealCD)
Issuer Agence Nationale de la Sécurité des Systemes d'Information (ANSSI)
Reference 976/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/2022_976_np.pdf (fr)
Effective starting date 2022-04-25
Expiration date 2032-03-08
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2022/18
Issuer: (C:ﬁgrsel)de Certification National / Agence National de la Sécurité des Systemes d'Information
CC certification report(s) URL ro report: https://www.ssi.gouv.fr/uploads/2022/03/anssi-cc-2022_18.pdf (fr)

URL to security

target: https://www.ssi.gouv.fr/uploads/2022/03/anssi-cible-cc-2022_18en.pdf (en)

Issuance date 2022-03-08

Note(s)
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https://www.ssi.gouv.fr/uploads/2022_976_np.pdf
https://www.ssi.gouv.fr/uploads/2022/03/anssi-cc-2022_18.pdf
https://www.ssi.gouv.fr/uploads/2022/03/anssi-cible-cc-2022_18en.pdf
https://www.ssi.gouv.fr/uploads/2022_976_np.pdf
https://www.ssi.gouv.fr/uploads/2022/03/anssi-cc-2022_18.pdf
https://www.ssi.gouv.fr/uploads/2022/03/anssi-cible-cc-2022_18en.pdf

Name

Applicant
Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

CombICAO v2.1 and v2.2 Applet in SSCD configuration on Cosmo v9.2 Code SAAAAR :
203523 and 203731, identification du patch : 096091

Idemia France

No

Yes

Agence Nationale de la Sécurité des Systéemes d'Information (ANSSI)

885/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/2022_885_np.pdf (fr)

2022-04-11

2031-02-05

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2020/64

Centre de Certification National / Agence Nationale de la Sécurité des Systémes d'Information
(ANSSI)

https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_64fr.pdf (fr)

https://www.ssi.gouv.fr/uploads/2020/08/anssi-cible-cc-2020-64en.pdf (en)

2020-07-27

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2020/64-M01

Centre de Certification National / Agence Nationale de la Sécurité des Systémes d'Information
(ANSSI)

https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_64-m01.pdf (fr)

https://www.ssi.gouv.fr/uploads/2020/08/anssi-cible-cc-2020-64en.pdf (en)

2021-02-05
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https://www.ssi.gouv.fr/uploads/2022_885_np.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_64fr.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cible-cc-2020-64en.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_64-m01.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cible-cc-2020-64en.pdf

Qualified Seal Creation Device

(QSealCD) ves
Issuer Agence Nationale de la Sécurité des Systemes d'Information (ANSSI)
Reference 885/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/2022_885 _np.pdf (fr)
Effective starting date 2022-04-11
Expiration date 2031-02-05
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2020/64
lssuer: Centre de Certification National / Agence Nationale de la Sécurité des Systémes d'Information

CC certification report(s)

Note(s)

URL ro report:

URL to security
target:

Issuance date

(ANSSI)

https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_64fr.pdf (fr)

https://www.ssi.gouv.fr/uploads/2020/08/anssi-cible-cc-2020-64en.pdf (en)

2020-07-27

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2020/64-M01

Centre de Certification National / Agence Nationale de la Sécurité des Systémes d'Information
(ANSSI)

https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_64-mO01.pdf (fr)

https://www.ssi.gouv.fr/uploads/2020/08/anssi-cible-cc-2020-64en.pdf (en)

2021-02-05

Name

Applicant

Remote QSCD

IAS Classic en version 5.0 avec MOC server v3.0 sur plateforme Multiapp v4.2 en
configuration SSCD sur le composant INFINEON IFX_CCI_000010h

Thales DIS

No
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https://www.ssi.gouv.fr/uploads/2022_885_np.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_64fr.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cible-cc-2020-64en.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cc-2020_64-m01.pdf
https://www.ssi.gouv.fr/uploads/2020/08/anssi-cible-cc-2020-64en.pdf

Qualified Signature Creation

Device (QSigCD) VEE
Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 2745/ANSSI/SDE
URL https://vyww._ssi.gouy.fr/uploads/202_01203_np_anssi_sde_pss_bqa_2745_pj-certiﬁcat-
conformite-_iasclassic-v5.0-on-multiapp-v4.2-thales.vfp_.pdf (fr)
Effective starting date 2020-12-03
Expiration date 2030-11-09

Art.30.3.(b) notified alternative
certification method

Reference: ANSSI-CC-2020/70
Issuer: ANSSI
URL ro report: https://www.ssi.gouv.fr/uploads/2020/11/anssi-cc-2020_70fr.pdf (fr)

CC certification report(s)

URL to security https://www.ssi.gouv.fr/uploads/2020/11/anssi-cible-cc-2020_70en.pdf (en)

target:
Issuance date 2020-11-09
Qualified Seal Creation Device Yes
(QSealCD)
Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 2745/ANSSI/SDE
URL https://V\{ww.g,si.gouy.fr/uploads/ZOZ.O1203_np_anssi_sde_pss_bqa_z745_pj-certiﬁcat-
conformite-_iasclassic-v5.0-on-multiapp-v4.2-thales.vfp_.pdf (fr)
Effective starting date 2020-12-03
Expiration date 2030-11-09

Art.30.3.(b) notified alternative
certification method

Reference: ANSSI-CC-2020/70
Issuer: ANSSI
URL ro report: https://www.ssi.gouv.fr/uploads/2020/11/anssi-cc-2020_70fr.pdf (fr)

CC certification report(s)

URL to security

target: https://www.ssi.gouv.fr/uploads/2020/11/anssi-cible-cc-2020_70en.pdf (en)

Issuance date 2020-11-09

Note(s)

Name IAS Classic v5.2 on MultiApp V5.0 (versions 5.2.0.A.C et 5.2.0.A.0)
Applicant THALES DIS

Remote QSCD No

2026-02-17 | Page 135 of 344


https://www.ssi.gouv.fr/uploads/20201203_np_anssi_sde_pss_bqa_2745_pj-certificat-conformite-_iasclassic-v5.0-on-multiapp-v4.2-thales.vfp_.pdf
https://www.ssi.gouv.fr/uploads/20201203_np_anssi_sde_pss_bqa_2745_pj-certificat-conformite-_iasclassic-v5.0-on-multiapp-v4.2-thales.vfp_.pdf
https://www.ssi.gouv.fr/uploads/2020/11/anssi-cc-2020_70fr.pdf
https://www.ssi.gouv.fr/uploads/2020/11/anssi-cible-cc-2020_70en.pdf
https://www.ssi.gouv.fr/uploads/20201203_np_anssi_sde_pss_bqa_2745_pj-certificat-conformite-_iasclassic-v5.0-on-multiapp-v4.2-thales.vfp_.pdf
https://www.ssi.gouv.fr/uploads/20201203_np_anssi_sde_pss_bqa_2745_pj-certificat-conformite-_iasclassic-v5.0-on-multiapp-v4.2-thales.vfp_.pdf
https://www.ssi.gouv.fr/uploads/2020/11/anssi-cc-2020_70fr.pdf
https://www.ssi.gouv.fr/uploads/2020/11/anssi-cible-cc-2020_70en.pdf

Qualified Signature Creation

Device (QSigCD)

Yes

Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 3123/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/2021 3123 np.pdf (fr)
Effective starting date 2021-12-13
Expiration date 2031-11-04
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2021/54
Issuer: ANSSI

URL ro report: https://www.ssi.gouv.fr/uploads/2021/11/anssi-cc-2021_54.pdf (fr)

CC certification report(s)
URL to security

target: https://www.ssi.gouv.fr/uploads/2021/11/anssi-cible-cc-2021_54en.pdf (en)

Issuance date 2021-11-04

Qualified Seal Creation Device

(QSealCD) ves
Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 3123/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/2021_3123_np.pdf (fr)
Effective starting date 2021-12-13
Expiration date 2031-11-04
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2021/54
Issuer: ANSSI

URL ro report: https://www.ssi.gouv.fr/uploads/2021/11/anssi-cc-2021_54.pdf (fr)

CC certification report(s)
URL to security

target: https://www.ssi.gouv.fr/uploads/2021/11/anssi-cible-cc-2021_54en.pdf (en)

Issuance date 2021-11-04

Note(s)

Name IAS ECC V2 en configuration #1 en composition sur la plateforme ouverte ID-One Cosmo
v8.1-N - Large R2 masquée sur le composant NXP P6022M VB

Applicant Idemia

Remote QSCD No
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https://www.ssi.gouv.fr/uploads/2021_3123_np.pdf
https://www.ssi.gouv.fr/uploads/2021/11/anssi-cc-2021_54.pdf
https://www.ssi.gouv.fr/uploads/2021/11/anssi-cible-cc-2021_54en.pdf
https://www.ssi.gouv.fr/uploads/2021_3123_np.pdf
https://www.ssi.gouv.fr/uploads/2021/11/anssi-cc-2021_54.pdf
https://www.ssi.gouv.fr/uploads/2021/11/anssi-cible-cc-2021_54en.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
2623/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/2021 2623 _np.pdf (fr)

2021-10-15

2031-06-09

Reference: ANSSI-CC-2015/S02

Issuer: ANSSI

URL ro report: https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_15-s02fr.pdf (fr)

URL to security

target:

Issuance date 2021-06-09

Reference: ANSSI-CC-2015/S01

Issuer: ANSSI

URL ro report: https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_15-s01.pdf (fr)
URL to security

target:

Issuance date 2019-04-04

Reference: ANSSI-CC-2015

Issuer: ANSSI

URL ro report: https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_15fr.pdf (fr)
URL to security

target:

Issuance date 2018-05-04
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https://www.ssi.gouv.fr/uploads/2021_2623_np.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_15-s02fr.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_15-s01.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_15fr.pdf

Qualified Seal Creation Device

(QSealCD) ves
Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 2623/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/2021 2623 _np.pdf (fr)
Effective starting date 2021-10-15
Expiration date 2031-06-09
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2015/502
Issuer: ANSSI

CC certification report(s)

Note(s)

URL ro report:

URL to security
target:

Issuance date

https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_15-s02fr.pdf (fr)

2021-06-09

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2015/S01
ANSSI

https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_15-s01.pdf (fr)

2019-04-04

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2015
ANSSI

https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_15fr.pdf (fr)

2018-05-04

IAS ECC V2 en configuration #1 sur la plateforme ID-One Cosmo V8.2 Version 1.3
Identification FO 02 02 13

Name

Applicant

Remote QSCD

Idemia France

No
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https://www.ssi.gouv.fr/uploads/2021_2623_np.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_15-s02fr.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_15-s01.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_15fr.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Agence Nationale de la Sécurité des Systemes d'Information (ANSSI)

10/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/2023_10_np.pdf (fr)

2023-01-02

2032-11-17

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2019/33-501

Centre de Certification National / Agence Nationale de la Sécurité des Systémes d'Information
(ANSSI)

https://www.ssi.gouv.fr/uploads/2019/10/anssi-cc-2019_33-s01.pdf (fr)

https://www.ssi.gouv.fr/uploads/2019/10/anssi-cible-cc-2019_33en.pdf (en)

2022-11-17

ANSSI-CC-2019/33

Centre de Certification National / Agence Nationale de la Sécurité des Systémes d'Information
(ANSSI)

https://www.ssi.gouv.fr/uploads/2019/10/anssi-cc-2019_33fr.pdf (fr)

https://www.ssi.gouv.fr/uploads/2019/10/anssi-cible-cc-2019_33en.pdf (en)

2019-09-17
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https://www.ssi.gouv.fr/uploads/2023_10_np.pdf
https://www.ssi.gouv.fr/uploads/2019/10/anssi-cc-2019_33-s01.pdf
https://www.ssi.gouv.fr/uploads/2019/10/anssi-cible-cc-2019_33en.pdf
https://www.ssi.gouv.fr/uploads/2019/10/anssi-cc-2019_33fr.pdf
https://www.ssi.gouv.fr/uploads/2019/10/anssi-cible-cc-2019_33en.pdf

Qualified Seal Creation Device

(QSealCD) ves
Issuer Agence Nationale de la Sécurité des Systemes d'Information (ANSSI)
Reference 10/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/2023 10 np.pdf (fr)
Effective starting date 2023-01-02
Expiration date 2032-11-17
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2019/33-501
lssuer: Centre de Certification National / Agence Nationale de la Sécurité des Systémes d'Information

CC certification report(s)

Note(s)

URL ro report:

URL to security
target:

Issuance date

(ANSSI)

https://www.ssi.gouv.fr/uploads/2019/10/anssi-cc-2019_33-s01.pdf (fr)

https://www.ssi.gouv.fr/uploads/2019/10/anssi-cible-cc-2019_33en.pdf (en)

2022-11-17

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2019/33

Centre de Certification National / Agence Nationale de la Sécurité des Systémes d'Information
(ANSSI)

https://www.ssi.gouv.fr/uploads/2019/10/anssi-cc-2019_33fr.pdf (fr)

https://www.ssi.gouv.fr/uploads/2019/10/anssi-cible-cc-2019_33en.pdf (en)

2019-09-17

Name

Applicant

Remote QSCD

IAS ECC V2 en configuration #2 en composition sur la plateforme ouverte ID-One Cosmo
v8.1-N - Large R2 masquée sur le composant NXP P6022M VB

Idemia

No
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https://www.ssi.gouv.fr/uploads/2023_10_np.pdf
https://www.ssi.gouv.fr/uploads/2019/10/anssi-cc-2019_33-s01.pdf
https://www.ssi.gouv.fr/uploads/2019/10/anssi-cible-cc-2019_33en.pdf
https://www.ssi.gouv.fr/uploads/2019/10/anssi-cc-2019_33fr.pdf
https://www.ssi.gouv.fr/uploads/2019/10/anssi-cible-cc-2019_33en.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
2624/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/2021 2624 np.pdf (fr)

2021-10-15

2031-06-09

Reference: ANSSI-CC-2018/16-502

Issuer: ANSSI

URL ro report: https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_16-s02fr.pdf (fr)

URL to security

target:

Issuance date 2021-06-09

Reference: ANSSI-CC-2018/16-501

Issuer: ANSSI

URL ro report: https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_16-s01.pdf (fr)
URL to security

target:

Issuance date 2019-04-04

Reference: ANSSI-CC-2018/16

Issuer: ANSSI

URL ro report: https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_16fr.pdf (fr)
URL to security

target:

Issuance date 2018-05-04
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https://www.ssi.gouv.fr/uploads/2021_2624_np.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_16-s02fr.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_16-s01.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_16fr.pdf

Qualified Seal Creation Device

(QSealCD) ves
Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 2624/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/2021 2624 np.pdf (fr)
Effective starting date 2021-10-15
Expiration date 2031-06-09
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2018/16-502
Issuer: ANSSI

CC certification report(s)

Note(s)

URL ro report:

URL to security
target:

Issuance date

https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_16-s02fr.pdf (fr)

2021-06-09

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2018/16-501
ANSSI

https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_16-s01.pdf (fr)

2019-04-04

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2018/16
ANSSI

https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_16fr.pdf (fr)

2018-05-04

IAS ECC v2 en configuration #2 sur la plateforme ID-One Cosmo v8.2 Version 1.3
identification FO 02 02 13

Name

Applicant

Remote QSCD

Idemia France

No

2026-02-17 | Page 142 of 344


https://www.ssi.gouv.fr/uploads/2021_2624_np.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_16-s02fr.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_16-s01.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_16fr.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Agence Nationale de la Sécurité des Systemes d'Information (ANSSI)

11/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/2023_11 np.pdf (fr)

2023-01-02

2032-11-17

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2019/34-501

Centre de Certification National / Agence Nationale de la Sécurité des Systémes d'Information
(ANSSI)

https://www.ssi.gouv.fr/uploads/2019/10/anssi-cc-2019_34-s01.pdf (fr)

https://www.ssi.gouv.fr/uploads/2019/10/anssi-cible-cc-2019_34en.pdf (en)

2022-11-17

ANSSI-CC-2019/34

Centre de Certification National / Agence Nationale de la Sécurité des Systémes d'Information
(ANSSI)

https://www.ssi.gouv.fr/uploads/2019/10/anssi-cc-2019_34fr.pdf (fr)

https://www.ssi.gouv.fr/uploads/2019/10/anssi-cible-cc-2019_34en.pdf (en)

2019-09-17
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https://www.ssi.gouv.fr/uploads/2023_11_np.pdf
https://www.ssi.gouv.fr/uploads/2019/10/anssi-cc-2019_34-s01.pdf
https://www.ssi.gouv.fr/uploads/2019/10/anssi-cible-cc-2019_34en.pdf
https://www.ssi.gouv.fr/uploads/2019/10/anssi-cc-2019_34fr.pdf
https://www.ssi.gouv.fr/uploads/2019/10/anssi-cible-cc-2019_34en.pdf

Qualified Seal Creation Device

(QSealCD) ves
Issuer Agence Nationale de la Sécurité des Systemes d'Information (ANSSI)
Reference 11/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/2023_11 np.pdf (fr)
Effective starting date 2023-01-02
Expiration date 2032-11-17
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2019/34-501
lssuer: Centre de Certification National / Agence Nationale de la Sécurité des Systémes d'Information

CC certification report(s)

Note(s)

URL ro report:

URL to security
target:

Issuance date

(ANSSI)

https://www.ssi.gouv.fr/uploads/2019/10/anssi-cc-2019_34-s01.pdf (fr)

https://www.ssi.gouv.fr/uploads/2019/10/anssi-cible-cc-2019_34en.pdf (en)

2022-11-17

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2019/34

Centre de Certification National / Agence Nationale de la Sécurité des Systémes d'Information
(ANSSI)

https://www.ssi.gouv.fr/uploads/2019/10/anssi-cc-2019_34fr.pdf (fr)

https://www.ssi.gouv.fr/uploads/2019/10/anssi-cible-cc-2019_34en.pdf (en)

2019-09-17

Name

Applicant

Remote QSCD

IAS ECC V2 en configuration #3 en composition sur la plateforme ouverte ID-One Cosmo
v8.1-N - Large R2 masquée sur le composant NXP P6022M VB

Idemia

No
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https://www.ssi.gouv.fr/uploads/2023_11_np.pdf
https://www.ssi.gouv.fr/uploads/2019/10/anssi-cc-2019_34-s01.pdf
https://www.ssi.gouv.fr/uploads/2019/10/anssi-cible-cc-2019_34en.pdf
https://www.ssi.gouv.fr/uploads/2019/10/anssi-cc-2019_34fr.pdf
https://www.ssi.gouv.fr/uploads/2019/10/anssi-cible-cc-2019_34en.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
2625/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/2021 2625 _np.pdf (fr)

2021-10-15

2031-06-09

Reference: ANSSI-CC-2018/17-502

Issuer: ANSSI

URL ro report: https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_17-s02fr.pdf (fr)

URL to security

target:

Issuance date 2021-06-09

Reference: ANSSI-CC-2018/17-501

Issuer: ANSSI

URL ro report: https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_17-s01.pdf (fr)
URL to security

target:

Issuance date 2019-04-04

Reference: ANSSI-CC-2018/17

Issuer: ANSSI

URL ro report: https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_17fr.pdf (fr)
URL to security

target:

Issuance date 2018-05-04
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https://www.ssi.gouv.fr/uploads/2021_2625_np.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_17-s02fr.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_17-s01.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_17fr.pdf

Qualified Seal Creation Device

(QSealCD) ves
Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 2625/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/2021 2625 _np.pdf (fr)
Effective starting date 2021-10-15
Expiration date 2031-06-09
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2018/17-502
Issuer: ANSSI

CC certification report(s)

Note(s)

URL ro report:

URL to security
target:

Issuance date

https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_17-s02fr.pdf (fr)

2021-06-09

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2018/17-501
ANSSI

https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_17-s01.pdf (fr)

2019-04-04

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2018/17
ANSSI

https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_17fr.pdf (fr)

2018-05-04

IAS ECC v2 en configuration #3 sur la plateforme ID-One Cosmo v8.2 Version 1.3
identification FO 02 02 13

Name

Applicant

Remote QSCD

Idemia France

No

2026-02-17 | Page 146 of 344


https://www.ssi.gouv.fr/uploads/2021_2625_np.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_17-s02fr.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_17-s01.pdf
https://www.ssi.gouv.fr/uploads/2018/05/anssi-cc-2018_17fr.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Agence Nationale de la Sécurité des Systemes d'Information (ANSSI)

12/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/2023_12_np.pdf (fr)

2023-01-02

2032-11-17

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2019/35-501

Centre de Certification National / Agence Nationale de la Sécurité des Systémes d'Information
(ANSSI)

https://www.ssi.gouv.fr/uploads/2019/10/anssi-cc-2019_35-s01.pdf (fr)

https://www.ssi.gouv.fr/uploads/2019/10/anssi-cible-cc-2019_35en.pdf (en)

2022-11-17

ANSSI-CC-2019/35

Centre de Certification National / Agence Nationale de la Sécurité des Systémes d'Information
(ANSSI)

https://www.ssi.gouv.fr/uploads/2019/10/anssi-cc-2019_35fr.pdf (fr)

https://www.ssi.gouv.fr/uploads/2019/10/anssi-cible-cc-2019_35en.pdf (en)

2019-09-17
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https://www.ssi.gouv.fr/uploads/2023_12_np.pdf
https://www.ssi.gouv.fr/uploads/2019/10/anssi-cc-2019_35-s01.pdf
https://www.ssi.gouv.fr/uploads/2019/10/anssi-cible-cc-2019_35en.pdf
https://www.ssi.gouv.fr/uploads/2019/10/anssi-cc-2019_35fr.pdf
https://www.ssi.gouv.fr/uploads/2019/10/anssi-cible-cc-2019_35en.pdf

Qualified Seal Creation Device

(QSealCD) ves
Issuer Agence Nationale de la Sécurité des Systemes d'Information (ANSSI)
Reference 12/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/2023_12_np.pdf (fr)
Effective starting date 2023-01-02
Expiration date 2032-11-17
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2019/35-501
lssuer: Centre de Certification National / Agence Nationale de la Sécurité des Systémes d'Information

CC certification report(s)

Note(s)

URL ro report:

URL to security
target:

Issuance date

(ANSSI)

https://www.ssi.gouv.fr/uploads/2019/10/anssi-cc-2019_35-s01.pdf (fr)

https://www.ssi.gouv.fr/uploads/2019/10/anssi-cible-cc-2019_35en.pdf (en)

2022-11-17

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2019/35

Centre de Certification National / Agence Nationale de la Sécurité des Systémes d'Information
(ANSSI)

https://www.ssi.gouv.fr/uploads/2019/10/anssi-cc-2019_35fr.pdf (fr)

https://www.ssi.gouv.fr/uploads/2019/10/anssi-cible-cc-2019_35en.pdf (en)

2019-09-17

Name

Applicant

Remote QSCD

IAS ECC v2 en configuration #4 sur la plateforme ID-One Cosmo v8.2 Version 1.3
identification FO 02 02 13

Idemia France

No
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https://www.ssi.gouv.fr/uploads/2023_12_np.pdf
https://www.ssi.gouv.fr/uploads/2019/10/anssi-cc-2019_35-s01.pdf
https://www.ssi.gouv.fr/uploads/2019/10/anssi-cible-cc-2019_35en.pdf
https://www.ssi.gouv.fr/uploads/2019/10/anssi-cc-2019_35fr.pdf
https://www.ssi.gouv.fr/uploads/2019/10/anssi-cible-cc-2019_35en.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Agence Nationale de la Sécurité des Systemes d'Information (ANSSI)

13/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/2023_13_np.pdf (fr)

2023-01-02

2032-11-17

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2019/36-S01

Centre de Certification National / Agence Nationale de la Sécurité des Systémes d'Information
(ANSSI)

https://www.ssi.gouv.fr/uploads/2019/10/anssi-cc-2019_36-s01.pdf (fr)

https://www.ssi.gouv.fr/uploads/2019/10/anssi-cible-cc-2019_36en.pdf (en)

2022-11-17

ANSSI-CC-2019/36

Centre de Certification National / Agence Nationale de la Sécurité des Systémes d'Information
(ANSSI)

https://www.ssi.gouv.fr/uploads/2019/10/anssi-cc-2019_36fr.pdf (fr)

https://www.ssi.gouv.fr/uploads/2019/10/anssi-cible-cc-2019_36en.pdf (en)

2019-09-17
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https://www.ssi.gouv.fr/uploads/2023_13_np.pdf
https://www.ssi.gouv.fr/uploads/2019/10/anssi-cc-2019_36-s01.pdf
https://www.ssi.gouv.fr/uploads/2019/10/anssi-cible-cc-2019_36en.pdf
https://www.ssi.gouv.fr/uploads/2019/10/anssi-cc-2019_36fr.pdf
https://www.ssi.gouv.fr/uploads/2019/10/anssi-cible-cc-2019_36en.pdf

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Agence Nationale de la Sécurité des Systemes d'Information (ANSSI)

13/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/2023_13_np.pdf (fr)

2023-01-02

2032-11-17

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2019/36-S01

Centre de Certification National / Agence Nationale de la Sécurité des Systémes d'Information
(ANSSI)

https://www.ssi.gouv.fr/uploads/2019/10/anssi-cc-2019_36-s01.pdf (fr)

https://www.ssi.gouv.fr/uploads/2019/10/anssi-cible-cc-2019_36en.pdf (en)

2022-11-17

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2019/36

Centre de Certification National / Agence Nationale de la Sécurité des Systémes d'Information
(ANSSI)

https://www.ssi.gouv.fr/uploads/2019/10/anssi-cc-2019_36fr.pdf (fr)

https://www.ssi.gouv.fr/uploads/2019/10/anssi-cible-cc-2019_36en.pdf (en)

2019-09-17

Name

Applicant

Remote QSCD

ID.me 1.28 on IDeal Citiz MOSID v2.1.1

SAFRAN IDENTITY & SECURITY

No
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https://www.ssi.gouv.fr/uploads/2023_13_np.pdf
https://www.ssi.gouv.fr/uploads/2019/10/anssi-cc-2019_36-s01.pdf
https://www.ssi.gouv.fr/uploads/2019/10/anssi-cible-cc-2019_36en.pdf
https://www.ssi.gouv.fr/uploads/2019/10/anssi-cc-2019_36fr.pdf
https://www.ssi.gouv.fr/uploads/2019/10/anssi-cible-cc-2019_36en.pdf

Qualified Signature Creation

Device (QSigCD) VEE
Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 2448/ANSSI/SDE
URL _https:/(vyww.ssi.gouy.fr/uploads/20170519_np_an§si_sdg_pss_bqa_2448_pj2_safran-
is_certificat-conformite-eidas-id-me-1-28-ideal-citizmosid-v211_vO0.vfp_.pdf (fr)
Effective starting date 2017-04-01
Expiration date 2018-02-08

Art.30.3.(b) notified alternative
certification method

Reference: ANSSI-CC-2016/70
Issuer: ANSSI
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2016_70.pdf (fr)

CC certification report(s)
URL to security

target:
Issuance date 2016-11-15
Qualified Seal Creation Device Yes
(QSealCD)
Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 2448/ANSSI/SDE
URL https:/{vyww.ssi.gouy.fr/uploaQs/ZO1705lQ_np_alnlssi_sdg_pss_bqa_z448_pj2_safran-
is_certificat-conformite-eidas-id-me-1-28-ideal-citizmosid-v211 vO0.vfp_.pdf (fr)
Effective starting date 2017-04-01
Expiration date 2022-04-01

Art.30.3.(b) notified alternative
certification method

Reference: ANSSI-CC-2016/70
Issuer: ANSSI
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2016_70.pdf (fr)

CC certification report(s)

URL to security
target:

Issuance date 2016-11-15

Note(s)

Name ID-A v1.0 on ID-One Cosmo J
Applicant Idemia

Remote QSCD No
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https://www.ssi.gouv.fr/uploads/20170519_np_anssi_sde_pss_bqa_2448_pj2_safran-is_certificat-conformite-eidas-id-me-1-28-ideal-citizmosid-v211_v0.vfp_.pdf
https://www.ssi.gouv.fr/uploads/20170519_np_anssi_sde_pss_bqa_2448_pj2_safran-is_certificat-conformite-eidas-id-me-1-28-ideal-citizmosid-v211_v0.vfp_.pdf
https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2016_70.pdf
https://www.ssi.gouv.fr/uploads/20170519_np_anssi_sde_pss_bqa_2448_pj2_safran-is_certificat-conformite-eidas-id-me-1-28-ideal-citizmosid-v211_v0.vfp_.pdf
https://www.ssi.gouv.fr/uploads/20170519_np_anssi_sde_pss_bqa_2448_pj2_safran-is_certificat-conformite-eidas-id-me-1-28-ideal-citizmosid-v211_v0.vfp_.pdf
https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2016_70.pdf

Qualified Signature Creation

Device (QSigCD)
Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device

Yes

Agence Nationale de la Sécurité des Systemes d'Information (ANSSI)
985/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/2022_985 np.pdf (fr)

2022-04-25

2031-11-23

Reference: ANSSI-CC-2021/57

Issuer: Centre de Certification National / Agence Nationale de la Sécurité des Systemes d'Information

(ANSSI)

URL ro report: https://www.ssi.gouv.fr/uploads/2021/12/anssi-cc-2021_57fr.pdf (fr)

URL to security

target: https://www.ssi.gouv.fr/uploads/2021/12/anssi-cible-2021_57en.pdf (en)

Issuance date 2021-11-23

(QSealCD) ves
Issuer Agence Nationale de la Sécurité des Systemes d'Information (ANSSI)
Reference 985/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/2022_985 np.pdf (fr)
Effective starting date 2022-04-25
Expiration date 2031-11-23
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2021/57
Issuer: Centre de Certification National / Agence Nationale de la Sécurité des Systémes d'Information

(ANSSI)

URL ro report: https://www.ssi.gouv.fr/uploads/2021/12/anssi-cc-2021_57fr.pdf (fr)

CC certification report(s)

:";;::_ security https://www.ssi.gouv.fr/uploads/2021/12/anssi-cible-2021_57en.pdf (en)

Issuance date 2021-11-23

Note(s)

Name ID-A v1.0 on ID-ONE COSMO X
Applicant Idemia
Remote QSCD No
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https://www.ssi.gouv.fr/uploads/2022_985_np.pdf
https://www.ssi.gouv.fr/uploads/2021/12/anssi-cc-2021_57fr.pdf
https://www.ssi.gouv.fr/uploads/2021/12/anssi-cible-2021_57en.pdf
https://www.ssi.gouv.fr/uploads/2022_985_np.pdf
https://www.ssi.gouv.fr/uploads/2021/12/anssi-cc-2021_57fr.pdf
https://www.ssi.gouv.fr/uploads/2021/12/anssi-cible-2021_57en.pdf

Qualified Signature Creation

Device (QSigCD)
Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device

Yes

Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
407/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/2022_407_np.pdf (fr)

2022-02-22

2031-07-27

Reference: ANSSI-CC-2021/36

Issuer: Agence Nationale de Sécurité des Systemes d'Information (ANSSI)

URL ro report: https://www.ssi.gouv.fr/uploads/2021/08/anssi-cc-2021_36fr.pdf (fr)

URL to security

target: https://www.ssi.gouv.fr/uploads/2021/08/anssi-cible-cc-2021_36n.pdf (en)

Issuance date 2021-07-27

(QSealCD) ves
Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 407/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/2022_407_np.pdf (fr)
Effective starting date 2022-02-22
Expiration date 2031-07-27
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2021/36
Issuer: Agence Nationale de Sécurité des Systémes d'Information (ANSSI)

URL ro report: https://www.ssi.gouv.fr/uploads/2021/08/anssi-cc-2021_36fr.pdf (fr)

CC certification report(s)

URL to security

target: https://www.ssi.gouv.fr/uploads/2021/08/anssi-cible-cc-2021_36n.pdf (en)

Issuance date 2021-07-27

Note(s)

Name ID-A v1.0 on ID-One Cosmo X Codes SAAAAR : 417692, 417693
Applicant Idemia
Remote QSCD No
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https://www.ssi.gouv.fr/uploads/2022_407_np.pdf
https://www.ssi.gouv.fr/uploads/2021/08/anssi-cc-2021_36fr.pdf
https://www.ssi.gouv.fr/uploads/2021/08/anssi-cible-cc-2021_36n.pdf
https://www.ssi.gouv.fr/uploads/2022_407_np.pdf
https://www.ssi.gouv.fr/uploads/2021/08/anssi-cc-2021_36fr.pdf
https://www.ssi.gouv.fr/uploads/2021/08/anssi-cible-cc-2021_36n.pdf

Qualified Signature Creation

Device (QSigCD) VEE
Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 1481/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/2023_1481_np.pdf (fr)
Effective starting date 2023-08-16
Expiration date 2033-06-21
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2023/24
lssuer: EZ:'\r:érsel)de Certification National/ Agence Nationale de la Sécurité des Systémes d’Information
CC certification report(s) URL ro report: https://www.ssi.gouv.fr/uploads/2023/06/anssi-cc-2023_24.pdf (fr)

URL to security https://www.ssi.gouv.fr/uploads/2023/06/anssi-cible-2023_24en.pdf (en)

target:
Issuance date 2023-06-21
Qualified Seal Creation Device Yes
(QSealCD)
Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 1481/ANSSI/SDE
URL https://www.ssi.gouv.fr/uploads/2023_1481 np.pdf (fr)
Effective starting date 2023-08-16
Expiration date 2033-06-21
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2023/24
Issuer: E::’\T;rsel)de Certification National/ Agence Nationale de la Sécurité des Systemes d'Information
CC certification report(s) URL ro report: https://www.ssi.gouv.fr/uploads/2023/06/anssi-cc-2023_24.pdf (fr)

URL to security

target: https://www.ssi.gouv.fr/uploads/2023/06/anssi-cible-2023_24en.pdf (en)

Issuance date 2023-06-21

Note(s)

Name IDEAL CITIZ V2.17-1 on Infineon M7892 Bllembedding ID.me 1.6-i application
Applicant Idemia

Remote QSCD No
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https://www.ssi.gouv.fr/uploads/2023_1481_np.pdf
https://www.ssi.gouv.fr/uploads/2023/06/anssi-cc-2023_24.pdf
https://www.ssi.gouv.fr/uploads/2023/06/anssi-cible-2023_24en.pdf
https://www.ssi.gouv.fr/uploads/2023_1481_np.pdf
https://www.ssi.gouv.fr/uploads/2023/06/anssi-cc-2023_24.pdf
https://www.ssi.gouv.fr/uploads/2023/06/anssi-cible-2023_24en.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Agence Nationale de Sécurité des Systémes d'Information (ANSSI)

866/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/2022_866_np.pdf (fr)

2022-04-11

2031-12-03

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2018/44-S01
Agence Nationale de Sécurité des Systemes d'Information (ANSSI)

https://www.ssi.gouv.fr/uploads/2018/10/anssi-cc-2018_44-s01fr.pdf (fr)

2021-12-03

ANSSI-CC-2018/44-M01
Agence Nationale de Sécurité des Systémes d'Information (ANSSI)

https://www.ssi.gouv.fr/uploads/2018/10/anssi-cc-2018_44-m01.pdf (fr)

2019-11-07

ANSSI-CC-2018/44
Agence Nationale de Sécurité des Systémes d'Information (ANSSI)

https://www.ssi.gouv.fr/uploads/2018/10/anssi-cc-2018_44fr.pdf (fr)

https://www.ssi.gouv.fr/uploads/2018/10/anssi-cible-cc-2018_44en.pdf (en)

2018-10-05
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https://www.ssi.gouv.fr/uploads/2022_866_np.pdf
https://www.ssi.gouv.fr/uploads/2018/10/anssi-cc-2018_44-s01fr.pdf
https://www.ssi.gouv.fr/uploads/2018/10/anssi-cc-2018_44-m01.pdf
https://www.ssi.gouv.fr/uploads/2018/10/anssi-cc-2018_44fr.pdf
https://www.ssi.gouv.fr/uploads/2018/10/anssi-cible-cc-2018_44en.pdf

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Agence Nationale de Sécurité des Systémes d'Information (ANSSI)

866/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/2022_866_np.pdf (fr)

2022-04-11

2031-12-03

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2018/44-S01
Agence Nationale de Sécurité des Systemes d'Information (ANSSI)

https://www.ssi.gouv.fr/uploads/2018/10/anssi-cc-2018_44-s01fr.pdf (fr)

2021-12-03

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2018/44-M01
Agence Nationale de Sécurité des Systémes d'Information (ANSSI)

https://www.ssi.gouv.fr/uploads/2018/10/anssi-cc-2018_44-mO01.pdf (fr)

2019-11-07

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2018/44
Agence Nationale de Sécurité des Systémes d'Information (ANSSI)

https://www.ssi.gouv.fr/uploads/2018/10/anssi-cc-2018_44fr.pdf (fr)

https://www.ssi.gouv.fr/uploads/2018/10/anssi-cible-cc-2018_44en.pdf (en)

2018-10-05

Name
Applicant

Remote QSCD

IDeal Citiz v2.3-n embedding ID.me 1.6-n application (ID.me 1.6-n/ 2.1.6.0.0)

Idemia

No
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https://www.ssi.gouv.fr/uploads/2018/10/anssi-cc-2018_44-s01fr.pdf
https://www.ssi.gouv.fr/uploads/2018/10/anssi-cc-2018_44-m01.pdf
https://www.ssi.gouv.fr/uploads/2018/10/anssi-cc-2018_44fr.pdf
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Qualified Signature Creation

Device (QSigCD)

Yes

Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 4238/ANSSI/SDE/PSS/BQA
URL https://www.ssi.gouv.fr/uploads/20191108_4238.pdf (fr)
Effective starting date 2019-11-08
Expiration date 2029-08-21
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2019/32
Issuer: ANSSI

URL ro report: https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2019_32fr.pdf (fr)

CC certification report(s)

URL to security

target: https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2019_32en.pdf (en)

Issuance date 2019-08-21

Qualified Seal Creation Device

(QSealCD) ves
Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 4238/ANSSI/SDE/PSS/BQA
URL https://www.ssi.gouv.fr/uploads/20191108_4238.pdf (fr)
Effective starting date 2019-11-08
Expiration date 2029-08-21
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2019/32
Issuer: ANSSI

URL ro report: https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2019_32fr.pdf (fr)

CC certification report(s)

URL to security

target: https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2019_32en.pdf (en)

Issuance date 2019-08-21

Note(s)

NXP ASEPCOS-CNS v1.84 in SSCD configuration on NXP P60D080PVG dual interface

Name \

microcontroller
Applicant NXP Semiconductors Germany GmbH
Remote QSCD No
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https://www.ssi.gouv.fr/uploads/20191108_4238.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2019_32fr.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2019_32en.pdf
https://www.ssi.gouv.fr/uploads/20191108_4238.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2019_32fr.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2019_32en.pdf

Qualified Signature Creation

Device (QSigCD) e
Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 10248/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/20180119_10248.pdf (fr)

URL https://www.ssi.gouv.fr/uploads/2022_2531 np.pdf (fr)
Effective starting date 2018-01-19
Expiration date 2022-12-31

Art.30.3.(b) notified alternative
certification method

Reference: ANSSI-CC-2016/63
Issuer: ANSSI
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2016_63.pdf (fr)

CC certification report(s)
URL to security

target:
Issuance date 2016-11-02
Qualified Seal Creation Device Yes
(QSealCD)
Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 10248/ANSSI/SDE
URL https://www.ss!.gouv.fr/uploads/20180119_10248.pdf (fr)
https://www.ssi.gouv.fr/uploads/2022_2531 np.pdf (en)
Effective starting date 2018-01-19
Expiration date 2022-12-31

Art.30.3.(b) notified alternative
certification method

Reference: ANSSI-CC-2016/63
Issuer: ANSSI
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2016_63.pdf (fr)

CC certification report(s)

URL to security
target:

Issuance date 2016-11-02

Note(s)
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https://www.ssi.gouv.fr/uploads/20180119_10248.pdf
https://www.ssi.gouv.fr/uploads/2022_2531_np.pdf
https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2016_63.pdf
https://www.ssi.gouv.fr/uploads/20180119_10248.pdf
https://www.ssi.gouv.fr/uploads/2022_2531_np.pdf
https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2016_63.pdf

Name

Applicant
Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

NXP ASEPCOS-CNS v1.84 in SSCD configuration with patch PLO7 on NXP P60D080PVG dual
interface microcontroller

NXP Semiconductors Germany GmbH

No

Yes

Agence Nationale de Sécurité des Systémes d'Information (ANSSI)

17868/ANSSI/SDE/PSS/BQA

https://www.ssi.gouv.fr/uploads/20181203_17868.pdf (fr)

2018-12-03

2020-12-31

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2016/63-M02
ANSSI

https://www.ssi.gouv.fr/uploads/2016/11/anssi-cc-2016_63-mO02fr.pdf (fr)

2018-10-05

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2016/63
ANSSI

https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2016_63.pdf (fr)

2016-11-02
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https://www.ssi.gouv.fr/uploads/20181203_17868.pdf
https://www.ssi.gouv.fr/uploads/2016/11/anssi-cc-2016_63-m02fr.pdf
https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2016_63.pdf

Qualified Seal Creation Device

(QSealCD) ves
Issuer Agence Nationale de Sécurité des Systémes d'Information (ANSSI)
Reference 17868/ANSSI/SDE/PSS/BQA
URL https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2016_63.pdf (fr)
Effective starting date 2018-12-03
Expiration date 2020-12-31
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2016/63-M02
Issuer: ANSSI
URL ro report: https://www.ssi.gouv.fr/uploads/2016/11/anssi-cc-2016_63-mO02fr.pdf (fr)
URL to security
target:
Issuance date 2018-10-05
CC certification report(s)
Reference: ANSSI-CC-2016/63
Issuer: ANSSI
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2016_63.pdf (fr)
URL to security
target:
Issuance date 2016-11-02

Note(s)

Name Produit Gemalto "IAS Classic V4.4 with MOC Server 1.1 on MultiApp V4" embarqué sur le
microcontréleur M7892 G12 Infineon Technologies AG

Applicant Thales DIS France (previously Gemalto)

Remote QSCD No
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https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2016_63.pdf
https://www.ssi.gouv.fr/uploads/2016/11/anssi-cc-2016_63-m02fr.pdf
https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2016_63.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Agence Nationale de Sécurité des Systémes d'Information (ANSSI)

3341/ANSSI/SDE; 1581/ANSSI/SDE; 666/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/20170626_3341.pdf (fr)
https://www.ssi.gouv.fr/uploads/2022_1581_np.pdf (fr)
https://www.ssi.gouv.fr/uploads/2023_666_np.pdf (fr)

2017-07-07

2027-06-16

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2017/22
ANSSI

https://www.ssi.gouv.fr/uploads/2017/06/anssi_cc-2017_22.pdf (fr)

https://www.ssi.gouv.fr/uploads/2017/06/anssi_cible2017_22en.pdf (en)

2017-06-16

ANSSI-CC-2017/22-501
ANSSI

https://www.ssi.gouv.fr/uploads/2017/06/anssi-cc-2017_22-s01.pdf (fr)

https://www.ssi.gouv.fr/uploads/2017/06/anssi-cible-cc-2017_22en.pdf (en)

2022-10-21

ANSSI-CC-2017/22-M01
ANSSI

https://www.ssi.gouv.fr/uploads/2017/06/anssi-cc-2017_22-m01.pdf (fr)

https://www.ssi.gouv.fr/uploads/2017/06/anssi-cible-cc-2017_22en.pdf (en)

2022-10-21
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https://www.ssi.gouv.fr/uploads/20170626_3341.pdf
https://www.ssi.gouv.fr/uploads/2022_1581_np.pdf
https://www.ssi.gouv.fr/uploads/2023_666_np.pdf
https://www.ssi.gouv.fr/uploads/2017/06/anssi_cc-2017_22.pdf
https://www.ssi.gouv.fr/uploads/2017/06/anssi_cible2017_22en.pdf
https://www.ssi.gouv.fr/uploads/2017/06/anssi-cc-2017_22-s01.pdf
https://www.ssi.gouv.fr/uploads/2017/06/anssi-cible-cc-2017_22en.pdf
https://www.ssi.gouv.fr/uploads/2017/06/anssi-cc-2017_22-m01.pdf
https://www.ssi.gouv.fr/uploads/2017/06/anssi-cible-cc-2017_22en.pdf

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Agence Nationale de Sécurité des Systémes d'Information (ANSSI)

3341/ANSSI/SDE; 1581/ANSSI/SDE; 666/ANSSI/SDE

https://www.ssi.gouv.fr/uploads/20170626_3341.pdf (fr)
https://www.ssi.gouv.fr/uploads/2022_1581_np.pdf (fr)
https://www.ssi.gouv.fr/uploads/2023_666_np.pdf (fr)

2017-07-07

2027-06-16

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2017/22
ANSSI

https://www.ssi.gouv.fr/uploads/2017/06/anssi_cc-2017_22.pdf (fr)

https://www.ssi.gouv.fr/uploads/2017/06/anssi_cible2017_22en.pdf (en)

2017-06-16

ANSSI-CC-2017/22-501
ANSSI

https://www.ssi.gouv.fr/uploads/2017/06/anssi-cc-2017_22-s01.pdf (fr)

https://www.ssi.gouv.fr/uploads/2017/06/anssi-cible-cc-2017_22en.pdf (en)

2022-10-21

ANSSI-CC-2017/22-M01
ANSSI

https://www.ssi.gouv.fr/uploads/2017/06/anssi-cc-2017_22-m01.pdf (fr)

https://www.ssi.gouv.fr/uploads/2017/06/anssi-cible-cc-2017_22en.pdf (en)

2022-10-21

Monitoring and maintenance of the certification performed on 21 October 2022, i.e. before
the expiry date of 6 November 2022. Due to errors in the QSCD compliance certification
decision, the decision has been redone and shortened to the CC certification date (2017/22-
S01 and 2017/22-M01).
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https://www.ssi.gouv.fr/uploads/2023_666_np.pdf
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Germany
List of SSCDs

ACOS EMV-A04V1

Name ACOS EMV-A04V1
Applicant Austria Card Plastikkarten und Ausweissysteme GmbH
Designation report Yes

Issuer

Reference

URL

Expiration date 2017-01-01

CC certification report(s)

Note(s)

Digitale Signatur: Sichere Signaturerstellungseinheiten CardOS V5.0 with Application for QES, V1.0

Digitale Signatur: Sichere Signaturerstellungseinheiten CardOS V5.0 with Application for

Name QES, V1.0
Applicant Atos IT Solutions and Services GmbH (DE)
Designation report Yes
Issuer Bundesamt fur Sicherheit in der Informationstechnik
Reference BSI.02136.TE.07.2013 & Nachtrag zu BSI.02136.TE.07.2013
URL thps://www.bsi..bund.de/SharedDocs/DownIoads/DE/BSI/Zgrtiﬁgierung/
Signaturbestaetigung/02136_n01 _pdf.pdf?__blob=publicationFile&v=2 (de)
Expiration date 2022-12-31
Reference: BSI-DSZ-CC-0833-2013-MA-01
Issuer: Bundesamt fiir Sicherheit in der Informationstechnik
Ccotenton reportgy | URLroremer LS e et o Soneur
URL to security
target:
Issuance date 2017-07-07
Note(s)
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https://www.bsi.bund.de/SharedDocs/Downloads/DE/BSI/Zertifizierung/Signaturbestaetigung/02136_n01_pdf.pdf?__blob=publicationFile&v=2
https://www.bsi.bund.de/SharedDocs/Downloads/DE/BSI/Zertifizierung/Signaturbestaetigung/02136_n01_pdf.pdf?__blob=publicationFile&v=2
https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-Sichere_Signaturerstellungseinheiten/0833.html
https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-Sichere_Signaturerstellungseinheiten/0833.html

MaskTech MTCOS Pro 2.1 SSCD-HPC/ST23YR80

Name
Applicant
Designation report
Issuer
Reference
URL
Expiration date
CC certification report(s)

Note(s)

MaskTech MTCOS Pro 2.1 SSCD-HPC/ST23YR80
MaskTech International GmbH

Yes

2019-12-31

MICARDO V3.5 R1.0 eHC V1.0 (QES)

Name
Applicant
Designation report
Issuer
Reference
URL
Expiration date
CC certification report(s)

Note(s)

MICARDO V3.5 R1.0 eHC V1.0 (QES)
Sagem Orga GmbH

Yes

2016-12-31

MICARDO V3.5 R1.0 eHC V1.0 (QES komplettierbar)

Name
Applicant
Designation report
Issuer
Reference
URL
Expiration date
CC certification report(s)

Note(s)

MICARDO V3.5 R1.0 eHC V1.0 (QES komplettierbar)
Sagem Orga GmbH

Yes

2016-12-31
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MICARDO V3.5 R1.0 eHC V1.2 QESC V1.0

Name
Applicant
Designation report
Issuer
Reference
URL
Expiration date
CC certification report(s)

Note(s)

MICARDO V3.5 R1.0 eHC V1.2 QESC V1.0
Sagem Orga GmbH

Yes

2016-12-31

MICARDO V3.5 R1.0 eHC V1.2 QES V1.0

Name
Applicant
Designation report
Issuer
Reference
URL
Expiration date
CC certification report(s)

Note(s)

MTCOS Pro v2.1 SSCD/ST23YR80

Name
Applicant
Designation report
Issuer
Reference
URL
Expiration date
CC certification report(s)

Note(s)

MICARDO V3.5 R1.0 eHC V1.2 QES V1.0
Sagem Orga GmbH

Yes

2016-12-31

MTCOS Pro v2.1 SSCD/ST23YR80
MaskTech International GmbH

Yes

2018-12-31
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STARCOS 3.4 Health HBA C1

Name
Applicant
Designation report
Issuer
Reference
URL
Expiration date
CC certification report(s)

Note(s)

STARCOS 3.4 Health QES C1

Name

Applicant

Designation report
Issuer

Reference

URL

Expiration date

CC certification report(s)

Note(s)

STARCOS 3.4 Health HBA C1
Giesecke & Devrient GmbH

Yes

2017-12-31

STARCOS 3.4 Health QES C1
Giesecke & Devrient GmbH

Yes

Bundesamt fiir Sicherheit in der Informationstechnik

BSI.02120.TE.05.2009 & 2. Nachtrag zu BSI.02120.TE.05.2009

https://www.bsi.bund.de/SharedDocs/Downloads/DE/BSI/Zertifizierung/
Signaturbestaetigung/02120_pdf.pdf?__blob=publicationFile&v=1 (de)
https://www.bsi.bund.de/SharedDocs/Downloads/DE/BSI/Zertifizierung/
Signaturbestaetigung/02120_n02_pdf.pdf?__blob=publicationFile&v=1 (de)

2021-12-31

Reference: BSI-DSZ-CC-0582-2009

Issuer: Bundesamt fur Sicherheit in der Informationstechnik

URL ro report:

URL to security
target:

Issuance date 2009-04-30

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-
Sichere_Signaturerstellungseinheiten/0582.html (de)
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https://www.bsi.bund.de/SharedDocs/Downloads/DE/BSI/Zertifizierung/Signaturbestaetigung/02120_pdf.pdf?__blob=publicationFile&v=1
https://www.bsi.bund.de/SharedDocs/Downloads/DE/BSI/Zertifizierung/Signaturbestaetigung/02120_pdf.pdf?__blob=publicationFile&v=1
https://www.bsi.bund.de/SharedDocs/Downloads/DE/BSI/Zertifizierung/Signaturbestaetigung/02120_n02_pdf.pdf?__blob=publicationFile&v=1
https://www.bsi.bund.de/SharedDocs/Downloads/DE/BSI/Zertifizierung/Signaturbestaetigung/02120_n02_pdf.pdf?__blob=publicationFile&v=1
https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-Sichere_Signaturerstellungseinheiten/0582.html
https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-Sichere_Signaturerstellungseinheiten/0582.html

STARCOS 3.4 Health QES C2

Name

Applicant

Designation report
Issuer

Reference

URL

Expiration date

CC certification report(s)

Note(s)

STARCOS 3.5 ID ECC C1

Name
Applicant
Designation report
Issuer
Reference
URL
Expiration date
CC certification report(s)

Note(s)

STARCOS 3.4 Health QES C2
Giesecke & Devrient GmbH

Yes

Bundesamt fiir Sicherheit in der Informationstechnik

BSI.02120.TE.05.2009 & 2. Nachtrag zu BSI.02120.TE.05.2009

https://www.bsi.bund.de/SharedDocs/Downloads/DE/BSI/Zertifizierung/
Signaturbestaetigung/02120_pdf.pdf?__blob=publicationFile&v=1 (de)
https://www.bsi.bund.de/SharedDocs/Downloads/DE/BSI/Zertifizierung/
Signaturbestaetigung/02120_n02_pdf.pdf?__blob=publicationFile&v=1 (de)

2021-12-31

Reference: BSI-DSZ-CC-0582-2009

Issuer: Bundesamt fur Sicherheit in der Informationstechnik

URL ro report:

URL to security
target:

Issuance date 2009-04-30

STARCOS 3.5 ID ECCC1

Giesecke & Devrient GmbH

Yes

2018-12-31

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-
Sichere_Signaturerstellungseinheiten/0582.html (de)
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https://www.bsi.bund.de/SharedDocs/Downloads/DE/BSI/Zertifizierung/Signaturbestaetigung/02120_pdf.pdf?__blob=publicationFile&v=1
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https://www.bsi.bund.de/SharedDocs/Downloads/DE/BSI/Zertifizierung/Signaturbestaetigung/02120_n02_pdf.pdf?__blob=publicationFile&v=1
https://www.bsi.bund.de/SharedDocs/Downloads/DE/BSI/Zertifizierung/Signaturbestaetigung/02120_n02_pdf.pdf?__blob=publicationFile&v=1
https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-Sichere_Signaturerstellungseinheiten/0582.html
https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-Sichere_Signaturerstellungseinheiten/0582.html

STARCOS 3.5 ID ECC C1R

Name

Applicant

Designation report
Issuer

Reference
URL

Expiration date
CC certification report(s)

Note(s)

STARCOS 3.5 ID GCC C1

Name
Applicant
Designation report
Issuer
Reference
URL
Expiration date
CC certification report(s)

Note(s)

STARCOS 3.5 ID GCC C1R

Name

Applicant

Designation report
Issuer

Reference

URL

Expiration date
CC certification report(s)

Note(s)

STARCOS 3.5 ID ECC C1R

Giesecke+Devrient Mobile Security GmbH (change of name)

Yes

SRC.00021.TE.05.2013

https://src-zert.de/en/portfolio-item/qscd-gieseckedevrient-mobile-security-gmbh-

starcos-3-5-id-ecc-c1r/ (en)

2023-12-31

STARCOS 3.5 ID GCC C1
Giesecke & Devrient GmbH

Yes

2016-12-31

STARCOS 3.5 ID GCC C1R

Giesecke+Devrient Mobile Security GmbH (change of name)

Yes

SRC.00014.TE.02.2012

https://src-zert.de/en/portfolio-item/qscd-gieseckedevrient-mobile-security-gmbh-

starcos-3-5-id-gcc-cl1r/ (en)

2023-12-31
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https://src-zert.de/en/portfolio-item/qscd-gieseckedevrient-mobile-security-gmbh-starcos-3-5-id-ecc-c1r/
https://src-zert.de/en/portfolio-item/qscd-gieseckedevrient-mobile-security-gmbh-starcos-3-5-id-ecc-c1r/
https://src-zert.de/en/portfolio-item/qscd-gieseckedevrient-mobile-security-gmbh-starcos-3-5-id-gcc-c1r/
https://src-zert.de/en/portfolio-item/qscd-gieseckedevrient-mobile-security-gmbh-starcos-3-5-id-gcc-c1r/

STARCOS 3.5 ID GCC C2

Name

Applicant

Designation report
Issuer

Reference
URL

Expiration date
CC certification report(s)

Note(s)

STARCOS 3.5 ID GCC C2R

Name

Applicant

Designation report
Issuer

Reference
URL

Expiration date
CC certification report(s)

Note(s)

STARCOS 3.6 QES C1

Name

Applicant

Designation report
Issuer

Reference

URL

Expiration date
CC certification report(s)

Note(s)

STARCOS 3.5 ID GCC C2
Giesecke+Devrient Mobile Security GmbH (change of name)

Yes

SRC.00012.TE.05.2013

https://src-zert.de/en/portfolio-item/qscd-gieseckedevrient-mobile-security-gmbh-
starcos-3-5-id-gcc-c2/ (en)

2023-12-31

STARCOS 3.5 ID GCC C2R
Giesecke+Devrient Mobile Security GmbH (change of name)

Yes

SRC.00022.TE.11.2014

https://src-zert.de/en/portfolio-item/qscd-gieseckedevrient-mobile-security-gmbh-
starcos-3-5-id-gcc-c2r/ (en)

2023-12-31

STARCOS 3.6 QES C1
Giesecke+Devrient Mobile Security GmbH (change of name)

Yes

SRC.00025.TE.06.2016

https://src-zert.de/en/portfolio-item/qscd-gieseckedevrient-mobile-security-gmbh-
starcos-3-6-qes-c1/ (en)

2022-12-31
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https://src-zert.de/en/portfolio-item/qscd-gieseckedevrient-mobile-security-gmbh-starcos-3-5-id-gcc-c2/
https://src-zert.de/en/portfolio-item/qscd-gieseckedevrient-mobile-security-gmbh-starcos-3-5-id-gcc-c2/
https://src-zert.de/en/portfolio-item/qscd-gieseckedevrient-mobile-security-gmbh-starcos-3-5-id-gcc-c2r/
https://src-zert.de/en/portfolio-item/qscd-gieseckedevrient-mobile-security-gmbh-starcos-3-5-id-gcc-c2r/
https://src-zert.de/en/portfolio-item/qscd-gieseckedevrient-mobile-security-gmbh-starcos-3-6-qes-c1/
https://src-zert.de/en/portfolio-item/qscd-gieseckedevrient-mobile-security-gmbh-starcos-3-6-qes-c1/

TCOS 3.0 Signature Card, Version 1.1

Name TCOS 3.0 Signature Card, Version 1.1
Applicant T-Systems Enterprise Service GmbH
Designation report Yes

Issuer

Reference

URL

Expiration date 2017-12-31

CC certification report(s)

Expiration dates: - Use outside a trust center: 30.06.2016 - Use inside a trust center:

Note(s) 31.12.2017

TCOS 3.0 Signature Card Version 2.0 Release 1/SLE78CLX1440P

Name TCOS 3.0 Signature Card Version 2.0 Release 1/SLE78CLX1440P
Applicant T-Systems International GmbH
Designation report Yes
Issuer
Reference SRC.00016.TE.11.2012 & Nachtrag zu SRC.00016.TE.11.2012
URL
Expiration date 2020-12-31

CC certification report(s)

Note(s)

TCOS Health Professional Card Version 2.0 Releasel/SLE78CLX1440P

Name TCOS Health Professional Card Version 2.0 Releasel/SLE78CLX1440P
Applicant T-Systems International GmbH
Designation report Yes
Issuer
Reference SRC.00023.TE.04.2016
URL https://src-zert.de/en/portfolio-item/qscd-t-systems-international-gmbh-tcos-health-

professional-card-version-2-0-release-1-sle78cIx1440p/ (en)
Expiration date 2022-12-31
CC certification report(s)

Note(s)
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https://src-zert.de/en/portfolio-item/qscd-t-systems-international-gmbh-tcos-health-professional-card-version-2-0-release-1-sle78clx1440p/
https://src-zert.de/en/portfolio-item/qscd-t-systems-international-gmbh-tcos-health-professional-card-version-2-0-release-1-sle78clx1440p/

TCOS Identity Card Version 1.0 Release 1/P5CD128/145

Name TCOS Identity Card Version 1.0 Release 1/P5CD128/145
Applicant T-Systems International GmbH
Designation report Yes
Issuer
Reference SRC.00007.TE.10.2010
URL http§://src-zert.de/en/portfolio-item/qscd-t-systems-internationaI-gmbh-tcos-identity-card-
version-1-0-release-1-p5cd128-145/ (en)
Expiration date 2022-12-31

CC certification report(s)

Note(s)

TCOS Identity Card Version 1.0 Release 1/SLE78CLX1440P

Name TCOS Identity Card Version 1.0 Release 1/SLE78CLX1440P
Applicant T-Systems International GmbH
Designation report Yes
Issuer
Reference SRC.00006.TE.11.2010
URL https://src-zert.de/en/portfolio-item/qscd-t-systems-international-gmbh-tcos-identity-card-

version-1-0-release-1-sle78cIx1440p/ (en)
Expiration date 2022-12-31
CC certification report(s)

Note(s)

TCOS Identity Card Version 1.0 Release 2/SLE78CLX1440P

Name TCOS Identity Card Version 1.0 Release 2/SLE78CLX1440P
Applicant T-Systems International GmbH
Designation report Yes
Issuer
Reference SRC.00017.TE.11.2012
URL https://src-zert.de/en/portfolio-item/qscd-t-systems-international-gmbh-tcos-identity-card-

version-1-0-release-2-sle78cIx1440p/ (en)
Expiration date 2020-12-31
CC certification report(s)

Note(s)
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https://src-zert.de/en/portfolio-item/qscd-t-systems-international-gmbh-tcos-identity-card-version-1-0-release-1-p5cd128-145/
https://src-zert.de/en/portfolio-item/qscd-t-systems-international-gmbh-tcos-identity-card-version-1-0-release-1-p5cd128-145/
https://src-zert.de/en/portfolio-item/qscd-t-systems-international-gmbh-tcos-identity-card-version-1-0-release-1-sle78clx1440p/
https://src-zert.de/en/portfolio-item/qscd-t-systems-international-gmbh-tcos-identity-card-version-1-0-release-1-sle78clx1440p/
https://src-zert.de/en/portfolio-item/qscd-t-systems-international-gmbh-tcos-identity-card-version-1-0-release-2-sle78clx1440p/
https://src-zert.de/en/portfolio-item/qscd-t-systems-international-gmbh-tcos-identity-card-version-1-0-release-2-sle78clx1440p/

TCOS Identity Card Version 1.1 Release 1/P60D144

Name TCOS Identity Card Version 1.1 Release 1/P60D144
Applicant T-Systems International GmbH
Designation report Yes

Issuer

Reference SRC.00018.TE.12.2012

URL version-1-1-release-1-p60d144/ (en)

Expiration date 2023-12-31

CC certification report(s)

Note(s)

TCOS Identity Card Version 1.1 Release 2/P60D144

Name TCOS Identity Card Version 1.1 Release 2/P60D144
Applicant T-Systems International GmbH
Designation report Yes

Issuer

Reference SRC.00024.TE.05.2016

URL

version-1-1-release-2-p60d144/ (en)
Expiration date 2023-12-31
CC certification report(s)

Note(s)

https://src-zert.de/en/portfolio-item/gscd-t-systems-international-gmbh-tcos-identity-card-

https://src-zert.de/en/portfolio-item/qscd-t-systems-international-gmbh-tcos-identity-card-
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https://src-zert.de/en/portfolio-item/qscd-t-systems-international-gmbh-tcos-identity-card-version-1-1-release-1-p60d144/
https://src-zert.de/en/portfolio-item/qscd-t-systems-international-gmbh-tcos-identity-card-version-1-1-release-1-p60d144/
https://src-zert.de/en/portfolio-item/qscd-t-systems-international-gmbh-tcos-identity-card-version-1-1-release-2-p60d144/
https://src-zert.de/en/portfolio-item/qscd-t-systems-international-gmbh-tcos-identity-card-version-1-1-release-2-p60d144/

TCOS Residence Permit Card Version 1.0 Release 1/SLE78CLX1440P

Name

Applicant

Designation report
Issuer

Reference

URL

Expiration date

CC certification report(s)

Note(s)

TCOS Residence Permit Card Version 1.0 Release 1/SLE78CLX1440P

T-Systems International GmbH

Yes

Bundesamt fiir Sicherheit in der Informationstechnik

BSI.02131.TE.08.2011 & 2. Nachtrag zu BSI.02131.TE.08.2011

https://www.bsi.bund.de/SharedDocs/Downloads/DE/BSI/Zertifizierung/
Signaturbestaetigung/02131_pdf.pdf?__blob=publicationFile (de)
https://www.bsi.bund.de/SharedDocs/Downloads/DE/BSI/Zertifizierung/
Signaturbestaetigung/02131_n02_pdf.pdf?__blob=publicationFile&v=2 (de)

2023-12-31

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

BSI-DSZ-CC-0729-2011
Bundesamt fur Sicherheit in der Informationstechnik

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-
IC_mit_Anwendung/0729.html (de)

2011-08-25
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https://www.bsi.bund.de/SharedDocs/Downloads/DE/BSI/Zertifizierung/Signaturbestaetigung/02131_pdf.pdf?__blob=publicationFile
https://www.bsi.bund.de/SharedDocs/Downloads/DE/BSI/Zertifizierung/Signaturbestaetigung/02131_pdf.pdf?__blob=publicationFile
https://www.bsi.bund.de/SharedDocs/Downloads/DE/BSI/Zertifizierung/Signaturbestaetigung/02131_n02_pdf.pdf?__blob=publicationFile&v=2
https://www.bsi.bund.de/SharedDocs/Downloads/DE/BSI/Zertifizierung/Signaturbestaetigung/02131_n02_pdf.pdf?__blob=publicationFile&v=2
https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-IC_mit_Anwendung/0729.html
https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-IC_mit_Anwendung/0729.html

TCOS Residence Permit Card Version 1.0 Release 2/SLE78CLX1440P

Name TCOS Residence Permit Card Version 1.0 Release 2/SLE78CLX1440P
Applicant T-Systems International GmbH
Designation report Yes

Issuer Bundesamt fiir Sicherheit in der Informationstechnik

Reference BSI.02131.TE.08.2011 & 2. Nachtrag zu BSI.02131.TE.08.2011

https://www.bsi.bund.de/SharedDocs/Downloads/DE/BSI/Zertifizierung/
Signaturbestaetigung/02131_pdf.pdf?__blob=publicationFile (de)

URL https://www.bsi.bund.de/SharedDocs/Downloads/DE/BS|/Zertifizierung/

Signaturbestaetigung/02131_n02_pdf.pdf?__blob=publicationFile&v=2 (de)
Expiration date 2023-12-31

Reference: BSI-DSZ-CC-0729-2011-MA-01

Issuer: Bundesamt flr Sicherheit in der Informationstechnik

. https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-

CC certification report(s) URL ro report: IC_mit Anwendung/0729.htm! (de)

URL to security

target:

Issuance date 2013-11-27

Note(s)

TCOS Residence Permit Card Version 1.1 Release 1/SLE78CLX1440P

Name TCOS Residence Permit Card Version 1.1 Release 1/SLE78CLX1440P
Applicant T-Systems International GmbH
Designation report Yes
Issuer
Reference SRC.00019.TE.11.2013
URL https://src-zert.de/en/portfolio-item/gscd-t-systems-international-gmbh-tcos-residence-

permit-card-version-1-1-release-1-sle78cIx1440p/ (en)
Expiration date 2020-12-31
CC certification report(s)

Note(s)
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https://www.bsi.bund.de/SharedDocs/Downloads/DE/BSI/Zertifizierung/Signaturbestaetigung/02131_pdf.pdf?__blob=publicationFile
https://www.bsi.bund.de/SharedDocs/Downloads/DE/BSI/Zertifizierung/Signaturbestaetigung/02131_pdf.pdf?__blob=publicationFile
https://www.bsi.bund.de/SharedDocs/Downloads/DE/BSI/Zertifizierung/Signaturbestaetigung/02131_n02_pdf.pdf?__blob=publicationFile&v=2
https://www.bsi.bund.de/SharedDocs/Downloads/DE/BSI/Zertifizierung/Signaturbestaetigung/02131_n02_pdf.pdf?__blob=publicationFile&v=2
https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-IC_mit_Anwendung/0729.html
https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-IC_mit_Anwendung/0729.html
https://src-zert.de/en/portfolio-item/qscd-t-systems-international-gmbh-tcos-residence-permit-card-version-1-1-release-1-sle78clx1440p/
https://src-zert.de/en/portfolio-item/qscd-t-systems-international-gmbh-tcos-residence-permit-card-version-1-1-release-1-sle78clx1440p/

ZKA Banking Signature Card, Version 6.6

Name ZKA Banking Signature Card, Version 6.6
Applicant Giesecke & Devrient GmbH
Designation report Yes

Issuer

Reference

URL

Expiration date 2016-12-31

CC certification report(s)

Note(s)

ZKA Banking Signature Card, Version 7.1

Name ZKA Banking Signature Card, Version 7.1
Applicant Giesecke & Devrient GmbH
Designation report Yes

Issuer

Reference

URL

Expiration date 2016-12-31

CC certification report(s)

Note(s)

ZKA Banking Signature Card, Version 7.1.1

Name ZKA Banking Signature Card, Version 7.1.1
Applicant Giesecke & Devrient GmbH
Designation report Yes

Issuer

Reference

URL

Expiration date 2016-12-31

CC certification report(s)

Note(s)
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ZKA Banking Signature Card, Version 7.1.2

Name ZKA Banking Signature Card, Version 7.1.2
Applicant Giesecke & Devrient GmbH
Designation report Yes

Issuer

Reference

URL

Expiration date 2016-12-31

CC certification report(s)

Note(s)

ZKA Banking Signature Card, Version 7.1.3

Name ZKA Banking Signature Card, Version 7.1.3
Applicant Giesecke & Devrient GmbH
Designation report Yes

Issuer

Reference

URL

Expiration date 2016-12-31

CC certification report(s)

Note(s)

ZKA Banking Signature Card, Version 7.1.4

Name ZKA Banking Signature Card, Version 7.1.4
Applicant Giesecke & Devrient GmbH
Designation report Yes

Issuer

Reference

URL

Expiration date 2016-12-31

CC certification report(s)

Note(s)
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ZKA Banking Signature Card, Version 7.2.1

Name ZKA Banking Signature Card, Version 7.2.1
Applicant Giesecke & Devrient GmbH
Designation report Yes

Issuer

Reference

URL

Expiration date 2016-12-31

CC certification report(s)

Note(s)

ZKA Banking Signature Card, Version 7.2.2

Name ZKA Banking Signature Card, Version 7.2.2
Applicant Giesecke & Devrient GmbH
Designation report Yes

Issuer

Reference

URL

Expiration date 2016-12-31

CC certification report(s)

Note(s)

ZKA Banking Signature Card, Version 7.2.3

Name ZKA Banking Signature Card, Version 7.2.3
Applicant Giesecke & Devrient GmbH
Designation report Yes

Issuer

Reference

URL

Expiration date 2016-12-31

CC certification report(s)

Note(s)

2026-02-17 | Page 177 of 344



ZKA Banking Signature Card, Version 7.6

Name ZKA Banking Signature Card, Version 7.6
Applicant Giesecke & Devrient GmbH
Designation report Yes

Issuer

Reference

URL

Expiration date 2017-12-31

CC certification report(s)

Note(s)

ZKA SECCOS Sig V2.6.4 R1.1

Name ZKA SECCOS Sig vV2.6.4 R1.1
Applicant Sagem Orga GmbH
Designation report Yes

Issuer

Reference

URL

Expiration date 2016-12-31

CC certification report(s)

Note(s)

ZKA SECCOS Sig V2.6.4 R1.1.1

Name ZKA SECCOS Sig V2.6.4 R1.1.1
Applicant Sagem Orga GmbH
Designation report Yes

Issuer

Reference

URL

Expiration date 2016-12-31

CC certification report(s)

Note(s)
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ZKA SECCOS Sig V2.6.4 R1.1.1.1 (LC)

Name
Applicant
Designation report
Issuer
Reference
URL
Expiration date
CC certification report(s)

Note(s)

ZKA SECCOS Sig V2.6.4 R1.1.1.1 (LC)

Sagem Orga GmbH

Yes

2016-12-31

ZKA SECCOS Sig V2.6.4 R1.1.1 (LC)

Name
Applicant
Designation report
Issuer
Reference
URL
Expiration date
CC certification report(s)

Note(s)

ZKA SECCOS Sig v2.6.4 R1.1.2

Name
Applicant
Designation report
Issuer
Reference
URL
Expiration date
CC certification report(s)

Note(s)

ZKA SECCOS Sig V2.6.4 R1.1.1 (LC)

Sagem Orga GmbH

Yes

2016-12-31

ZKA SECCOS Sig v2.6.4 R1.1.2

Sagem Orga GmbH

Yes

2016-12-31
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ZKA-Signaturkarte, Version 6.21

Name ZKA-Signaturkarte, Version 6.21
Applicant Gemalto GmbH
Designation report Yes

Issuer

Reference

URL

Expiration date 2016-12-31

CC certification report(s)

Note(s)

ZKA-Signaturkarte, Version 6.22

Name ZKA-Signaturkarte, Version 6.22
Applicant Gemalto GmbH
Designation report Yes

Issuer

Reference

URL

Expiration date 2016-12-31

CC certification report(s)

Note(s)

ZKA-Signaturkarte, Version 6.30

Name ZKA-Signaturkarte, Version 6.30
Applicant Gemalto GmbH
Designation report Yes

Issuer

Reference

URL

Expiration date 2016-12-31

CC certification report(s)

Note(s)
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ZKA-Signaturkarte, Version 6.31

Name ZKA-Signaturkarte, Version 6.31
Applicant Gemalto GmbH
Designation report Yes

Issuer

Reference

URL

Expiration date 2016-12-31

CC certification report(s)

Note(s)

ZKA-Signaturkarte, Version 6.32

Name ZKA-Signaturkarte, Version 6.32
Applicant Gemalto GmbH
Designation report Yes

Issuer

Reference

URL

Expiration date 2019-12-31

CC certification report(s)

Note(s)

ZKA-Signaturkarte, Version 6.32 M

Name ZKA-Signaturkarte, Version 6.32 M
Applicant Gemalto GmbH
Designation report Yes

Issuer

Reference

URL

Expiration date 2019-12-31

CC certification report(s)

Note(s)
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List of QSCDs

Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

BV-SAM on CryptoServer CP5

Bank-Verlag GmbH, WendelinstralBe 1, D-50933 KdéIn, Germany

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014

Yes

SRC Security Research & Consulting GmbH
SRC.00031.QSCD.02.2019

https://src-zert.de/en/portfolio-item/qscd-bank-verlag-gmbh-bv-sam-on-cryptoserver-cp5/
(en)

2019-02-28
2027-12-31

https://src-zert.de/wp-content/uploads/2020/11/SRC-Notification-of-a-QSCD-security-
evaluation-process-server-signing-v1.0.pdf (en)

Reference: HSM (subcomponent) certified by TUV Rheinland Nederland B.V. (see “Products for Digital

Signatures”)
Issuer: TOV Rheinland Nederland B.V.
URL ro report: https://www.commoncriteriaportal.org/products/ (en)

URL to security

target: https://www.commoncriteriaportal.org/products/ (en)

Issuance date 2018-12-19
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https://src-zert.de/en/portfolio-item/qscd-bank-verlag-gmbh-bv-sam-on-cryptoserver-cp5/
https://src-zert.de/wp-content/uploads/2020/11/SRC-Notification-of-a-QSCD-security-evaluation-process-server-signing-v1.0.pdf
https://src-zert.de/wp-content/uploads/2020/11/SRC-Notification-of-a-QSCD-security-evaluation-process-server-signing-v1.0.pdf
https://www.commoncriteriaportal.org/products/
https://www.commoncriteriaportal.org/products/

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

SRC Security Research & Consulting GmbH
SRC.00031.QSCD.02.2019

https://src-zert.de/en/portfolio-item/qscd-bank-verlag-gmbh-bv-sam-on-cryptoserver-cp5/
(en)

2019-02-28
2027-12-31

https://src-zert.de/wp-content/uploads/2020/11/SRC-Notification-of-a-QSCD-security-
evaluation-process-server-signing-v1.0.pdf (en)

HSM (subcomponent) certified by TUV Rheinland Nederland B.V. (see “Products for Digital

Reference: Signatures”)
Issuer: TOV Rheinland Nederland B.V.
URL ro report: https://www.commoncriteriaportal.org/products/ (en)

URL to security

target: https://www.commoncriteriaportal.org/products/ (en)

Issuance date 2018-12-19

Name
Applicant

Remote QSCD

CardOS DI V5.4 QES Version 1.0
Atos Information Technology GmbH

No
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Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Bundesamt flr Sicherheit in der Informationstechnik (BSI)

Certificates BSI-DSZ-CC-1112-2020; BSI-DSZ-CC-1112-V2-2021

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-
Sichere_Signaturerstellungseinheiten/1112.html (en)

2020-06-18

2026-09-28

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

BSI-DSZ-CC-1112-2020
Bundesamt fiir Sicherheit in der Informationstechnik (BSI)

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-
Sichere_Signaturerstellungseinheiten/1112.html (en)

2020-06-18

BSI-DSZ-CC-1112-V2-2021
Bundesamt flir Sicherheit in der Informationstechnik (BSI)

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-
Sichere_Signaturerstellungseinheiten/1112.html (en)

2021-09-29
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Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Bundesamt fur Sicherheit in der Informationstechnik (BSI)
Certificates BSI-DSZ-CC-1112-2020; BSI-DSZ-CC-1112-V2-2021

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-
Sichere_Signaturerstellungseinheiten/1112.html (en)

2020-06-18

2026-09-28

Reference: BSI-DSZ-CC-1112-2020

Issuer: Bundesamt fiir Sicherheit in der Informationstechnik (BSI)

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-

URL ro report: Sichere_Signaturerstellungseinheiten/1112.html (en)

URL to security

target:

Issuance date 2020-06-18

Reference: BSI-DSZ-CC-1112-V2-2021

Issuer: Bundesamt flr Sicherheit in der Informationstechnik (BSI)

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-

URL ro report: Sichere_Signaturerstellungseinheiten/1112.html (en)

URL to security
target:

Issuance date 2021-09-29

The certificate BSI-DSZ-CC-1112-V2-2021 is a follow up of the conformity statement

issued for the product CardOS DI V5.4 QES Version 1.0 on 18 June 2020 as part of the CC-
Certificate BSI-DSZ-CC-1112-2020. The reason for the follow-up certificate is an update

of the related CC-Certificate in terms of assurance confirmation and validity as well as a
change of the cryptographic algorithms included, i.e. selection of algorithms and related
validity time. Compared to the previous conformity statement issued for the product CardOS
DI V5.4 QES Version 1.0 on 18 June 2020 as part of the CC-Certificate BSI-DSZ-CC-1112-
2020, the cryptographic algorithms RSA PKCS#1 v1.5 with Modulus length = 2048, RSA PSS
(PKCS#1 v2.1) with Modulus length = 2048 and SHA-2, hash length (bits) = 224 have been
removed from the conformity statement.

Name
Applicant

Remote QSCD

CardOS V6.0 ID R1.0
Atos Information Technology GmbH

No
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Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Bundesamt flr Sicherheit in der Informationstechnik (BSI)
Certificate BSI-DSZ-CC-1162-2021

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-
IC_mit_Anwendung/1162.html (en)

2021-11-10

2026-11-09

Reference: BSI-DSZ-CC-1162-2021

Issuer: Bundesamt fiir Sicherheit in der Informationstechnik (BSI)

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-

URL ro report: IC_mit_Anwendung/1162.html (en)

URL to security
target:

Issuance date 2021-11-10

Yes

Bundesamt fiir Sicherheit in der Informationstechnik (BSI)
Certificate BSI-DSZ-CC-1162-2021

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-
IC_mit_ Anwendung/1162.html (en)

2021-11-10

2026-11-09

Reference: BSI-DSZ-CC-1162-2021

Issuer: Bundesamt flir Sicherheit in der Informationstechnik (BSI)

URL ro report: https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-
port: IC_mit_Anwendung/1162.html (en)

URL to security

target:

Issuance date 2021-11-10
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Name CardOS V6.0 ID R1.1
Applicant Eviden Germany GmbH
Remote QSCD No
Qua_lified S!gnature Creation Yes
Device (QSigCD)
Issuer Bundesamt flr Sicherheit in der Informationstechnik (BSI)
Reference Certificates BSI-DSZ-CC-1162-2021-MA-01; BSI-DSZ-CC-1162-V2-2023

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-

URL IC_mit_Anwendung/1162.html (en)
Effective starting date 2023-06-06
Expiration date 2028-10-16

Art.30.3.(b) notified alternative
certification method

Reference: Certificate BSI-DSZ-CC-1162-2021-MA-01
Issuer: Bundesamt flr Sicherheit in der Informationstechnik (BSI)

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-

URL ro report: IC_mit Anwendung/1162.htm (en)

URL to security

target:
Issuance date 2023-06-06
CC certification report(s)
Reference: Certificate BSI-DSZ-CC-1162-V2-2023
Issuer: Bundesamt fiir Sicherheit in der Informationstechnik (BSI)

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-

URL ro report: IC_mit_Anwendung/1162.html (en)

URL to security
target:

Issuance date 2023-10-17
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Qualified Seal Creation Device
(QSealCD)

Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Name
Applicant

Remote QSCD

Yes

Bundesamt fur Sicherheit in der Informationstechnik (BSI)

Certificates BSI-DSZ-CC-1162-2021-MA-01; BSI-DSZ-CC-1162-V2-2023

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-
IC_mit_Anwendung/1162.html (en)

2023-06-06

2028-10-16

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

Certificate BSI-DSZ-CC-1162-2021-MA-01
Bundesamt fiir Sicherheit in der Informationstechnik (BSI)

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-
IC_mit_Anwendung/1162.html (en)

2023-06-06

Certificate BSI-DSZ-CC-1162-V2-2023
Bundesamt flr Sicherheit in der Informationstechnik (BSI)

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-
IC_mit_Anwendung/1162.html (en)

2023-10-17

The composite TOE is named CardOS V6.0 ID R1.1 and developed by Eviden Germany
GmbH (formerly Atos Information Technology GmbH). The TOE is a smart card product
consisting of an operating system on an Infineon IC together with an application layer.
Applications covered by this TOE comprise an electronic passport (ePass) application

and/or a signature (eSign) application. Three major configurations of the TOE are defined
which differ in the description of the file system: ePassport, SSCD (Secure Signature
Creation Device) and elD. The IC platform comprises the integrated circuit SLC52GDA448*
(IFX_CCI_000005 Design Step H13) and the cryptographic libraries RSA v2.08.007, EC
v2.08.007, Toolbox v2.08.007, Base v2.08.007, HCL (Hash Cryptographic Library) v1.12.001,
SCL (Symmetric Cryptographic Library) v2.04.002 and HSL (Hardware Support Library)
v03.12.8812 from Infineon Technologies AG certified under ID BSI-DSZ-CC-1110-V5-2022-
MA-01. The present procedure is a re-certification of the TOE certified under BSI-DSZ-
CC-1162-2021 and subsequent BSI-DSZ-CC-1162-2021-MA-01. The focus of this re-
evaluation was on the update of the CC certificate of the TOE's underlying IC, the update of
ALC related aspects (including new site audits), the renewal of the vulnerability analysis and
the corresponding update of the Security Target and user guidance documentation.

CardOS V6.0 ID R1.2

Eviden Germany GmbH

No
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Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Bundesamt flr Sicherheit in der Informationstechnik (BSI)
Certificate BSI-DSZ-CC-1162-V3-2024

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-
IC_mit_Anwendung/1162.html (en)

2024-12-04

2029-12-03

Reference: BSI-DSZ-CC-1162-V3-2024

Issuer: Bundesamt fiir Sicherheit in der Informationstechnik (BSI)

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-

URL ro report: IC_mit_Anwendung/1162.html (en)

URL to security
target:

Issuance date 2024-12-04

Yes

Bundesamt fiir Sicherheit in der Informationstechnik (BSI)
Certificate BSI-DSZ-CC-1162-V3-2024

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-
IC_mit_ Anwendung/1162.html (en)

2024-12-04

2029-12-03

Reference: BSI-DSZ-CC-1162-V3-2024

Issuer: Bundesamt flir Sicherheit in der Informationstechnik (BSI)

URL ro report: https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-
port: IC_mit_Anwendung/1162.html (en)

URL to security

target:

Issuance date 2024-12-04
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Name CardOS V6.1 ID R1.0
Applicant Eviden Germany GmbH
Remote QSCD No

Qualified Signature Creation

Device (QSigCD) VEE
Issuer Bundesamt flr Sicherheit in der Informationstechnik (BSI)
Reference Certificate BSI-DSZ-CC-1255-2025

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-

URL IC_mit_Anwendung/1255.html (en)
Effective starting date 2025-04-17
Expiration date 2030-04-16

Art.30.3.(b) notified alternative
certification method

Reference: BSI-DSZ-CC-1255-2025
Issuer: Bundesamt flr Sicherheit in der Informationstechnik (BSI)

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-

URL ro report: IC_mit Anwendung/1255.htm! (en)

CC certification report(s)

URL to security
target:

Issuance date 2025-04-17
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Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Bundesamt fur Sicherheit in der Informationstechnik (BSI)
Certificate BSI-DSZ-CC-1255-2025

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-
IC_mit_Anwendung/1255.html (en)

2025-04-17

2030-04-16

Reference: BSI-DSZ-CC-1255-2025

Issuer: Bundesamt fiir Sicherheit in der Informationstechnik (BSI)

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-

URL ro report: IC_mit_Anwendung/1255.html (en)

URL to security
target:

Issuance date 2025-04-17

Name
Applicant
Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Note(s)

IDEMIA_HC_Germany NEO G2.1_HBA, V1
IDEMIA, 18, Chaussée Jules César, 95520 Osny, France

No
Yes

SRC Security Research & Consulting GmbH
SRC.00036.QSCD.09.2020

https://src-zert.de/en/portfolio-item/qscd-idemia-germany-gmbh-
idemia_hc_germany_neo_g2-1_hba-v1/ (en)

2020-09-29

2026-06-30

No

2026-02-17 | Page 191 of 344


https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-IC_mit_Anwendung/1255.html
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Name
Applicant
Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Note(s)

IDEMIA_HC_Germany NEO_G2.1_HBA, V3
IDEMIA, 18, Chaussée Jules César, 95520 Osny, France

No
Yes

SRC Security Research & Consulting GmbH
SRC.00075.Q5CD.08.2025

https://src-zert.de/en/portfolio-item/qscd-idemia-germany-gmbh-
idemia_hc_germany_neo_g2-1 _hba-v3 (en)

2025-08-29

2030-08-28

No

Applicant

Remote QSCD

LuxTrust Crypto Box device

LuxTrust S.A. IVY Building 13-15, Parc d’activités, L-8308 Capellen, Luxembourg

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014
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Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

SRC Security Research & Consulting GmbH

SRC.00065.QSCD.03.2025
https://src-zert.de/en/portfolio-item/qgscd-luxtrust-s-a-luxtrust-crypto-box-device/ (en)
2025-03-11

2030-03-10

https://src-zert.de/wp-content/uploads/2020/11/SRC-Notification-of-a-QSCD-security-
evaluation-process-server-signing-v1.0.pdf (en)

Reference: NSCIB-CC-2300142-01

Issuer: TrustCB
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-2300142-01-CR.pdf (en)

URL to security
target:
Issuance date 2023-12-05

Yes

SRC Security Research & Consulting GmbH

SRC.00065.QSCD.03.2025
https://src-zert.de/en/portfolio-item/qscd-luxtrust-s-a-luxtrust-crypto-box-device/ (en)
2025-03-11

2030-03-10

https://src-zert.de/wp-content/uploads/2020/11/SRC-Notification-of-a-QSCD-security-
evaluation-process-server-signing-v1.0.pdf (en)

Reference: NSCIB-CC-2300142-01

Issuer: TrustCB
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-2300142-01-CR.pdf (en)

URL to security
target:

Issuance date 2023-12-05

Note(s)

Name MaskTech eSign Applet on Secora™ ID Sv1.1
Applicant MaskTech International GmbH, Nordostpark 45, D-90411 Nirnberg
Remote QSCD No
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https://src-zert.de/en/portfolio-item/qscd-luxtrust-s-a-luxtrust-crypto-box-device/
https://src-zert.de/wp-content/uploads/2020/11/SRC-Notification-of-a-QSCD-security-evaluation-process-server-signing-v1.0.pdf
https://src-zert.de/wp-content/uploads/2020/11/SRC-Notification-of-a-QSCD-security-evaluation-process-server-signing-v1.0.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-2300142-01-CR.pdf
https://src-zert.de/en/portfolio-item/qscd-luxtrust-s-a-luxtrust-crypto-box-device/
https://src-zert.de/wp-content/uploads/2020/11/SRC-Notification-of-a-QSCD-security-evaluation-process-server-signing-v1.0.pdf
https://src-zert.de/wp-content/uploads/2020/11/SRC-Notification-of-a-QSCD-security-evaluation-process-server-signing-v1.0.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-2300142-01-CR.pdf

Qualified Signature Creation

Device (QSigCD) VEE
Issuer SRC Security Research & Consulting GmbH
Reference SRC.00056.QSCD.12.2022

https://src-zert.de/portfolio-item/gscd-masktech-international-gmbh-masktech-esign-applet-

URL on-secora-id-s-v1-1/ (en)
Effective starting date 2022-12-06
Expiration date 2029-12-31

Art.30.3.(b) notified alternative
certification method

Reference: NSCIB-CC-0299278-CR
Issuer: TUV Rheinland Nederland B.V.
URL ro report: https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/10/nscib-cc-0299278-cr-1.0.pdf (en)

CC certification report(s)
URL to security

target:
Issuance date 2022-10-18
Qualified Seal Creation Device No
(QSealCD)
Note(s)
Name MTCOS Pro 2.5 SSCD / P60D145VB_] (P6022y VB)
Applicant MaskTech International GmbH
Remote QSCD No
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https://src-zert.de/portfolio-item/qscd-masktech-international-gmbh-masktech-esign-applet-on-secora-id-s-v1-1/
https://src-zert.de/portfolio-item/qscd-masktech-international-gmbh-masktech-esign-applet-on-secora-id-s-v1-1/
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/10/nscib-cc-0299278-cr-1.0.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Note(s)

Yes

Bundesamt fur Sicherheit in der Informationstechnik (BSI)

Certificate BSI-DSZ-CC-1001-2018

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-
Sichere_Signaturerstellungseinheiten/1001.html (en)

2018-04-30

2023-04-29

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

BSI-DSZ-CC-1001-2018
Bundesamt fiir Sicherheit in der Informationstechnik (BSI)

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-
Sichere_Signaturerstellungseinheiten/1001.html (en)

2018-04-30

MTCOS Pro 2.5 SSCD / SLE78CLFX400VPHM/BPHM/7PHM (M7892)

Name
Applicant

Remote QSCD

MaskTech International GmbH

No
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https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-Sichere_Signaturerstellungseinheiten/1001.html
https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-Sichere_Signaturerstellungseinheiten/1001.html
https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-Sichere_Signaturerstellungseinheiten/1001.html
https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-Sichere_Signaturerstellungseinheiten/1001.html

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Bundesamt flr Sicherheit in der Informationstechnik (BSI)

Certificate BSI-DSZ-CC-1036-2019

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-
Sichere_Signaturerstellungseinheiten/1036.html (en)

2019-07-23

2024-07-22

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

Yes

BSI-DSZ-CC-1036-2019
Bundesamt fiir Sicherheit in der Informationstechnik (BSI)

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-
Sichere_Signaturerstellungseinheiten/1036.html (en)

2019-07-23

Bundesamt fiir Sicherheit in der Informationstechnik (BSI)

Certificate BSI-DSZ-CC-1036-2019

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-
Sichere_Signaturerstellungseinheiten/1036.html (en)

2019-07-23

2024-07-22

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

BSI-DSZ-CC-1036-2019
Bundesamt flir Sicherheit in der Informationstechnik (BSI)

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-
Sichere_Signaturerstellungseinheiten/1036.html (en)

2019-07-23
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https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-Sichere_Signaturerstellungseinheiten/1036.html
https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-Sichere_Signaturerstellungseinheiten/1036.html
https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-Sichere_Signaturerstellungseinheiten/1036.html
https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-Sichere_Signaturerstellungseinheiten/1036.html
https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-Sichere_Signaturerstellungseinheiten/1036.html
https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-Sichere_Signaturerstellungseinheiten/1036.html
https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-Sichere_Signaturerstellungseinheiten/1036.html
https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-Sichere_Signaturerstellungseinheiten/1036.html

Name
Applicant
Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Note(s)

MTCOS Pro 2.6 QSCD/SSCD / SLC37 (V11)
MaskTech International GmbH Nordostpark 45 D-90411 Nlrnberg

No
Yes

SRC Security Research & Consulting GmbH
SRC.00063.QSCD.11.2024

https://src-zert.de/en/portfolio-item/qscd-masktech-international-gmbh-mtcos-pro-2-6-qgscd-
sscd-slc37-v11/ (en)

2024-11-11

2029-11-10

No

Certification under registration number BSI-DSZ-CC-1221; to be published by BSI

Name
Applicant

Remote QSCD

MTCOS Pro 2.6 SSCD / P71D352 (N7121)
MaskTech International GmbH, Nordostpark 45, D-90411 Nirnberg

No
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https://src-zert.de/en/portfolio-item/qscd-masktech-international-gmbh-mtcos-pro-2-6-qscd-sscd-slc37-v11/
https://src-zert.de/en/portfolio-item/qscd-masktech-international-gmbh-mtcos-pro-2-6-qscd-sscd-slc37-v11/

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Note(s)

Yes

SRC Security Research & Consulting GmbH

SRC.00062.QSCD.11.2023

https://src-zert.de/en/portfolio-item/gscd-masktech-international-gmbh-mtcos-pro-2-6-sscd-
p71d352-n7121 (en)

2023-11-02

2030-12-31

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

BSI-DSZ-CC-1211-2023
Bundesamt fiir Sicherheit in der Informationstechnik (BSI)

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-
Sichere_Signaturerstellungseinheiten/1211.html (en)

2023-10-27

No

Name

Applicant

Remote QSCD

NXP eDoc Suite v3.0 - cryptovision ePasslet Suite - Java Card applet configuration providing
Secure Signature Device with Key generation (SSCD)

NXP Semiconductors Germany GmbH

No
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https://src-zert.de/en/portfolio-item/qscd-masktech-international-gmbh-mtcos-pro-2-6-sscd-p71d352-n7121
https://src-zert.de/en/portfolio-item/qscd-masktech-international-gmbh-mtcos-pro-2-6-sscd-p71d352-n7121
https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-Sichere_Signaturerstellungseinheiten/1211.html
https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-Sichere_Signaturerstellungseinheiten/1211.html

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Note(s)

Yes

Bundesamt fur Sicherheit in der Informationstechnik (BSI)

Certificate BSI-DSZ-CC-1024-2018

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-
Sichere_Signaturerstellungseinheiten/1024.html (en)

2018-07-06

2023-07-05

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

BSI-DSZ-CC-1024-2018
Bundesamt fiir Sicherheit in der Informationstechnik (BSI)

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-
Sichere_Signaturerstellungseinheiten/1024.html (en)

2018-07-06

proNEXT SignatureActivationModule, Version 1.0.0

Name

Applicant

Remote QSCD

procilon GmbH

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014
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https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-Sichere_Signaturerstellungseinheiten/1024.html
https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-Sichere_Signaturerstellungseinheiten/1024.html
https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-Sichere_Signaturerstellungseinheiten/1024.html
https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Digitale_Signatur-Sichere_Signaturerstellungseinheiten/1024.html

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

TUV Informationstechnik GmbH, Germany

TUVIT.9802.QSCD.10.2020; TUVIT.9804.QSCD.07.2024

https://www.tuvit.de/en/services/certification/qualified-electronic-signature-creation-devices-
according-to-eidas/ (en)

2020-10-29

2028-12-05

https://www.tuev-nord.de/fileadmin/Content/TUEV_NORD_DE/zertifizierung/BE_IT/Sonstiges/
certificationprocess-eidas-qscd-v.1.3.pdf (en)

Reference:

Issuer:
URL ro report:

URL to security
target:

Issuance date

Reference:

Issuer:
URL ro report:

URL to security
target:

Issuance date

HSM (subcomponent) certified by TUV Rheinland Nederland B.V. (compliance with protection
profile EN 419 221-5)

TUV Rheinland Nederland B.V.

https://www.commoncriteriaportal.org/files/epfiles/nscib-cc-222073-cr-v1.2cert.pdf (en)

2020-05-27

HSM (subcomponent) certified by TrustCB B.V under the certification ID: NSCIB-CC-
2300142-01 (compliance with protection profile EN 419 221-5)

TrustCB B.V.

https://www.trustcb.com/common-criteria/nscib/nscib-certificates (en)

2023-12-05
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https://www.tuvit.de/en/services/certification/qualified-electronic-signature-creation-devices-according-to-eidas/
https://www.tuvit.de/en/services/certification/qualified-electronic-signature-creation-devices-according-to-eidas/
https://www.tuev-nord.de/fileadmin/Content/TUEV_NORD_DE/zertifizierung/BE_IT/Sonstiges/certificationprocess-eidas-qscd-v.1.3.pdf
https://www.tuev-nord.de/fileadmin/Content/TUEV_NORD_DE/zertifizierung/BE_IT/Sonstiges/certificationprocess-eidas-qscd-v.1.3.pdf
https://www.commoncriteriaportal.org/files/epfiles/nscib-cc-222073-cr-v1.2cert.pdf
https://www.trustcb.com/common-criteria/nscib/nscib-certificates

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

TUV Informationstechnik GmbH, Germany
TUVIT.9804.QSCD.07.2024

https://www.tuvit.de/en/services/certification/qualified-electronic-signature-creation-devices-
according-to-eidas/ (en)

2024-07-08
2028-12-05

https://www.tuev-nord.de/fileadmin/Content/TUEV_NORD_DE/zertifizierung/BE_IT/Sonstiges/
certificationprocess-eidas-qscd-v.1.3.pdf (en)

HSM (subcomponent) certified by TrustCB B.V under the certification ID: NSCIB-CC-

Reference: 2300142-01 (compliance with protection profile EN 419 221-5)
Issuer: TrustCB B.V.
URL ro report: https://www.trustcb.com/common-criteria/nscib/nscib-certificates (en)

URL to security
target:

Issuance date 2023-12-05

QSigCD Certificate (issued 29/10/2020, expiration date 19/12/2023) updated on 15/12/2023:
"The validity period of the certificate with the number TUVIT.9802.QSCD.10.2020

was extended to a maximum of 29 October 2025 (5 years) because of the

recertification of the crypto module." QSiGCD & QSealCD Certificate: Re-certification
(reference TUVIT.9804.QSCD.07.2024; certificate issued 2024-07-08, expiration date
2028-12-05) due to the dual use as QSigCD/QSealCD. Previous certification (reference
TUVIT.9802.QSCD.10.2020; certificate issued 2020-10-29, expiration date 2025-10-29) was
limited to the use as QSigCD.

Name

Applicant

Remote QSCD

Smart-ID SecureZone, version 10.3.5 and 10.3.7

SK ID Solutions AS, Estonia

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014
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https://www.tuvit.de/en/services/certification/qualified-electronic-signature-creation-devices-according-to-eidas/
https://www.tuvit.de/en/services/certification/qualified-electronic-signature-creation-devices-according-to-eidas/
https://www.tuev-nord.de/fileadmin/Content/TUEV_NORD_DE/zertifizierung/BE_IT/Sonstiges/certificationprocess-eidas-qscd-v.1.3.pdf
https://www.tuev-nord.de/fileadmin/Content/TUEV_NORD_DE/zertifizierung/BE_IT/Sonstiges/certificationprocess-eidas-qscd-v.1.3.pdf
https://www.trustcb.com/common-criteria/nscib/nscib-certificates

Qualified Signature Creation

Device (QSigCD) VEE
Issuer TUV Informationstechnik GmbH, Germany
Reference TUVIT.9801.QSCD.12.2018
URL https:/(www.tuyit.de/en/services/certiﬁcation/quaIiﬁed-electronic-signature-creation-devices-
according-to-eidas/ (en)
Effective starting date 2018-12-14
Expiration date 2023-12-14

Art.30.3.(b) notified alternative

certification method https://www.tuvit.de/en/services/eid-trust-services/qscd/ (en)

CC certification report(s)

Qualified Seal Creation Device

(QSealCD)

Note(s)

Reference:
Issuer:
URL ro report:

URL to security
target:

TUVIT-TSZ-CC-9263-2018
TUV Informationstechnik GmbH, Germany

https://www.tuvit.de/fileadmin/Content/TUV_IT/zertifikate/de/9263BE_s.pdf (en)

Issuance date 2022-03-25
Reference: n. 1/16
Issuer: OCSl, ltaly

URL ro report:

URL to security
target:

Issuance date

http://www.ocsi.isticom.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

2016-03-16

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

NSCIB-CC-163968-CR2
TUV Rheinland Nederland B.V

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-cc-0368256-cr-1.0.pdf (en)

2021-03-17

Smart-ID SecureZone, version 11.5.23

Name

Applicant

Remote QSCD

SK ID Solutions AS, Estonia

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014
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https://www.tuvit.de/en/services/certification/qualified-electronic-signature-creation-devices-according-to-eidas/
https://www.tuvit.de/en/services/eid-trust-services/qscd/
https://www.tuvit.de/fileadmin/Content/TUV_IT/zertifikate/de/9263BE_s.pdf
http://www.ocsi.isticom.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-cc-0368256-cr-1.0.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Note(s)

Yes

TUV NORD CERT GmbH (former TUV Informationstechnik GmbH, Germany)

TUVIT.9803.QSCD.09.2023

https://www.tuev-nord.de/fileadmin/Content/TUEV_NORD_DE/zertifizierung/Zertifikate/
en/9803UE.pdf (en)

2023-09-26

2028-09-26

https://www.tuev-nord.de/fileadmin/Content/TUEV_NORD_DE/zertifizierung/BE_IT/Sonstiges/
certificationprocess-eidas-qscd-v.1.3.pdf (en)

Reference:

Issuer:

URL ro report:

TUVIT-TSZ-CC-9265-2023
TUV NORD CERT GmbH, Germany (former TUV Informationstechnik GmbH, Germany)

https://www.tuev-nord.de/fileadmin/Content/TUEV_NORD_DE/zertifizierung/Zertifikate/
en/9265BE.pdf (en)

URL to security

target:

Issuance date 2025-04-03
Reference: n. 1/16
Issuer: OCSl, ltaly

URL ro report:

URL to security
target:

Issuance date

https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (en)

2016-03-10

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

NSCIB-CC-163968-CR2
TUV Rheinland Nederland B.V

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-cc-0368256-cr-1.0.pdf (en)

2021-03-17

STARCOS 3.5 ID GCC C3

Name
Applicant

Remote QSCD

Giesecke & Devrient GmbH

No
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https://www.tuev-nord.de/fileadmin/Content/TUEV_NORD_DE/zertifizierung/Zertifikate/en/9803UE.pdf
https://www.tuev-nord.de/fileadmin/Content/TUEV_NORD_DE/zertifizierung/Zertifikate/en/9803UE.pdf
https://www.tuev-nord.de/fileadmin/Content/TUEV_NORD_DE/zertifizierung/BE_IT/Sonstiges/certificationprocess-eidas-qscd-v.1.3.pdf
https://www.tuev-nord.de/fileadmin/Content/TUEV_NORD_DE/zertifizierung/BE_IT/Sonstiges/certificationprocess-eidas-qscd-v.1.3.pdf
https://www.tuev-nord.de/fileadmin/Content/TUEV_NORD_DE/zertifizierung/Zertifikate/en/9265BE.pdf
https://www.tuev-nord.de/fileadmin/Content/TUEV_NORD_DE/zertifizierung/Zertifikate/en/9265BE.pdf
https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-cc-0368256-cr-1.0.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Note(s)

Yes

Bundesamt fur Sicherheit in der Informationstechnik (BSI)
Certificate BSI-DSZ-CC-0952-2016

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-
IC_mit_Anwendung/0952_0952V2.html (en)

2016-12-16

2021-12-15

Reference: BSI-DSZ-CC-0952-V2

Issuer: Bundesamt fiir Sicherheit in der Informationstechnik (BSI)

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-

URL ro report: IC_mit Anwendung/0952_0952V2.html (en)

URL to security
target:

Issuance date 2016-12-16

Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Note(s)

STARCOS 3.6 QES C1

Giesecke+Devrient Mobile Security GmbH, Prinzregentenstrale 159, 81677 Minchen,
Germany

No
Yes

SRC Security Research & Consulting GmbH
SRC.00048.QSCD.05.2022
https://src-zert.de/en/?post_type=portfolio&p=14967 (en)
2022-05-30

2025-12-31

No
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Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

STARCOS 3.7 elDAS C1

Giesecke+Devrient Mobile Security GmbH, Prinzregentenstralle 159, 81677 Mlnchen,
Germany

No
Yes

SRC Security Research & Consulting GmbH
SRC.00037.QSCD.03.2021

https://src-zert.de/en/portfolio-item/qscd-giesecke-devrient-mobile-security-gmbh-
starcos-3-7-eidas-c1/ (en)

2021-03-23

2027-12-31

Yes

SRC Security Research & Consulting GmbH
SRC.00037.QSCD.03.2021

https://src-zert.de/en/portfolio-item/gscd-giesecke-devrient-mobile-security-gmbh-
starcos-3-7-eidas-c1/ (en)

2021-03-23

2027-12-31

Name

Applicant

Remote QSCD

STARCOS 3.7 elDAS C2

Giesecke+Devrient Mobile Security GmbH, Prinzregentenstrale 161, 81677 Mlnchen,
Germany

No
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Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

SRC Security Research & Consulting GmbH
SRC.00057.QSCD.11.2022

https://src-zert.de/portfolio-item/qscd-giesecke-devrient-mobile-security-gmbh-starcos-3-7-
eidas-c2/ (en)

2022-11-25

2029-12-31

Yes

SRC Security Research & Consulting GmbH
SRC.00057.QSCD.11.2022

https://src-zert.de/portfolio-item/qscd-giesecke-devrient-mobile-security-gmbh-starcos-3-7-
eidas-c2/ (en)

2022-11-25

2029-12-31

Name
Applicant
Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

STARCOS 3.7 eIDAS C3
Giesecke+Devrient ePayments GmbH, Prinzregentenstralle 161, 81677 Minchen, Germany

No

Yes

SRC Security Research & Consulting GmbH
SRC.00070.QSCD.08.2024

https://src-zert.de/en/portfolio-item/qscd-giesecke-devrient-epayments-gmbh-starcos-3-7-
eidas-c3/ (en)

2024-08-26

2029-08-25
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Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

SRC Security Research & Consulting GmbH
SRC.00070.QSCD.08.2024

https://src-zert.de/en/portfolio-item/qscd-giesecke-devrient-epayments-gmbh-starcos-3-7-
eidas-c3/ (en)

2024-08-26

2029-08-25

Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Note(s)

STARCOS 3.7 HBA G2.1

Giesecke+Devrient Mobile Security GmbH, Prinzregentenstrale 159, 81677 Munchen,
Germany

No

Yes

SRC Security Research & Consulting GmbH
SRC.00046.QSCD.08.2021

https://src-zert.de/en/portfolio-item/qscd-giesecke-devrient-mobile-security-gmbh-
starcos-3-7-hba-g2-1 (en)

2021-08-16

2027-12-31

No

See designation or certification report: "RSA signatures with the parameters chosen by ,HPC
Signature Card“ may only be used until 31 December 2025. The CSP must ensure that the
validity end date (attribute not after) of issued certificates for RSA keys does not exceed the
suitability of RSA with a key length of 2048 bits."
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Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Note(s)

STARCOS 3.7 HBA G2.1 (R2)

Giesecke+Devrient Mobile Security GmbH, Prinzregentenstralle 159, 81677 Mlnchen,
Germany

No
Yes

SRC Security Research & Consulting GmbH
SRC.00047.QSCD.06.2022

https://src-zert.de/en/portfolio-item/qscd-giesecke-devrient-mobile-security-gmbh-
starcos-3-7-hba-g2-1-r2 (en)

2022-06-29

2029-12-31

No

Name
Applicant

Remote QSCD

STARCOS 3.7 ID ePA C1, STARCOS 3.7 ID eAT C1, STARCOS 3.7 ID ePass C1
Giesecke+Devrient Mobile Security GmbH

No
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Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Note(s)

Yes

Bundesamt fur Sicherheit in der Informationstechnik (BSI)

Certificate BSI-DSZ-CC-1077-2020

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-
IC_mit_Anwendung/1077.html (en)

2020-08-05

2025-08-04

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

BSI-DSZ-CC-1077-2020
Bundesamt fiir Sicherheit in der Informationstechnik (BSI)

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-
IC_mit_Anwendung/1077.html (en)

2020-08-05

STARCOS 3.7 ID ePA C2, STARCOS 3.7 ID eAT C2, STARCOS 3.7 ID ePass C2

Name
Applicant

Remote QSCD

Giesecke+Devrient ePayments GmbH

No
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Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Bundesamt flr Sicherheit in der Informationstechnik (BSI)
Certificate BSI-DSZ-CC-1077-V2-2024

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-
IC_mit_Anwendung/1077.html (en)

2024-06-12

2029-06-11

Reference: BSI-DSZ-CC-1077-V2-2024

Issuer: Bundesamt fiir Sicherheit in der Informationstechnik (BSI)

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-

URL ro report: IC_mit_Anwendung/1077.html (en)

URL to security
target:

Issuance date 2024-06-12

Yes

Bundesamt fiir Sicherheit in der Informationstechnik (BSI)
Certificate BSI-DSZ-CC-1077-V2-2024

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-
IC_mit_Anwendung/1077.html (en)

2024-06-12

2029-06-11

Reference: BSI-DSZ-CC-1077-V2-2024

Issuer: Bundesamt flir Sicherheit in der Informationstechnik (BSI)

URL ro report: https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-
port: IC_mit_Anwendung/1077.html (en)

URL to security

target:

Issuance date 2024-06-12
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Name
Applicant
Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

TCOS 3.0 Signature Card Version 2.0 Release 2/SLE78CLX1440P

T-Systems International GmbH

No

Yes

SRC Security Research & Consulting GmbH

SRC.00032.Q5CD.12.2018

https://src-zert.de/en/portfolio-item/qscd-t-systems-international-gmbh-tcos-3-0-signature-
card-version-2-0-release-2-sle78clx1440p/ (en)

2018-12-18

2026-12-31

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

SRC.00032.QSCD.12.2018
SRC Security Research & Consulting GmbH

https://www.telesec.de/assets/downloads/Public-Key-Service/Bestaetigungsurkunde-
PKS_ECC_Multisiganturkaten-201901-DE.pdf (en)

2018-12-18

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

SRC.00032.QSCD.12.2018 (Amendment 2)
SRC Security Research & Consulting GmbH

https://src-zert.de/en/portfolio-item/qscd-t-systems-international-gmbh-tcos-3-0-signature-
card-version-2-0-release-2-sle78clx1440p/ (en)

2022-09-09

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

SRC.00032.QSCD.12.2018 (Amendment 3)
SRC Security Research & Consulting GmbH

https://src-zert.de/en/portfolio-item/qgscd-t-systems-international-gmbh-tcos-3-0-signature-
card-version-2-0-release-2-sle78clx1440p/ (en)

2024-05-17
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https://www.telesec.de/assets/downloads/Public-Key-Service/Bestaetigungsurkunde-PKS_ECC_Multisiganturkaten-201901-DE.pdf
https://www.telesec.de/assets/downloads/Public-Key-Service/Bestaetigungsurkunde-PKS_ECC_Multisiganturkaten-201901-DE.pdf
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https://src-zert.de/en/portfolio-item/qscd-t-systems-international-gmbh-tcos-3-0-signature-card-version-2-0-release-2-sle78clx1440p/
https://src-zert.de/en/portfolio-item/qscd-t-systems-international-gmbh-tcos-3-0-signature-card-version-2-0-release-2-sle78clx1440p/

Qualified Seal Creation Device

(QSealCD) ves
Issuer SRC Security Research & Consulting GmbH
Reference SRC.00032.QSCD.12.2018
URL https://srg:-zert.de/en/portfolio-item/qscd-t-systems-internationaI-gmbh-tcos-3-0-signature-
card-version-2-0-release-2-sle78clx1440p/ (en)
Effective starting date 2018-12-18
Expiration date 2026-12-31

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Name
Applicant

Remote QSCD

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

SRC.00032.QSCD.12.2018
SRC Security Research & Consulting GmbH

https://www.telesec.de/assets/downloads/Public-Key-Service/Bestaetigungsurkunde-
PKS_ECC_Multisiganturkaten-201901-DE.pdf (en)

2018-12-18

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

SRC.00032.QSCD.12.2018 (Amendment 2)
SRC Security Research & Consulting GmbH

https://src-zert.de/en/portfolio-item/qgscd-t-systems-international-gmbh-tcos-3-0-signature-
card-version-2-0-release-2-sle78clx1440p/ (en)

2022-09-09

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

SRC.00032.QSCD.12.2018 (Amendment 3)
SRC Security Research & Consulting GmbH

https://src-zert.de/en/portfolio-item/qscd-t-systems-international-gmbh-tcos-3-0-signature-
card-version-2-0-release-2-sle78clx1440p/ (en)

2024-05-17

TCOS Health Professional Card Version 2.1 Release 1/SLC52

Deutsche Telekom Security GmbH

No
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https://src-zert.de/en/portfolio-item/qscd-t-systems-international-gmbh-tcos-3-0-signature-card-version-2-0-release-2-sle78clx1440p/
https://src-zert.de/en/portfolio-item/qscd-t-systems-international-gmbh-tcos-3-0-signature-card-version-2-0-release-2-sle78clx1440p/

Qualified Signature Creation

Device (QSigCD) VEE

Issuer SRC Security Research & Consulting GmbH

Reference SRC.00043.QSCD.07.2021
https://src-zert.de/en/portfolio-item/gscd-deutsche-telekom-security-gmbh-tcos-health-

URL ; X
professional-card-version-2-1-release-1-slc52/ (en)

Effective starting date 2021-07-23

Expiration date 2029-12-31

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device

(QSealCD) No
Note(s)
Name TCOS ID Version 3.0 Release 1/P71
Applicant Deutsche Telekom Security GmbH
Remote QSCD No
Qua_liﬁed S!gnature Creation Yes
Device (QSigCD)
Issuer Bundesamt flr Sicherheit in der Informationstechnik (BSI)
Reference Certificate BSI-DSZ-CC-1188-2023
URL https.://www.bsi.bund.de/SharedDocs/Zertiﬁkate_CC/CC/HoheitIiche_Dokumente-
IC_mit_Anwendung/1188.html (en)
Effective starting date 2023-04-18
Expiration date 2028-04-17

Art.30.3.(b) notified alternative
certification method

CC certification report(s)
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Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Bundesamt fur Sicherheit in der Informationstechnik (BSI)
Certificate BSI-DSZ-CC-1188-2023

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-
IC_mit_Anwendung/1188.html (en)

2023-04-18

2028-04-17

Name
Applicant
Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Note(s)

TCOS Residence Permit Card Version 1.1 Release 2/ SLE78CLX1440P
T-Systems International GmbH

No
Yes

Bundesamt fur Sicherheit in der Informationstechnik (BSI)
Certificate BSI-DSZ-CC-0835-V2-2017

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-
IC_mit_Anwendung/0835_V2.html (en)

2017-01-12

2022-01-11

Reference: BSI-DSZ-CC-0835-V2

Issuer: Bundesamt fiir Sicherheit in der Informationstechnik (BSI)

https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-

URL ro report: IC_mit_Anwendung/0835_V2.html (en)

URL to security
target:

Issuance date 2017-01-12

No
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https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-IC_mit_Anwendung/1188.html
https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-IC_mit_Anwendung/1188.html
https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-IC_mit_Anwendung/0835_V2.html
https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-IC_mit_Anwendung/0835_V2.html
https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-IC_mit_Anwendung/0835_V2.html
https://www.bsi.bund.de/SharedDocs/Zertifikate_CC/CC/Hoheitliche_Dokumente-IC_mit_Anwendung/0835_V2.html

Name
Applicant
Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

TCOS Signature Card Version 3.0 Release 1/P71
Deutsche Telekom Security GmbH

No
Yes

SRC Security Research & Consulting GmbH
SRC.00066.QSCD.12.2024

https://src-zert.de/en/portfolio-item/qscd-deutsche-telekom-security-gmbh-tcos-3-0-
signature-card-version-3-0-release-1-p71 (en)

2024-12-11

2029-12-10

Yes

SRC Security Research & Consulting GmbH
SRC.00066.QSCD.12.2024

https://src-zert.de/en/portfolio-item/gscd-deutsche-telekom-security-gmbh-tcos-3-0-
signature-card-version-3-0-release-1-p71 (en)

2024-12-11

2029-12-10
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https://src-zert.de/en/portfolio-item/qscd-deutsche-telekom-security-gmbh-tcos-3-0-signature-card-version-3-0-release-1-p71
https://src-zert.de/en/portfolio-item/qscd-deutsche-telekom-security-gmbh-tcos-3-0-signature-card-version-3-0-release-1-p71
https://src-zert.de/en/portfolio-item/qscd-deutsche-telekom-security-gmbh-tcos-3-0-signature-card-version-3-0-release-1-p71
https://src-zert.de/en/portfolio-item/qscd-deutsche-telekom-security-gmbh-tcos-3-0-signature-card-version-3-0-release-1-p71

Hungary
List of SSCDs

Gemalto altal gyartott és forgalmazott MultiApp ID Citizen 72K (Altalanos konfiguracié) IAS Classic v.3.0
elektronikus alairasi programot tdmogaté JC/GP MultiApp 1.1. platformmal maszkolt S3CC91C komponens,
intelligens kartya

Gemalto &ltal gyartott és forgalmazott MultiApp ID Citizen 72K (Altalanos konfigurécid) IAS
Name Classic v.3.0 elektronikus alairdsi programot tdmogaté JC/GP MultiApp 1.1. platformmal
maszkolt S3CC91C komponens, intelligens kartya

Applicant NISZ Zrt.
Designation report Yes
Issuer MATRIX Kft.
Reference E-NISZ15T TAN.BALE
URL ?}EE{;S://WWW.matrix-tanusito.hu/Wp-content/upIoads/2019/02/E-NISZlST_TAN.BALEME-Ol.pdf
Expiration date 2017-12-31

CC certification report(s)

Note(s)

IDentity Applet Suite Version 3.2 azonositéju alkalmazasbdl és NXP J2120_M65 / J3E120_M65 / J2082_M65 /
J3082_M65 v2.4.2 R3 Secure Smart Card Controllerbdl allé inteligens kartya

IDentity Applet Suite Version 3.2 azonosit6ju alkalmazasbél és NXP J2120 M65 /
Name J3E120_M65 /J2082_M65 /)3082_M65 v2.4.2 R3 Secure Smart Card Controllerbdl allé
inteligens kartya

Applicant ID&Trust Kft.
Designation report Yes
Issuer MATRIX Kft.
Reference E-IDNT15T_TAN-SSCD
URL https://www.matrix-tanusito.hu/wp-content/uploads/2019/02/E-IDNT15T_TAN-

SSCDME-01.pdf (hu)
Expiration date 2019-04-10
CC certification report(s)

Note(s)
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https://www.matrix-tanusito.hu/wp-content/uploads/2019/02/E-NISZ15T_TAN.BALEME-01.pdf
https://www.matrix-tanusito.hu/wp-content/uploads/2019/02/E-IDNT15T_TAN-SSCDME-01.pdf
https://www.matrix-tanusito.hu/wp-content/uploads/2019/02/E-IDNT15T_TAN-SSCDME-01.pdf

nShield F3 500 for netHSM Hardware Version : nC4033P-500N Firmware Version : 2.33.60-3

Name

Applicant

Designation report
Issuer

Reference

URL

Expiration date
CC certification report(s)

Note(s)

List of QSCDs

Name

Applicant
Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Note(s)

nShield F3 500 for netHSM Hardware Version : nC4033P-500N Firmware Version : 2.33.60-3
Mez8gazdasagi és Vidékfejlesztési Hivatal

Yes

HUNGUARD Kft.

HUNG-FJ-062/1-2016
https://www.hunguard.hu/wp-content/uploads/2016/06/FJ062_1 2016_v10.pdf (hu)
https://www.hunguard.hu/wp-content/uploads/2016/03/t062.pdf (hu)
https://www.hunguard.hu/wp-content/uploads/2016/03/tj062.pdf (hu)

2019-09-23

ATOS Bullsequana Edge védett kdrnyezetbe implementalt AyaSAM v1.1 szoftver komponens
és Thales nShield HSM Family v11.72.03 nShield Connect 6000+ nCore firmware version
2.55.4 kriptogréfiai modul

Docler Solutions Kft.

No
Yes

MATRIX Kft.

E-DSOL21T_TAN-QSCD _v2
https://matrix-tanusito.hu/wp-content/uploads/2022/06/E-DSOL21T_TAN-
QSCD _v2_signed.pdf (hu)
https://matrix-tanusito.hu/wp-content/uploads/2022/06/E-DSOL21T_TAN-
QSCD_v2.ME-01_signed.pdf (hu)

2022-05-11

2025-05-10
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https://www.hunguard.hu/wp-content/uploads/2016/06/FJ062_1_2016_v10.pdf
https://www.hunguard.hu/wp-content/uploads/2016/03/t062.pdf
https://www.hunguard.hu/wp-content/uploads/2016/03/tj062.pdf
https://matrix-tanusito.hu/wp-content/uploads/2022/06/E-DSOL21T_TAN-QSCD_v2_signed.pdf
https://matrix-tanusito.hu/wp-content/uploads/2022/06/E-DSOL21T_TAN-QSCD_v2_signed.pdf
https://matrix-tanusito.hu/wp-content/uploads/2022/06/E-DSOL21T_TAN-QSCD_v2.ME-01_signed.pdf
https://matrix-tanusito.hu/wp-content/uploads/2022/06/E-DSOL21T_TAN-QSCD_v2.ME-01_signed.pdf

Name

Applicant
Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference
URL

Effective starting date

Expiration date

Art.30.3.(b) notified alternative

certification method

CC certification report(s)

Qualified Seal Creation Device

(QSealCD)

Note(s)

Name

Applicant
Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date

Expiration date

Art.30.3.(b) notified alternative

certification method

CC certification report(s)

IDentity Applet Suite Version 3.2 / QSCD azonositéju alkalmazéasbdl és NXP J2E120_M65 /
J3E120_M65 / J2E082_M65 /J3E082_M65 v2.4.2 R3 Secure Smart Card Controllerekbdl all6
intelligens kartya

ID&Trust Kft.

No
Yes

MATRIX Kft.
E-IDST20T_TAN-QSCD

https://matrix-tanusito.hu/wp-content/uploads/2020/04/E-IDS20T_TAN_QSCD_TAN_ME.pdf
(hu)

2020-04-27

2023-04-26

No

IDentity Applet Suite Version 3.2 azonositéju alkalmazasbél és NXP J2E120 M65 /
J3E120_M65 / J2E082_M65 /J3E082_M65 v2.4.2 R3 Secure Smart Card Controllerekbdl all6
intelligens kartya

ID&Trust Kft.

No
Yes

MATRIX Kft.

E-IDS18T_TAN-QSCD
https://matrix-tanusito.hu/wp-content/uploads/2019/04/E-IDS18T_TAN-QSCDME-01.pdf (hu)
2019-04-11

2020-04-26

2026-02-17 | Page 218 of 344


https://matrix-tanusito.hu/wp-content/uploads/2020/04/E-IDS20T_TAN_QSCD_TAN_ME.pdf
https://matrix-tanusito.hu/wp-content/uploads/2019/04/E-IDS18T_TAN-QSCDME-01.pdf

Qualified Seal Creation Device
(QSealCD)

Note(s)

No

Name
Applicant
Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Trident HSM v.2.1.3 "CC Gzemmad, lokalis hasznalati eset" felhasznalasi modban
14P-Informatikai Kft.

No
Yes

VERITAN Hirkdzlési és Informatikai Tanusité Kft.

A-03/2022/14P-T
https://www.veritan.hu/wp-content/uploads/2022/12/Tanusitvany Trident 2022.pdf (hu)
https://www.veritan.hu/wp-content/uploads/2022/12/Tanusitasi-

jelentes Trident HSMv2.1.3 local_v4.pdf (hu)

2022-12-12

2025-09-02

Yes

VERITAN Hirkozlési és Informatikai Tanusité Kft.

A-03/2022/14P-T
https://www.veritan.hu/wp-content/uploads/2022/12/Tanusitvany_Trident_2022.pdf (en)
https://www.veritan.hu/wp-content/uploads/2022/12/Tanusitasi-
jelentes_Trident HSMv2.1.3 local_v4.pdf (en)

2022-12-12

2025-09-02
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https://www.veritan.hu/wp-content/uploads/2022/12/Tanusitvany_Trident_2022.pdf
https://www.veritan.hu/wp-content/uploads/2022/12/Tanusitasi-jelentes_Trident_HSMv2.1.3_local_v4.pdf
https://www.veritan.hu/wp-content/uploads/2022/12/Tanusitasi-jelentes_Trident_HSMv2.1.3_local_v4.pdf
https://www.veritan.hu/wp-content/uploads/2022/12/Tanusitvany_Trident_2022.pdf
https://www.veritan.hu/wp-content/uploads/2022/12/Tanusitasi-jelentes_Trident_HSMv2.1.3_local_v4.pdf
https://www.veritan.hu/wp-content/uploads/2022/12/Tanusitasi-jelentes_Trident_HSMv2.1.3_local_v4.pdf

Iceland

List of SSCDs

Gemalto G152PK

Name Gemalto G152PK
Applicant Audkenni ehf
Designation report Yes
Issuer
Reference Fullgildur_undirskriftarbnadur v1.0
URL http.s://nfeytendastofa.is/fyrirt.aeki/traustthjonustuveitendur-leidbeiningar/rafraenar-
undirskriftir/oruggur-undirskriftarbunadur/ (en)
Expiration date 2027-05-21
Reference: BSI-DSZ-CC-0376-2006
Issuer:
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/0376a.pdf (en)

CC certification report(s)

URL to security
target:

Issuance date

Article 51(1) of Regulation (EU) 910/2014 provides for that “secure signature creation
devices of which the conformity has been determined in accordance with Article 3(4) of
Directive 1999/93/EC shall continue to be considered to be qualified electronic signature
creation devices under this Regulation until 21 May 2027". The cancellation of such

a determination may however occur sooner, upon revocation by the competent body
designated under Article 3(4) of Directive 1999/93/EC.

Note(s)
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https://neytendastofa.is/fyrirtaeki/traustthjonustuveitendur-leidbeiningar/rafraenar-undirskriftir/oruggur-undirskriftarbunadur/
https://neytendastofa.is/fyrirtaeki/traustthjonustuveitendur-leidbeiningar/rafraenar-undirskriftir/oruggur-undirskriftarbunadur/
https://www.commoncriteriaportal.org/files/epfiles/0376a.pdf

Gemalto GTO004

Name

Applicant

Designation report
Issuer

Reference
URL

Expiration date

CC certification report(s)

Note(s)

Gemalto GXP7

Name

Applicant

Designation report
Issuer

Reference
URL

Expiration date

CC certification report(s)

Note(s)

Gemalto GTO004
Audkenni ehf

Yes

Fullgildur_undirskriftarbGnadur v1.0

https://neytendastofa.is/fyrirtaeki/traustthjonustuveitendur-leidbeiningar/rafraenar-
undirskriftir/oruggur-undirskriftarbunadur/ (en)

2027-05-21

Reference: ANSSI-CC-2017/41 (Accessible on request)
Issuer:
URL ro report:

URL to security
target:

Issuance date

Article 51(1) of Regulation (EU) 910/2014 provides for that “secure signature creation
devices of which the conformity has been determined in accordance with Article 3(4) of
Directive 1999/93/EC shall continue to be considered to be qualified electronic signature
creation devices under this Regulation until 21 May 2027". The cancellation of such

a determination may however occur sooner, upon revocation by the competent body
designated under Article 3(4) of Directive 1999/93/EC.

Gemalto GXP7
Audkenni ehf

Yes

Fullgildur_undirskriftarblnadur v1.0

https://neytendastofa.is/fyrirtaeki/traustthjonustuveitendur-leidbeiningar/rafraenar-
undirskriftir/oruggur-undirskriftarbunadur/ (en)

2027-05-21

Reference: BSI-DSZ-CC-0827-V2-2014

Issuer:

URL ro report: https://www.commoncriteriaportal.org/files/epfiles/0827V2a_pdf.pdf (en)

URL to security
target:

Issuance date

Article 51(1) of Regulation (EU) 910/2014 provides for that “secure signature creation
devices of which the conformity has been determined in accordance with Article 3(4) of
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https://neytendastofa.is/fyrirtaeki/traustthjonustuveitendur-leidbeiningar/rafraenar-undirskriftir/oruggur-undirskriftarbunadur/
https://neytendastofa.is/fyrirtaeki/traustthjonustuveitendur-leidbeiningar/rafraenar-undirskriftir/oruggur-undirskriftarbunadur/
https://neytendastofa.is/fyrirtaeki/traustthjonustuveitendur-leidbeiningar/rafraenar-undirskriftir/oruggur-undirskriftarbunadur/
https://neytendastofa.is/fyrirtaeki/traustthjonustuveitendur-leidbeiningar/rafraenar-undirskriftir/oruggur-undirskriftarbunadur/
https://www.commoncriteriaportal.org/files/epfiles/0827V2a_pdf.pdf

Directive 1999/93/EC shall continue to be considered to be qualified electronic signature
creation devices under this Regulation until 21 May 2027". The cancellation of such

a determination may however occur sooner, upon revocation by the competent body
designated under Article 3(4) of Directive 1999/93/EC.

Oberthur 10209

Name Oberthur 10209
Applicant Audkenni ehf
Designation report Yes
Issuer
Reference Fullgildur_undirskriftarbnadur v1.0
URL http.s://nleytendastofa.is/fyrirt.aeki/traustthjonustuveitendur—leid beiningar/rafraenar-
undirskriftir/oruggur-undirskriftarbunadur/ (en)
Expiration date 2027-05-21
Reference: BSI-DSZ-CC-0827-V2-2014
Issuer:
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/0827V2a_pdf.pdf (en)

CC certification report(s)

URL to security
target:

Issuance date

Article 51(1) of Regulation (EU) 910/2014 provides for that “secure signature creation
devices of which the conformity has been determined in accordance with Article 3(4) of
Directive 1999/93/EC shall continue to be considered to be qualified electronic signature
creation devices under this Regulation until 21 May 2027". The cancellation of such

a determination may however occur sooner, upon revocation by the competent body
designated under Article 3(4) of Directive 1999/93/EC.

Note(s)
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https://neytendastofa.is/fyrirtaeki/traustthjonustuveitendur-leidbeiningar/rafraenar-undirskriftir/oruggur-undirskriftarbunadur/
https://neytendastofa.is/fyrirtaeki/traustthjonustuveitendur-leidbeiningar/rafraenar-undirskriftir/oruggur-undirskriftarbunadur/
https://www.commoncriteriaportal.org/files/epfiles/0827V2a_pdf.pdf

Oberthur 10299G DragonFly v4

Name

Applicant

Designation report
Issuer

Reference
URL

Expiration date

CC certification report(s)

Note(s)

SLE97CNFX8000P

Name

Applicant

Designation report
Issuer

Reference
URL

Expiration date

CC certification report(s)

Note(s)

Oberthur 10299G DragonFly v4
Audkenni ehf

Yes

Fullgildur_undirskriftarbGnadur v1.0

https://neytendastofa.is/fyrirtaeki/traustthjonustuveitendur-leidbeiningar/rafraenar-
undirskriftir/oruggur-undirskriftarbunadur/ (en)

2027-05-21

Reference: ANSSI-CC-2016/60

Issuer:

URL ro report: https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2016-60.pdf (en)

URL to security
target:

Issuance date

Article 51(1) of Regulation (EU) 910/2014 provides for that “secure signature creation
devices of which the conformity has been determined in accordance with Article 3(4) of
Directive 1999/93/EC shall continue to be considered to be qualified electronic signature
creation devices under this Regulation until 21 May 2027". The cancellation of such

a determination may however occur sooner, upon revocation by the competent body
designated under Article 3(4) of Directive 1999/93/EC.

SLE97CNFX8000P
Audkenni ehf

Yes

Fullgildur_undirskriftarblnadur v1.0

https://neytendastofa.is/fyrirtaeki/traustthjonustuveitendur-leidbeiningar/rafraenar-
undirskriftir/oruggur-undirskriftarbunadur/ (en)

2027-05-21

Reference: BSI-DSZ-CC-0827-V7-2018

Issuer:

URL ro report: https://www.commoncriteriaportal.org/files/epfiles/0827V7a_pdf.pdf (en)

URL to security
target:

Issuance date

Article 51(1) of Regulation (EU) 910/2014 provides for that “secure signature creation
devices of which the conformity has been determined in accordance with Article 3(4) of

2026-02-17 | Page 223 of 344


https://neytendastofa.is/fyrirtaeki/traustthjonustuveitendur-leidbeiningar/rafraenar-undirskriftir/oruggur-undirskriftarbunadur/
https://neytendastofa.is/fyrirtaeki/traustthjonustuveitendur-leidbeiningar/rafraenar-undirskriftir/oruggur-undirskriftarbunadur/
https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2016-60.pdf
https://neytendastofa.is/fyrirtaeki/traustthjonustuveitendur-leidbeiningar/rafraenar-undirskriftir/oruggur-undirskriftarbunadur/
https://neytendastofa.is/fyrirtaeki/traustthjonustuveitendur-leidbeiningar/rafraenar-undirskriftir/oruggur-undirskriftarbunadur/
https://www.commoncriteriaportal.org/files/epfiles/0827V7a_pdf.pdf

Directive 1999/93/EC shall continue to be considered to be qualified electronic signature
creation devices under this Regulation until 21 May 2027". The cancellation of such

a determination may however occur sooner, upon revocation by the competent body
designated under Article 3(4) of Directive 1999/93/EC.

ST33G1M2 / STM056 MobilelD

Name ST33G1M2 / STM056 MobilelD
Applicant Audkenni ehf
Designation report Yes
Issuer
Reference Fullgildur_undirskriftarbnadur v1.0
URL http.s://nleytendastofa.is/fyrirt.aeki/traustthjonustuveitendur—leidbeiningar/rafraenar-
undirskriftir/oruggur-undirskriftarbunadur/ (en)
Expiration date 2027-05-21
Reference: ANSSI-CC-2015-61
Issuer:
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2015-61.pdf (en)

CC certification report(s)

URL to security
target:

Issuance date

Article 51(1) of Regulation (EU) 910/2014 provides for that “secure signature creation
devices of which the conformity has been determined in accordance with Article 3(4) of
Directive 1999/93/EC shall continue to be considered to be qualified electronic signature
creation devices under this Regulation until 21 May 2027". The cancellation of such

a determination may however occur sooner, upon revocation by the competent body
designated under Article 3(4) of Directive 1999/93/EC.

Note(s)

2026-02-17 | Page 224 of 344


https://neytendastofa.is/fyrirtaeki/traustthjonustuveitendur-leidbeiningar/rafraenar-undirskriftir/oruggur-undirskriftarbunadur/
https://neytendastofa.is/fyrirtaeki/traustthjonustuveitendur-leidbeiningar/rafraenar-undirskriftir/oruggur-undirskriftarbunadur/
https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2015-61.pdf

TSH002 / T6ND7.8

Name TSHO002 / T6ND7.8
Applicant Audkenni ehf
Designation report Yes
Issuer
Reference Fullgildur_undirskriftarbtnadur v1.0
URL http.s://nleytendastofa.is/fyrirt.aeki/traustthjonustuveitendur-leid beiningar/rafraenar-
undirskriftir/oruggur-undirskriftarbunadur/ (en)
Expiration date 2027-05-21
Reference: ANSSI-CC-2014/21
Issuer:
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2014_21x.pdf (en)

CC certification report(s)

URL to security
target:

Issuance date

Article 51(1) of Regulation (EU) 910/2014 provides for that “secure signature creation
devices of which the conformity has been determined in accordance with Article 3(4) of
Directive 1999/93/EC shall continue to be considered to be qualified electronic signature
creation devices under this Regulation until 21 May 2027". The cancellation of such

a determination may however occur sooner, upon revocation by the competent body
designated under Article 3(4) of Directive 1999/93/EC.

Note(s)

List of QSCDs

None.
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https://neytendastofa.is/fyrirtaeki/traustthjonustuveitendur-leidbeiningar/rafraenar-undirskriftir/oruggur-undirskriftarbunadur/
https://neytendastofa.is/fyrirtaeki/traustthjonustuveitendur-leidbeiningar/rafraenar-undirskriftir/oruggur-undirskriftarbunadur/
https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2014_21x.pdf

Italy
List of SSCDs

ARX CoSign v7.1

Name ARX CoSign v7.1
Applicant ARX (Algorithmic Research, Ltd.)
Designation report Yes
Issuer Organismo di Certificazione della Sicurezza Informatica (OCSI)
Reference OCSI/ACC/ARX/01/2010/RA
URL https://www.acn.gov.it/portale/documents/20119/915706/ac_rda_cosign_v1.1.pdf (it)
Expiration date 2027-05-21
Reference: OCSI/CERT/IMQ/01/2011/RC
Issuer: Organismo di Certificazione della Sicurezza Informatica (OCSI)
URL ro report: https:/www.acn.gov.it/portale/documents/20119/911086/rc_arx_cosign_v1.1.pdf (it)

CC certification report(s)

URL to security
target:

Issuance date 2015-07-15

Article 51(1) of Regulation (EU) 910/2014 provides for that “secure signature creation
devices of which the conformity has been determined in accordance with Article 3(4) of
Directive 1999/93/EC shall continue to be considered to be qualified electronic signature
creation devices under this Regulation until 21 May 2027". The cancellation of such

a determination may however occur sooner, upon revocation by the competent body
designated under Article 3(4) of Directive 1999/93/EC.

Note(s)

2026-02-17 | Page 226 of 344


https://www.acn.gov.it/portale/documents/20119/915706/ac_rda_cosign_v1.1.pdf
https://www.acn.gov.it/portale/documents/20119/911086/rc_arx_cosign_v1.1.pdf

ARX CoSign v7.5

Name
Applicant
Designation report
Issuer
Reference
URL

Expiration date

CC certification report(s)

Note(s)

ARX CoSign v7.5

ARX (Algorithmic Research, Ltd.)

Yes

Organismo di Certificazione della Sicurezza Informatica (OCSI)
OCSI/ACC/ARX/01/2015/RA

https://www.acn.gov.it/portale/documents/20119/915713/ac_rda_cosign_75_v1.0.pdf (it)

2027-05-21

Reference: OCSI/CERT/IMQ/03/2015/RC

Issuer: Organismo di Certificazione della Sicurezza Informatica (OCSI)

URL ro report: https://www.acn.gov.it/portale/documents/20119/910933/rc_arx_cosign_75_v1.0.pdf (it)
URL to security

target:

Issuance date 2015-10-06

Article 51(1) of Regulation (EU) 910/2014 provides for that “secure signature creation
devices of which the conformity has been determined in accordance with Article 3(4) of
Directive 1999/93/EC shall continue to be considered to be qualified electronic signature
creation devices under this Regulation until 21 May 2027". The cancellation of such

a determination may however occur sooner, upon revocation by the competent body
designated under Article 3(4) of Directive 1999/93/EC.

Luna® PCI Configured for Use in Luna® SA 4.5.1 (RF)

Name
Applicant
Designation report
Issuer
Reference
URL

Expiration date

CC certification report(s)

Note(s)

Luna® PCl Configured for Use in Luna® SA 4.5.1 (RF)
SafeNet, Inc. (CA)

Yes

Organismo di Certificazione della Sicurezza Informatica (OCSI)
OCSI/ACC/SFNT/01/2013/RA

https://www.acn.gov.it/portale/documents/20119/915769/ac_rda_safenet_rf v1.0.pdf (it)

2027-05-21
Reference: NSCIB-CC-12-36718-CR
Issuer: TUV Rheinland Nederland B.V.

https://www.commoncriteriaportal.org/files/epfiles/%5BCR%5D%20NSCIB-CC-12-36718-CR.pdf

URL ro report: (en)

URL to security
target:

Issuance date 2013-07-26

Article 51(1) of Regulation (EU) 910/2014 provides for that “secure signature creation
devices of which the conformity has been determined in accordance with Article 3(4) of
Directive 1999/93/EC shall continue to be considered to be qualified electronic signature
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https://www.acn.gov.it/portale/documents/20119/915713/ac_rda_cosign_75_v1.0.pdf
https://www.acn.gov.it/portale/documents/20119/910933/rc_arx_cosign_75_v1.0.pdf
https://www.acn.gov.it/portale/documents/20119/915769/ac_rda_safenet_rf_v1.0.pdf
https://www.commoncriteriaportal.org/files/epfiles/%5BCR%5D%20NSCIB-CC-12-36718-CR.pdf

creation devices under this Regulation until 21 May 2027". The cancellation of such
a determination may however occur sooner, upon revocation by the competent body
designated under Article 3(4) of Directive 1999/93/EC.

Luna® PCI Configured for Use in Luna SA 4.1

Name Luna® PCI Configured for Use in Luna SA 4.1
Applicant SafeNet, Inc. (CA)
Designation report Yes
Issuer Organismo di Certificazione della Sicurezza Informatica (OCSI)
Reference OCSI/ACC/SFNT/01/2011/RA
URL https://www.acn.gov.it/portale/documents/20119/915806/ac_rda_safenet_v1.0.pdf (it)
Expiration date 2027-05-21
Reference: NSCIB-CC-07-09219-CR
Issuer: TNO Certification

https://www.commoncriteriaportal.org/files/epfiles/Certification_Report_NSCIB-CC-07-09219-

URL ro report: CR_final.pdf (en)

CC certification report(s)

URL to security
target:

Issuance date 2009-11-02

Article 51(1) of Regulation (EU) 910/2014 provides for that “secure signature creation
devices of which the conformity has been determined in accordance with Article 3(4) of
Directive 1999/93/EC shall continue to be considered to be qualified electronic signature
creation devices under this Regulation until 21 May 2027". The cancellation of such

a determination may however occur sooner, upon revocation by the competent body
designated under Article 3(4) of Directive 1999/93/EC.

Note(s)
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https://www.acn.gov.it/portale/documents/20119/915806/ac_rda_safenet_v1.0.pdf
https://www.commoncriteriaportal.org/files/epfiles/Certification_Report_NSCIB-CC-07-09219-CR_final.pdf
https://www.commoncriteriaportal.org/files/epfiles/Certification_Report_NSCIB-CC-07-09219-CR_final.pdf

Thales nShield HSM Family v11.72.02

Name Thales nShield HSM Family v11.72.02
Applicant Thales e-Security Ltd
Designation report Yes
Issuer Organismo di Certificazione della Sicurezza Informatica (OCSI)
Reference OCSI/ACC/THLS/02/2011/RA
URL https://www.acn.gov.it/portale/documents/20119/915675/ac_rda_nshield_v1.0.pdf (it)
Expiration date 2027-05-21
Reference: OCSI/CERT/RES/02/2012/RC
Issuer: Organismo di Certificazione della Sicurezza Informatica (OCSI)

. . URL ro report: https://www.acn.gov.it/portale/documents/20119/910811/rc_thales_nshield_v1.0.pdf (it)
CC certification report(s)

URL to security
target:

Issuance date 2016-03-10

Article 51(1) of Regulation (EU) 910/2014 provides for that “secure signature creation

devices of which the conformity has been determined in accordance with Article 3(4) of
Note(s) Directive 1999/93/EC shall continue to be considered to be qualified electronic signature

creation devices under this Regulation until 21 May 2027". The cancellation of such

a determination may however occur sooner, upon revocation by the competent body

designated under Article 3(4) of Directive 1999/93/EC.

List of QSCDs
Name ADSS Server SAM Appliance v6.0
Applicant Ascertia Ltd.

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014

Remote QSCD
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https://www.acn.gov.it/portale/documents/20119/915675/ac_rda_nshield_v1.0.pdf
https://www.acn.gov.it/portale/documents/20119/910811/rc_thales_nshield_v1.0.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Organismo di Certificazione della Sicurezza Informatica (OCSI)

OCSI/ACC/ASC/01/2019/RA

https://www.ocsi.gov.it/documenti/accertamenti/ascertia/
ac_rda_eidas_adss_sam_60_v1.0.pdf (it)

2019-07-01

Valid up to revocation

https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html (en)

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

CC-19-222073 (Utimaco CryptoServer CP5 Sel500 (PCle), version 5.1.0.0, CC EAL4+ certified
in conformity with PP prEN 419 221-5)

TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/05/nscib-cc-222073-cr-v1.2cert.pdf
(en)

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/222073_1m1-
cryptoservercp5_st-lite_v2-0-2.pdf (en)

2019-03-14

OCSI/CERT/SYS/08/2017/RC (Ascertia ADSS Server Signature Activation Module v6.0)
Organismo di Certificazione della Sicurezza Informatica (OCSI)

https://www.ocsi.gov.it/documenti/certificazioni/ascertia/adsssam60/
cr_adss_sam_60_v1.0_en.pdf (en)

https://www.ocsi.gov.it/documenti/certificazioni/ascertia/adsssam60/st_adss_sam_60_v18.pdf
(en)

2019-03-13

NSCIB-CC-2300142-01-CR
TrustCB B.V.

https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-2300142-01-CR.pdf
(en)

https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-2300142-01-ST-
Lite.pdf (en)

2023-12-05
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https://www.ocsi.gov.it/documenti/accertamenti/ascertia/ac_rda_eidas_adss_sam_60_v1.0.pdf
https://www.ocsi.gov.it/documenti/accertamenti/ascertia/ac_rda_eidas_adss_sam_60_v1.0.pdf
https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/05/nscib-cc-222073-cr-v1.2cert.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/222073_1m1-cryptoservercp5_st-lite_v2-0-2.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/222073_1m1-cryptoservercp5_st-lite_v2-0-2.pdf
https://www.ocsi.gov.it/documenti/certificazioni/ascertia/adsssam60/cr_adss_sam_60_v1.0_en.pdf
https://www.ocsi.gov.it/documenti/certificazioni/ascertia/adsssam60/cr_adss_sam_60_v1.0_en.pdf
https://www.ocsi.gov.it/documenti/certificazioni/ascertia/adsssam60/st_adss_sam_60_v18.pdf
https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-2300142-01-CR.pdf
https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-2300142-01-ST-Lite.pdf
https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-2300142-01-ST-Lite.pdf

Qualified Seal Creation Device

(QSealCD) ves
Issuer Organismo di Certificazione della Sicurezza Informatica (OCSI)
Reference OCSI/ACC/ASC/01/2019/RA
URL https://wva.ocsi.gov.it/documenti/acgertamenti/ascertia/
ac_rda_eidas_adss_sam_60_v1.0.pdf (it)
Effective starting date 2019-07-01

Expiration date Valid up to revocation
Art.30.3.(b) notified alternative

certification method https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html (en)

CC certification report(s)

Note(s)

Name

Applicant

Remote QSCD

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

CC-19-222073 (Utimaco CryptoServer CP5 Sel500 (PCle), version 5.1.0.0, CC EAL4+ certified
in conformity with PP prEN 419 221-5)

TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/05/nscib-cc-222073-cr-v1.2cert.pdf
(en)

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/222073_1m1-
cryptoservercp5_st-lite_v2-0-2.pdf (en)

2019-03-14

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

OCSI/CERT/SYS/08/2017/RC (Ascertia ADSS Server Signature Activation Module v6.0)
Organismo di Certificazione della Sicurezza Informatica (OCSI)

https://www.ocsi.gov.it/documenti/certificazioni/ascertia/adsssam60/
cr_adss_sam_60_v1.0_en.pdf (en)

https://www.ocsi.gov.it/documenti/certificazioni/ascertia/adsssam60/st_adss_sam_60_v18.pdf
(en)

2019-03-13

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

NSCIB-CC-2300142-01-CR
TrustCB B.V.

https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-2300142-01-CR.pdf
(en)

https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-2300142-01-ST-
Lite.pdf (en)

2023-12-05

ADSS Server SAM Appliance v7.0.2

Ascertia Ltd.

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014
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https://www.ocsi.gov.it/documenti/accertamenti/ascertia/ac_rda_eidas_adss_sam_60_v1.0.pdf
https://www.ocsi.gov.it/documenti/accertamenti/ascertia/ac_rda_eidas_adss_sam_60_v1.0.pdf
https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/05/nscib-cc-222073-cr-v1.2cert.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/222073_1m1-cryptoservercp5_st-lite_v2-0-2.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/222073_1m1-cryptoservercp5_st-lite_v2-0-2.pdf
https://www.ocsi.gov.it/documenti/certificazioni/ascertia/adsssam60/cr_adss_sam_60_v1.0_en.pdf
https://www.ocsi.gov.it/documenti/certificazioni/ascertia/adsssam60/cr_adss_sam_60_v1.0_en.pdf
https://www.ocsi.gov.it/documenti/certificazioni/ascertia/adsssam60/st_adss_sam_60_v18.pdf
https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-2300142-01-CR.pdf
https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-2300142-01-ST-Lite.pdf
https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-2300142-01-ST-Lite.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Organismo di Certificazione della Sicurezza Informatica (OCSI)

OCSI/ACC/ASC/01/2022/RA

https://www.ocsi.gov.it/documenti/accertamenti/ascertia/
ac_rda_eidas_adss_sam_702_v1.0.pdf (it)

2022-05-23

Valid up to revocation

https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html (en)

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

OCSI/CERT/CCL/11/2021/RC
Organismo di Certificazione della Sicurezza Informatica (OCSI)

https://www.ocsi.gov.it/documenti/certificazioni/ascertia/adsssam70/
cr_adss_sam_702_v1.0_en.pdf (en)

https://www.ocsi.gov.it/documenti/certificazioni/ascertia/adsssam70/st_adss_sam_702_v8.pdf

(en)

2022-04-29

NSCIB-CC-222073-CR
TUV Rheinland Nederland B.V.

https://www.commoncriteriaportal.org/files/epfiles/nscib-cc-222073-cr-v1.2cert.pdf (en)

https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-222073_3m1-ST.pdf (en)

2020-05-27

NSCIB-CC-0368256-CR
TUV Rheinland Nederland B.V.

https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-CR-1.0.pdf (en)

https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256_1m1-ST.pdf (en)

2021-03-17

NSCIB-CC-195307-CR
TOV Rheinland Nederland B.V.
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-20-195307-CR.pdf (en)

https://www.commoncriteriaportal.org/files/epfiles/[ST]1%20002-010985-001_Luna-PCle-
HSM7_CC_SecurityTarget_Rev).pdf (en)

2020-10-06

NSCIB-CC-2300142-01-CR

TrustCB B.V.

https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-2300142-01-CR.pdf

(en)

https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-2300142-01-ST-
Lite.pdf (en)

2023-12-05
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https://www.ocsi.gov.it/documenti/accertamenti/ascertia/ac_rda_eidas_adss_sam_702_v1.0.pdf
https://www.ocsi.gov.it/documenti/accertamenti/ascertia/ac_rda_eidas_adss_sam_702_v1.0.pdf
https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html
https://www.ocsi.gov.it/documenti/certificazioni/ascertia/adsssam70/cr_adss_sam_702_v1.0_en.pdf
https://www.ocsi.gov.it/documenti/certificazioni/ascertia/adsssam70/cr_adss_sam_702_v1.0_en.pdf
https://www.ocsi.gov.it/documenti/certificazioni/ascertia/adsssam70/st_adss_sam_702_v8.pdf
https://www.commoncriteriaportal.org/files/epfiles/nscib-cc-222073-cr-v1.2cert.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-222073_3m1-ST.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-CR-1.0.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256_1m1-ST.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-20-195307-CR.pdf
https://www.commoncriteriaportal.org/files/epfiles/%5BST%5D%20002-010985-001_Luna-PCIe-HSM7_CC_SecurityTarget_RevJ.pdf
https://www.commoncriteriaportal.org/files/epfiles/%5BST%5D%20002-010985-001_Luna-PCIe-HSM7_CC_SecurityTarget_RevJ.pdf
https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-2300142-01-CR.pdf
https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-2300142-01-ST-Lite.pdf
https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-2300142-01-ST-Lite.pdf

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Organismo di Certificazione della Sicurezza Informatica (OCSI)

OCSI/ACC/ASC/01/2022/RA

https://www.ocsi.gov.it/documenti/accertamenti/ascertia/
ac_rda_eidas_adss_sam_702_v1.0.pdf (it)

2022-05-23

Valid up to revocation

https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html (en)

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

OCSI/CERT/CCL/11/2021/RC
Organismo di Certificazione della Sicurezza Informatica (OCSI)

https://www.ocsi.gov.it/documenti/certificazioni/ascertia/adsssam70/
cr_adss_sam_702_v1.0_en.pdf (en)

https://www.ocsi.gov.it/documenti/certificazioni/ascertia/adsssam70/st_adss_sam_702_v8.pdf
(en)

2022-04-29

NSCIB-CC-222073-CR
TUV Rheinland Nederland B.V.

https://www.commoncriteriaportal.org/files/epfiles/nscib-cc-222073-cr-v1.2cert.pdf (en)

https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-222073_3m1-ST.pdf (en)

2020-05-27

NSCIB-CC-0368256-CR
TUV Rheinland Nederland B.V.

https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-CR-1.0.pdf (en)

https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256_1m1-ST.pdf (en)

2021-03-17

NSCIB-CC-195307-CR
TOV Rheinland Nederland B.V.
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-20-195307-CR.pdf (en)

https://www.commoncriteriaportal.org/files/epfiles/[ST]1%20002-010985-001_Luna-PCle-
HSM7_CC_SecurityTarget_Rev).pdf (en)

2020-10-06

NSCIB-CC-2300142-01-CR
TrustCB B.V.

https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-2300142-01-CR.pdf
(en)

https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-2300142-01-ST-
Lite.pdf (en)

2023-12-05
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https://www.ocsi.gov.it/documenti/accertamenti/ascertia/ac_rda_eidas_adss_sam_702_v1.0.pdf
https://www.ocsi.gov.it/documenti/accertamenti/ascertia/ac_rda_eidas_adss_sam_702_v1.0.pdf
https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html
https://www.ocsi.gov.it/documenti/certificazioni/ascertia/adsssam70/cr_adss_sam_702_v1.0_en.pdf
https://www.ocsi.gov.it/documenti/certificazioni/ascertia/adsssam70/cr_adss_sam_702_v1.0_en.pdf
https://www.ocsi.gov.it/documenti/certificazioni/ascertia/adsssam70/st_adss_sam_702_v8.pdf
https://www.commoncriteriaportal.org/files/epfiles/nscib-cc-222073-cr-v1.2cert.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-222073_3m1-ST.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256-CR-1.0.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-0368256_1m1-ST.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-20-195307-CR.pdf
https://www.commoncriteriaportal.org/files/epfiles/%5BST%5D%20002-010985-001_Luna-PCIe-HSM7_CC_SecurityTarget_RevJ.pdf
https://www.commoncriteriaportal.org/files/epfiles/%5BST%5D%20002-010985-001_Luna-PCIe-HSM7_CC_SecurityTarget_RevJ.pdf
https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-2300142-01-CR.pdf
https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-2300142-01-ST-Lite.pdf
https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-2300142-01-ST-Lite.pdf

Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

ARX CoSign v8.2

ARX (Algorithmic Research, Ltd.)

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Yes

Organismo di Certificazione della Sicurezza Informatica (OCSI)
OCSI/ACC/ARX/01/2017/RA
https://www.ocsi.gov.it/documenti/accertamenti/arx/ac_rda_eidas_cosign_82_v1.0.pdf (it)
2017-02-07

Valid up to revocation

https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html (en)

Reference: OCSI/CERT/IMQ/05/2016/RC
Issuer: Organismo di Certificazione della Sicurezza Informatica (OCSI)
URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/arx/rc_arx_cosign_82_v1.0.pdf (it)

URL to security

target: https://www.ocsi.gov.it/documenti/certificazioni/arx/st_arx_cosign_82_v2.6.pdf (en)

Issuance date 2016-09-12

Yes

Organismo di Certificazione della Sicurezza Informatica (OCSI)
OCSI/ACC/ARX/01/2017/RA
https://www.ocsi.gov.it/documenti/accertamenti/arx/ac_rda_eidas_cosign_82_v1.0.pdf (it)
2017-02-07

Valid up to revocation

https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html (en)

Reference: OCSI/CERT/IMQ/05/2016/RC
Issuer: Organismo di Certificazione della Sicurezza Informatica (OCSI)
URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/arx/rc_arx_cosign_82_v1.0.pdf (it)

URL to security

target: https://www.ocsi.gov.it/documenti/certificazioni/arx/st_arx_cosign_82_v2.6.pdf (en)

Issuance date 2016-09-12

2026-02-17 | Page 234 of 344


https://www.ocsi.gov.it/documenti/accertamenti/arx/ac_rda_eidas_cosign_82_v1.0.pdf
https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html
https://www.ocsi.gov.it/documenti/certificazioni/arx/rc_arx_cosign_82_v1.0.pdf
https://www.ocsi.gov.it/documenti/certificazioni/arx/st_arx_cosign_82_v2.6.pdf
https://www.ocsi.gov.it/documenti/accertamenti/arx/ac_rda_eidas_cosign_82_v1.0.pdf
https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html
https://www.ocsi.gov.it/documenti/certificazioni/arx/rc_arx_cosign_82_v1.0.pdf
https://www.ocsi.gov.it/documenti/certificazioni/arx/st_arx_cosign_82_v2.6.pdf

Name
Applicant
Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

ChipDoc v4 on JCOP 4.5 P71 in SSCD configuration - version 4.0.1.52
NXP Semiconductors

No
Yes

Organismo di Certificazione della Sicurezza Informatica (OCSI)
OCSI/ACC/NXP/01/2023/RA

https://www.ocsi.gov.it/documenti/accertamenti/nxp/
ac_rda_eidas_ChipDocv4 4.0.1.52_v1.0.pdf (it)

2023-05-02

Valid up to revocation

Reference: ANSSI-CC-2023/12
Issuer: Agence nationale de la sécurité des systémes d'information (ANSSI, FR)
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2023_12_sscd.pdf (fr)

URL to security

target: https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2023_12en.pdf (en)

Issuance date 2023-03-01

Yes

Organismo di Certificazione della Sicurezza Informatica (OCSI)
OCSI/ACC/NXP/01/2023/RA

https://www.ocsi.gov.it/documenti/accertamenti/nxp/
ac_rda_eidas_ChipDocv4 4.0.1.52_v1.0.pdf (it)

2023-05-02

Valid up to revocation

Reference: ANSSI-CC-2023/12
Issuer: Agence nationale de la sécurité des systémes d’information (ANSSI, FR)
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2023_12_sscd.pdf (fr)

URL to security

target: https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2023_12en.pdf (en)

Issuance date 2023-03-01
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https://www.ocsi.gov.it/documenti/accertamenti/nxp/ac_rda_eidas_ChipDocv4_4.0.1.52_v1.0.pdf
https://www.ocsi.gov.it/documenti/accertamenti/nxp/ac_rda_eidas_ChipDocv4_4.0.1.52_v1.0.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2023_12_sscd.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2023_12en.pdf
https://www.ocsi.gov.it/documenti/accertamenti/nxp/ac_rda_eidas_ChipDocv4_4.0.1.52_v1.0.pdf
https://www.ocsi.gov.it/documenti/accertamenti/nxp/ac_rda_eidas_ChipDocv4_4.0.1.52_v1.0.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cc-2023_12_sscd.pdf
https://www.commoncriteriaportal.org/files/epfiles/anssi-cible-cc-2023_12en.pdf

Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

distributed remote Qualified Signature Creation Device (drQSCD) v1.0

14P-Informatikai Kft. (14P Ltd.)

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Yes

Organismo di Certificazione della Sicurezza Informatica (OCSI)

OCSI/ACC/14P/03/2019/RA
https://www.ocsi.gov.it/documenti/accertamenti/i4p/ac_rda_eidas_drgscd_10 v1.0.pdf (it)
2019-07-25

Valid up to revocation

https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html (en)

Reference: OCSI/CERT/SYS/06/2017/RC
Issuer: Organismo di Certificazione della Sicurezza Informatica (OCSI)
URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/i4p/cr_drgscd_10_v1.0_en.pdf (en)

URL to security

target: https://www.ocsi.gov.it/documenti/certificazioni/i4p/st_drgscd_v1.2_public.pdf (en)

Issuance date 2019-05-15

Yes

Organismo di Certificazione della Sicurezza Informatica (OCSI)

OCSI/ACC/I4P/03/2019/RA
https://www.ocsi.gov.it/documenti/accertamenti/i4p/ac_rda_eidas drgscd 10 v1.0.pdf (it)
2019-07-25

Valid up to revocation

https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html (en)

Reference: OCSI/CERT/SYS/06/2017/RC
Issuer: Organismo di Certificazione della Sicurezza Informatica (OCSI)
URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/i4p/cr_drgscd_10 v1.0_en.pdf (en)

URL to security

target: https://www.ocsi.gov.it/documenti/certificazioni/i4p/st_drgscd_v1.2_public.pdf (en)

Issuance date 2019-05-15
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https://www.ocsi.gov.it/documenti/accertamenti/i4p/ac_rda_eidas_drqscd_10_v1.0.pdf
https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html
https://www.ocsi.gov.it/documenti/certificazioni/i4p/cr_drqscd_10_v1.0_en.pdf
https://www.ocsi.gov.it/documenti/certificazioni/i4p/st_drqscd_v1.2_public.pdf
https://www.ocsi.gov.it/documenti/accertamenti/i4p/ac_rda_eidas_drqscd_10_v1.0.pdf
https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html
https://www.ocsi.gov.it/documenti/certificazioni/i4p/cr_drqscd_10_v1.0_en.pdf
https://www.ocsi.gov.it/documenti/certificazioni/i4p/st_drqscd_v1.2_public.pdf

Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

DocuSign Signature Appliance Software Version 9.1.9.10 Hardware Version 8.0

DocuSign Israel Ltd.

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Yes

Organismo di Certificazione della Sicurezza Informatica (OCSI)
OCSI/ACC/DSA/01/2020/RA

https://www.ocsi.gov.it/documenti/accertamenti/docusign/
ac_rda_eidas_docusign_sa_ 91 v1.0.pdf (it)

2020-09-02

Valid up to revocation

https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html (en)

Reference: OCSI/CERT/IMQ/01/2019/RC
Issuer: Organismo di Certificazione della Sicurezza Informatica (OCSI)
URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/docusign/rc_docusign_sa_91_v1.0.pdf (it)

URL to security

target: https://www.ocsi.gov.it/documenti/certificazioni/docusign/st_docusign_sa_91 v2.18.pdf (en)

Issuance date 2020-06-22
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https://www.ocsi.gov.it/documenti/accertamenti/docusign/ac_rda_eidas_docusign_sa_91_v1.0.pdf
https://www.ocsi.gov.it/documenti/accertamenti/docusign/ac_rda_eidas_docusign_sa_91_v1.0.pdf
https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html
https://www.ocsi.gov.it/documenti/certificazioni/docusign/rc_docusign_sa_91_v1.0.pdf
https://www.ocsi.gov.it/documenti/certificazioni/docusign/st_docusign_sa_91_v2.18.pdf

Qualified Seal Creation Device

(QSealCD) ves
Issuer Organismo di Certificazione della Sicurezza Informatica (OCSI)
Reference OCSI/ACC/DSA/01/2020/RA
URL https://wva.ocsi.goy.it/documenti/accer.tamenti/docusign/
ac_rda_eidas_docusign_sa 91 v1.0.pdf (it)
Effective starting date 2020-09-02
Expiration date Valid up to revocation

Art.30.3.(b) notified alternative

certification method https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html (en)

Reference: OCSI/CERT/IMQ/01/2019/RC
Issuer: Organismo di Certificazione della Sicurezza Informatica (OCSI)
URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/docusign/rc_docusign_sa_91_v1.0.pdf (it)

CC certification report(s)

URL to security https://www.ocsi.gov.it/documenti/certificazioni/docusign/st_docusign_sa_91_v2.18.pdf (en)

target: _5a_JL
Issuance date 2020-06-22

Note(s)

Name DocuSign Signature Appliance v8.4

Applicant DocuSign
Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014

Remote QSCD
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https://www.ocsi.gov.it/documenti/accertamenti/docusign/ac_rda_eidas_docusign_sa_91_v1.0.pdf
https://www.ocsi.gov.it/documenti/accertamenti/docusign/ac_rda_eidas_docusign_sa_91_v1.0.pdf
https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html
https://www.ocsi.gov.it/documenti/certificazioni/docusign/rc_docusign_sa_91_v1.0.pdf
https://www.ocsi.gov.it/documenti/certificazioni/docusign/st_docusign_sa_91_v2.18.pdf

Qualified Signature Creation

Device (QSigCD)
Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Organismo di Certificazione della Sicurezza Informatica (OCSI)
OCSI/ACC/DSA/01/2017/RA

https://www.ocsi.gov.it/documenti/accertamenti/docusign/
ac_rda_eidas_docusign_84 v1.0.pdf (it)

2018-02-21

Valid up to revocation

https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html (en)

Reference: OCSI/CERT/IMQ/07/2017/RC

Issuer: Organismo di Certificazione della Sicurezza Informatica (OCSI)
URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/docusign/rc_docusign_84_v1.0.pdf (it)

URL to security

target: https://www.ocsi.gov.it/documenti/certificazioni/docusign/st_docusign_84_v2.13.pdf (en)

Issuance date 2018-02-21

Yes

Organismo di Certificazione della Sicurezza Informatica (OCSI)
OCSI/ACC/DSA/01/2017/RA

https://www.ocsi.gov.it/documenti/accertamenti/docusign/
ac_rda_eidas_docusign_84 v1.0.pdf (it)

2018-02-21

Valid up to revocation

https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html (en)

Reference: OCSI/CERT/IMQ/07/2017/RC

Issuer: Organismo di Certificazione della Sicurezza Informatica (OCSI)

URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/docusign/rc_docusign_84_v1.0.pdf (it)

::jaRr;et:' security https://www.ocsi.gov.it/documenti/certificazioni/docusign/st_docusign_84_v2.13.pdf (en)

Issuance date 2018-02-21
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https://www.ocsi.gov.it/documenti/accertamenti/docusign/ac_rda_eidas_docusign_84_v1.0.pdf
https://www.ocsi.gov.it/documenti/accertamenti/docusign/ac_rda_eidas_docusign_84_v1.0.pdf
https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html
https://www.ocsi.gov.it/documenti/certificazioni/docusign/rc_docusign_84_v1.0.pdf
https://www.ocsi.gov.it/documenti/certificazioni/docusign/st_docusign_84_v2.13.pdf
https://www.ocsi.gov.it/documenti/accertamenti/docusign/ac_rda_eidas_docusign_84_v1.0.pdf
https://www.ocsi.gov.it/documenti/accertamenti/docusign/ac_rda_eidas_docusign_84_v1.0.pdf
https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html
https://www.ocsi.gov.it/documenti/certificazioni/docusign/rc_docusign_84_v1.0.pdf
https://www.ocsi.gov.it/documenti/certificazioni/docusign/st_docusign_84_v2.13.pdf

Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

e-Tugra SAM QSCD v1.4

E-Tugra EBG Information Technologies and Services Joint Stock Company

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Yes

Organismo di Certificazione della Sicurezza Informatica (OCSI)
OCSI/ACC/ETG/01/2024/RA

https://www.ocsi.gov.it/documenti/accertamenti/eTugra/ac_rda_24_etugral4_gscd_v1.0.pdf
(it)

2024-05-06

Valid up to revocation

https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html (en)

Reference: OCSI/CERT/CCL/01/2023/RC
Issuer: Organismo di Certificazione della Sicurezza Informatica (OCSI)
URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/eTugra/rc_etugra_sam_14_v.1.0_it.pdf (it)

URL to security https://www.ocsi.gov.it/documenti/certificazioni/eTugra/st_etugra_sam_14_v10.pdf (en)

target:

Issuance date 2024-04-16

Reference: NSCIB-CC-195307-CR2

Issuer: TUV Rheinland Nederland B.V.

URL ro report: https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-195307-CR2-1.0.pdf (en)

URL to security

target: https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-195307-ST_RevM.pdf (en)

Issuance date 2022-07-18
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https://www.ocsi.gov.it/documenti/accertamenti/eTugra/ac_rda_24_etugra14_qscd_v1.0.pdf
https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html
https://www.ocsi.gov.it/documenti/certificazioni/eTugra/rc_etugra_sam_14_v.1.0_it.pdf
https://www.ocsi.gov.it/documenti/certificazioni/eTugra/st_etugra_sam_14_v10.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-195307-CR2-1.0.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-195307-ST_RevM.pdf

Qualified Seal Creation Device

(QSealCD) ves
Issuer Organismo di Certificazione della Sicurezza Informatica (OCSI)
Reference OCSI/ACC/ETG/01/2024/RA
URL ?;Er;s://www.ocsi.gov.it/documenti/accertamenti/eTugra/ac_rda_24_etugra14_qscd_v1.0.pdf
Effective starting date 2024-05-06
Expiration date Valid up to revocation

Art.30.3.(b) notified alternative

certification method https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html (en)

Reference: OCSI/CERT/CCL/01/2023/RC
Issuer: Organismo di Certificazione della Sicurezza Informatica (OCSI)
URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/eTugra/rc_etugra_sam_14_v.1.0_it.pdf (it)

URL to security https://www.ocsi.gov.it/documenti/certificazioni/eTugra/st_etugra_sam_14_v10.pdf (en)

target:
Issuance date 2024-04-16
CC certification report(s)
Reference: NSCIB-CC-195307-CR2
Issuer: TOV Rheinland Nederland B.V.
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-195307-CR2-1.0.pdf (en)

URL to security

target: https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-195307-ST_RevM.pdf (en)

Issuance date 2022-07-18

Note(s)

IAS ECC v2, version 1.3, in configuration #1 on ID-One Cosmo v8.2 open platform on NXP

Name P6022M VB
Applicant IDEMIA I&S
Remote QSCD No
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https://www.ocsi.gov.it/documenti/accertamenti/eTugra/ac_rda_24_etugra14_qscd_v1.0.pdf
https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html
https://www.ocsi.gov.it/documenti/certificazioni/eTugra/rc_etugra_sam_14_v.1.0_it.pdf
https://www.ocsi.gov.it/documenti/certificazioni/eTugra/st_etugra_sam_14_v10.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-195307-CR2-1.0.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-195307-ST_RevM.pdf

Qualified Signature Creation

Device (QSigCD) VEE
Issuer Organismo di Certificazione della Sicurezza Informatica (OCSI)
Reference OCSI/ACC/IDM/03/2024/RA
URL zgps://www.ocsi.gov.it/documenti/accertamenti/idemia/ac_rda_ias-ecc-v2_v1.3_conﬁgl.pdf
Effective starting date 2024-12-19
Expiration date 2028-11-10
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2020/50-R01
Issuer: Agence nationale de la sécurité des systémes d'information (ANSSI, FR)
URL ro report: https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/ANSSI-CC-2020_50-R01fr.pdf (fr)

CC certification report(s)
URL to security

target:
Issuance date 2023-11-10
Qualified Seal Creation Device Yes
(QSealCD)
Issuer Organismo di Certificazione della Sicurezza Informatica (OCSI)
Reference OCSI/ACC/IDM/03/2024/RA
URL ?igps://www.ocsi.gov.it/documenti/accertamenti/idemia/ac_rda_ias-ecc-vZ_vl.3_conﬁgl.pdf
Effective starting date 2024-12-19
Expiration date 2028-11-10
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2020/50-R01
Issuer: Agence nationale de la sécurité des systémes d'information (ANSSI, FR)
URL ro report: https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/ANSSI-CC-2020_50-RO1fr.pdf (fr)

CC certification report(s)
URL to security
target:

Issuance date 2023-11-10

Note(s)

IAS ECC v2, version 1.3, in configuration #2 on ID-One Cosmo v8.2 open platform on NXP

Name

P6022M VB
Applicant IDEMIA I&S
Remote QSCD No

2026-02-17 | Page 242 of 344


https://www.ocsi.gov.it/documenti/accertamenti/idemia/ac_rda_ias-ecc-v2_v1.3_config1.pdf
https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/ANSSI-CC-2020_50-R01fr.pdf
https://www.ocsi.gov.it/documenti/accertamenti/idemia/ac_rda_ias-ecc-v2_v1.3_config1.pdf
https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/ANSSI-CC-2020_50-R01fr.pdf

Qualified Signature Creation

Device (QSigCD) VEE
Issuer Organismo di Certificazione della Sicurezza Informatica (OCSI)
Reference OCSI/ACC/IDM/04/2024/RA
URL zgps://www.ocsi.gov.it/documenti/accertamenti/idemia/ac_rda_ias-ecc-v2_v1.3_conﬁ92.pdf
Effective starting date 2024-12-19
Expiration date 2028-11-10
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2020/51-R01
Issuer: Agence nationale de la sécurité des systémes d'information (ANSSI, FR)
URL ro report: https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/ANSSI-CC-2020_51-R01fr.pdf (fr)

CC certification report(s)
URL to security

target:
Issuance date 2023-11-10
Qualified Seal Creation Device Yes
(QSealCD)
Issuer Organismo di Certificazione della Sicurezza Informatica (OCSI)
Reference OCSI/ACC/IDM/04/2024/RA
URL ?igps://www.ocsi.gov.it/documenti/accertamenti/idemia/ac_rda_ias-ecc-vZ_vl.3_conﬁgZ.pdf
Effective starting date 2024-12-19
Expiration date 2028-11-10
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2020/51-R01
Issuer: Agence nationale de la sécurité des systémes d'information (ANSSI, FR)
URL ro report: https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/ANSSI-CC-2020_51-RO1fr.pdf (fr)

CC certification report(s)
URL to security
target:

Issuance date 2023-11-10

Note(s)

IAS ECC v2, version 1.3, in configuration #3 on ID-One Cosmo v8.2 open platform on NXP

Name

P6022M VB
Applicant IDEMIA I&S
Remote QSCD No
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https://www.ocsi.gov.it/documenti/accertamenti/idemia/ac_rda_ias-ecc-v2_v1.3_config2.pdf
https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/ANSSI-CC-2020_51-R01fr.pdf
https://www.ocsi.gov.it/documenti/accertamenti/idemia/ac_rda_ias-ecc-v2_v1.3_config2.pdf
https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/ANSSI-CC-2020_51-R01fr.pdf

Qualified Signature Creation

Device (QSigCD) VEE
Issuer Organismo di Certificazione della Sicurezza Informatica (OCSI)
Reference OCSI/ACC/IDM/05/2024/RA
URL zgps://www.ocsi.gov.it/documenti/accertamenti/idemia/ac_rda_ias-ecc-v2_v1.3_conﬁg3.pdf
Effective starting date 2024-12-19
Expiration date 2028-11-10
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2020/52-R01
Issuer: Agence nationale de la sécurité des systémes d'information (ANSSI, FR)
URL ro report: https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/ANSSI-CC-2020_52-RO1fr.pdf (fr)

CC certification report(s)
URL to security

target:
Issuance date 2023-11-10
Qualified Seal Creation Device Yes
(QSealCD)
Issuer Organismo di Certificazione della Sicurezza Informatica (OCSI)
Reference OCSI/ACC/IDM/05/2024/RA
URL ?igps://www.ocsi.gov.it/documenti/accertamenti/idemia/ac_rda_ias-ecc-vZ_vl.3_conﬁg3.pdf
Effective starting date 2024-12-19
Expiration date 2028-11-10
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2020/52-R01
Issuer: Agence nationale de la sécurité des systémes d'information (ANSSI, FR)
URL ro report: https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/ANSSI-CC-2020_52-RO1fr.pdf (fr)

CC certification report(s)
URL to security
target:

Issuance date 2023-11-10

Note(s)

IAS ECC v2, version 1.3, in configuration #4 on ID-One Cosmo v8.2 open platform on NXP

Name

P6022M VB
Applicant IDEMIA I&S
Remote QSCD No
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https://www.ocsi.gov.it/documenti/accertamenti/idemia/ac_rda_ias-ecc-v2_v1.3_config3.pdf
https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/ANSSI-CC-2020_52-R01fr.pdf
https://www.ocsi.gov.it/documenti/accertamenti/idemia/ac_rda_ias-ecc-v2_v1.3_config3.pdf
https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/ANSSI-CC-2020_52-R01fr.pdf

Qualified Signature Creation

Device (QSigCD) VEE
Issuer Organismo di Certificazione della Sicurezza Informatica (OCSI)
Reference OCSI/ACC/IDM/06/2024/RA
URL E'Sps://www.ocsi.gov.it/documenti/accertamenti/idemia/ac_rda_ias-ecc-v2_v1.3_conﬁg4.pdf
Effective starting date 2024-12-19
Expiration date 2028-11-10
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2020/53-R01
Issuer: Agence nationale de la sécurité des systémes d'information (ANSSI, FR)
URL ro report: https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/ANSSI-CC-2020_53-R01fr.pdf (fr)

CC certification report(s)
URL to security

target:
Issuance date 2023-11-10
Qualified Seal Creation Device Yes
(QSealCD)
Issuer Organismo di Certificazione della Sicurezza Informatica (OCSI)
Reference OCSI/ACC/IDM/06/2024/RA
URL Z’Sps://www.ocsi.gov.it/documenti/accertamenti/idemia/ac_rda_ias-ecc-vZ_vl.3_conﬁg4.pdf
Effective starting date 2024-12-19
Expiration date 2028-11-10
Art.30.3.(b) notified alternative
certification method
Reference: ANSSI-CC-2020/53-R01
Issuer: Agence nationale de la sécurité des systémes d'information (ANSSI, FR)
URL ro report: https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/ANSSI-CC-2020_53-RO1fr.pdf (fr)

CC certification report(s)

URL to security
target:

Issuance date 2023-11-10

Note(s)

Name IDentity Applet v3.4/QSCD on NXP JCOP 4 P71
Applicant ID&Trust Ltd

Remote QSCD No
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https://www.ocsi.gov.it/documenti/accertamenti/idemia/ac_rda_ias-ecc-v2_v1.3_config4.pdf
https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/ANSSI-CC-2020_53-R01fr.pdf
https://www.ocsi.gov.it/documenti/accertamenti/idemia/ac_rda_ias-ecc-v2_v1.3_config4.pdf
https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/ANSSI-CC-2020_53-R01fr.pdf

Qualified Signature Creation

Device (QSigCD) VEE
Issuer Organismo di Certificazione della Sicurezza Informatica (OCSI)
Reference OCSI/ACC/NXP/02/2023/RA
URL https://www..ocsi.gov.it/documenti/accertamenti/idtrust/
ac_rda_nxp_idapplet34_gscd_v1.0.pdf (it)
Effective starting date 2023-10-06
Expiration date Valid up to revocation

Art.30.3.(b) notified alternative
certification method

Reference: OCSI/CERT/SYS/07/2016/RC
Issuer: Organismo di Certificazione della Sicurezza Informatica (OCSI)
URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/idtrust/rc_idapplet34_qgscd_v1.1_it.pdf (it)

CC certification report(s)

URL to security https://www.ocsi.gov.it/documenti/certificazioni/idtrust/st_idapplet34_qgscd_v1.02.pdf (en)

target:
Issuance date 2021-10-20
Qualified Seal Creation Device Yes
(QSealCD)
Issuer Organismo di Certificazione della Sicurezza Informatica (OCSI)
Reference OCSI/ACC/NXP/02/2023/RA
URL https://www.locsi.gov.it/documenti/accertamenti/idtrust/
ac_rda_nxp_idapplet34_gscd_v1.0.pdf (it)
Effective starting date 2023-10-06
Expiration date Valid up to revocation

Art.30.3.(b) notified alternative
certification method

Reference: OCSI/CERT/SYS/07/2016/RC
Issuer: Organismo di Certificazione della Sicurezza Informatica (OCSI)
URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/idtrust/rc_idapplet34_gscd_v1.1_it.pdf (it)

CC certification report(s)

URL to security

target: https://www.ocsi.gov.it/documenti/certificazioni/idtrust/st_idapplet34_gscd_v1.02.pdf (en)

Issuance date 2021-10-20

Note(s)

Name IDentity Applet v3.4-p2/QSCD on NXP JCOP 4 P71
Applicant ID&Trust Ltd

Remote QSCD No
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https://www.ocsi.gov.it/documenti/accertamenti/idtrust/ac_rda_nxp_idapplet34_qscd_v1.0.pdf
https://www.ocsi.gov.it/documenti/accertamenti/idtrust/ac_rda_nxp_idapplet34_qscd_v1.0.pdf
https://www.ocsi.gov.it/documenti/certificazioni/idtrust/rc_idapplet34_qscd_v1.1_it.pdf
https://www.ocsi.gov.it/documenti/certificazioni/idtrust/st_idapplet34_qscd_v1.02.pdf
https://www.ocsi.gov.it/documenti/accertamenti/idtrust/ac_rda_nxp_idapplet34_qscd_v1.0.pdf
https://www.ocsi.gov.it/documenti/accertamenti/idtrust/ac_rda_nxp_idapplet34_qscd_v1.0.pdf
https://www.ocsi.gov.it/documenti/certificazioni/idtrust/rc_idapplet34_qscd_v1.1_it.pdf
https://www.ocsi.gov.it/documenti/certificazioni/idtrust/st_idapplet34_qscd_v1.02.pdf

Qualified Signature Creation

Device (QSigCD)

Yes

Issuer Organismo di Certificazione della Sicurezza Informatica (OCSI)
Reference OCSI/ACC/NXP/03/2023/RA
URL https://www.ocsi.gov.it/documenti/accertamenti/idtrust/ac_rda_nxp_idapplet34-

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device

p2_gscd_v1.0.pdf (it)
2023-10-06

Valid up to revocation

Reference: OCSI/CERT/CCL/10/2022/RC

Issuer: Organismo di Certificazione della Sicurezza Informatica (OCSI)

URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/idtrust/rc_idapplet34p2_gscd_v1.0_it.pdf (it)
URL to security

target: https://www.ocsi.gov.it/documenti/certificazioni/idtrust/st_idapplet34p2_gscd_v1.09.pdf (en)

Issuance date 2023-02-15

(QSealCD) ves
Issuer Organismo di Certificazione della Sicurezza Informatica (OCSI)
Reference OCSI/ACC/NXP/03/2023/RA
URL https://www.ocsi.gov.it/documenti/accertamenti/idtrust/ac_rda_nxp_idapplet34-

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

p2_gscd_v1.0.pdf (en)
2023-10-06

Valid up to revocation

Reference: OCSI/CERT/CCL/10/2022/RC

Issuer: Organismo di Certificazione della Sicurezza Informatica (OCSI)

URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/idtrust/rc_idapplet34p2_gscd_v1.0_it.pdf (it)
URL to security

target: https://www.ocsi.gov.it/documenti/certificazioni/idtrust/st_idapplet34p2_gscd_v1.09.pdf (en)

Issuance date 2023-02-15

Note(s)

Name ID-ONE CNS v2
Applicant IDEMIA
Remote QSCD No
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https://www.ocsi.gov.it/documenti/accertamenti/idtrust/ac_rda_nxp_idapplet34-p2_qscd_v1.0.pdf
https://www.ocsi.gov.it/documenti/accertamenti/idtrust/ac_rda_nxp_idapplet34-p2_qscd_v1.0.pdf
https://www.ocsi.gov.it/documenti/certificazioni/idtrust/rc_idapplet34p2_qscd_v1.0_it.pdf
https://www.ocsi.gov.it/documenti/certificazioni/idtrust/st_idapplet34p2_qscd_v1.09.pdf
https://www.ocsi.gov.it/documenti/accertamenti/idtrust/ac_rda_nxp_idapplet34-p2_qscd_v1.0.pdf
https://www.ocsi.gov.it/documenti/accertamenti/idtrust/ac_rda_nxp_idapplet34-p2_qscd_v1.0.pdf
https://www.ocsi.gov.it/documenti/certificazioni/idtrust/rc_idapplet34p2_qscd_v1.0_it.pdf
https://www.ocsi.gov.it/documenti/certificazioni/idtrust/st_idapplet34p2_qscd_v1.09.pdf

Qualified Signature Creation

Device (QSigCD) VEE
Issuer Organismo di Certificazione della Sicurezza Informatica (OCSI)
Reference 11595.15-04-2024.1 ; 136232.11-04-2025.1 154/2025 Rep.

https://www.ocsi.gov.it/documenti/accertamenti/idemia/
ac_dda_eidas_id_one_cns_v2_v1.0.pdf (it)

URL https://www.ocsi.gov.it/documenti/accertamenti/idemia/
ac_dda_eidas_id_one_cns_v2_2025.pdf (it)

Effective starting date 2024-04-15

Expiration date 2025-12-31

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device

(QSealCD) M=

Issuer Organismo di Certificazione della Sicurezza Informatica (OCSI)

Reference 11595.15-04-2024.1 ; 136232.11-04-2025.1 154/2025 Rep.
https://www.ocsi.gov.it/documenti/accertamenti/idemia/

URL ac_dda_eidas_id_one_cns_v2 v1.0.pdf (it)
https://www.ocsi.gov.it/documenti/accertamenti/idemia/
ac_dda_eidas_id_one_cns_v2_2025.pdf (it)

Effective starting date 2024-04-15

Expiration date 2025-12-31

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Name JSIGN3 V1.1.4
Applicant ST Microelectronics S.r.l.
Remote QSCD No
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https://www.ocsi.gov.it/documenti/accertamenti/idemia/ac_dda_eidas_id_one_cns_v2_v1.0.pdf
https://www.ocsi.gov.it/documenti/accertamenti/idemia/ac_dda_eidas_id_one_cns_v2_v1.0.pdf
https://www.ocsi.gov.it/documenti/accertamenti/idemia/ac_dda_eidas_id_one_cns_v2_2025.pdf
https://www.ocsi.gov.it/documenti/accertamenti/idemia/ac_dda_eidas_id_one_cns_v2_2025.pdf
https://www.ocsi.gov.it/documenti/accertamenti/idemia/ac_dda_eidas_id_one_cns_v2_v1.0.pdf
https://www.ocsi.gov.it/documenti/accertamenti/idemia/ac_dda_eidas_id_one_cns_v2_v1.0.pdf
https://www.ocsi.gov.it/documenti/accertamenti/idemia/ac_dda_eidas_id_one_cns_v2_2025.pdf
https://www.ocsi.gov.it/documenti/accertamenti/idemia/ac_dda_eidas_id_one_cns_v2_2025.pdf

Qualified Signature Creation

Device (QSigCD) VEE
Issuer Organismo di Certificazione della Sicurezza Informatica (OCSI)
Reference 0261125.27-06-2025.1 296/2025 Rep.
URL https://wv_vw.oc_s_i.gov.it/docume_nti/accertamenti/stmicroelectronics/
ac_dda_eidas_jsign3_v114.pdf (it)
Effective starting date 2025-06-27
Expiration date 2026-06-29

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device

(QSealCD) No
Note(s)
Name J-SIGN v1.8.9
Applicant STMicroelectronics, S.r.l.
Remote QSCD No
Qua_liﬁed S!gnature Creation Yes
Device (QSigCD)
Issuer Organismo di Certificazione della Sicurezza Informatica (OCSI)
Reference OCSI/ACC/STM/08/2018/RA
URL https://wva.o;;i.gov.it/documenti{accertamenti/stmicroelectronics/
ac_rda_eidas_jsign_189 v1.0.pdf (it)
Effective starting date 2019-01-21
Expiration date Valid up to revocation

Art.30.3.(b) notified alternative
certification method

Reference: ANSSI-CC-2019/05
Issuer: Agence nationale de la sécurité des systemes d’'information (ANSSI, FR)
URL ro report: https://www.ssi.gouv.fr/uploads/2019/02/anssi-cc-2019_05fr.pdf (fr)

CC certification report(s)

URL to security

target: https://www.ssi.gouv.fr/uploads/2019/02/anssi-cible-cc-2019_05en.pdf (en)

Issuance date 2019-01-11
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https://www.ocsi.gov.it/documenti/accertamenti/stmicroelectronics/ac_dda_eidas_jsign3_v114.pdf
https://www.ocsi.gov.it/documenti/accertamenti/stmicroelectronics/ac_dda_eidas_jsign3_v114.pdf
https://www.ocsi.gov.it/documenti/accertamenti/stmicroelectronics/ac_rda_eidas_jsign_189_v1.0.pdf
https://www.ocsi.gov.it/documenti/accertamenti/stmicroelectronics/ac_rda_eidas_jsign_189_v1.0.pdf
https://www.ssi.gouv.fr/uploads/2019/02/anssi-cc-2019_05fr.pdf
https://www.ssi.gouv.fr/uploads/2019/02/anssi-cible-cc-2019_05en.pdf

Qualified Seal Creation Device

(QSealCD) ves
Issuer Organismo di Certificazione della Sicurezza Informatica (OCSI)
Reference OCSI/ACC/STM/08/2018/RA
URL https://wva.o;;i.gov.it/documenti{accertamenti/stmicroelectronics/
ac_rda_eidas_jsign_189 v1.0.pdf (it)
Effective starting date 2019-01-21
Expiration date Valid up to revocation

Art.30.3.(b) notified alternative
certification method

Reference: ANSSI-CC-2019/05
Issuer: Agence nationale de la sécurité des systemes d’'information (ANSSI, FR)
URL ro report: https://www.ssi.gouv.fr/uploads/2019/02/anssi-cc-2019_05fr.pdf (fr)

CC certification report(s)

URL to security https://www.ssi.gouv.fr/uploads/2019/02/anssi-cible-cc-2019_05en.pdf (en)

target:

Issuance date 2019-01-11
Note(s)
Name Nextsense SAM rQSCD 3.4 for Thales Luna HSM with Thales Luna K7 Cryptographic Module
Applicant Nextsense Ltd

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014

Remote QSCD
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https://www.ocsi.gov.it/documenti/accertamenti/stmicroelectronics/ac_rda_eidas_jsign_189_v1.0.pdf
https://www.ocsi.gov.it/documenti/accertamenti/stmicroelectronics/ac_rda_eidas_jsign_189_v1.0.pdf
https://www.ssi.gouv.fr/uploads/2019/02/anssi-cc-2019_05fr.pdf
https://www.ssi.gouv.fr/uploads/2019/02/anssi-cible-cc-2019_05en.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Organismo di Certificazione della Sicurezza Informatica (OCSI)

OCSI/ACC/NXT/07/2024/RA

https://www.ocsi.gov.it/documenti/accertamenti/nextsense/ac_rda_24 nssam_gscd_v1.0.pdf

(it)
2025-02-14

2030-02-14

https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html (it)

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

OCSI/CERT/CCL/01/2024/RC
Organismo di Certificazione della Sicurezza Informatica (OCSI)

https://www.ocsi.gov.it/documenti/certificazioni/nextsense/rc_nssam_34_v1.0_it.pdf (It)

https://www.ocsi.gov.it/documenti/certificazioni/nextsense/st_nssam_34_v16.pdf (en)

2025-02-14

NSCIB-CC-195307-CR2
TUV Rheinland Nederland B.V.

https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-195307-CR2-1.0.pdf
(en)

https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-195307-2MA1-
ST _RevN.pdf (en)

2022-07-18
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https://www.ocsi.gov.it/documenti/accertamenti/nextsense/ac_rda_24_nssam_qscd_v1.0.pdf
https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html
https://www.ocsi.gov.it/documenti/certificazioni/nextsense/rc_nssam_34_v1.0_it.pdf
https://www.ocsi.gov.it/documenti/certificazioni/nextsense/st_nssam_34_v16.pdf
https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-195307-CR2-1.0.pdf
https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-195307-2MA1-ST_RevN.pdf
https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-195307-2MA1-ST_RevN.pdf

Qualified Seal Creation Device

(QSealCD) ves
Issuer Organismo di Certificazione della Sicurezza Informatica (OCSI)
Reference OCSI/ACC/NXT/07/2024/RA
URL ?I'Sps://www.ocsi.gov.it/documenti/accertamenti/nextsense/ac_rda_24_nssam_qscd_vl.O.pdf
Effective starting date 2025-02-14
Expiration date 2030-02-14

Art.30.3.(b) notified alternative

certification method https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html (it)

CC certification report(s)

Note(s)

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

OCSI/CERT/CCL/01/2024/RC
Organismo di Certificazione della Sicurezza Informatica (OCSI)

https://www.ocsi.gov.it/documenti/certificazioni/nextsense/rc_nssam_34_v1.0_it.pdf (it)

https://www.ocsi.gov.it/documenti/certificazioni/nextsense/st_nssam_34_v16.pdf (en)

2025-02-14

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

NSCIB-CC-195307-CR2
TUV Rheinland Nederland B.V.

https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-195307-CR2-1.0.pdf
(en)

https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-195307-2MA1-
ST_RevN.pdf (en)

2022-07-18

Name

Applicant

Remote QSCD

nShield Connect 500, nShield Connect 500+, nShield Connect 1500, nShield Connect
1500+, nShield Connect 6000, nShield Connect 6000+

Thales e-Security Ltd.

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

2026-02-17 | Page 252 of 344


https://www.ocsi.gov.it/documenti/accertamenti/nextsense/ac_rda_24_nssam_qscd_v1.0.pdf
https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html
https://www.ocsi.gov.it/documenti/certificazioni/nextsense/rc_nssam_34_v1.0_it.pdf
https://www.ocsi.gov.it/documenti/certificazioni/nextsense/st_nssam_34_v16.pdf
https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-195307-CR2-1.0.pdf
https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-195307-2MA1-ST_RevN.pdf
https://www.commoncriteriaportal.org/nfs/ccpfiles/files/epfiles/NSCIB-CC-195307-2MA1-ST_RevN.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Organismo di Certificazione della Sicurezza Informatica (OCSI)
OCSI/ACC/THL/02/2017/RA
https://www.ocsi.gov.it/documenti/accertamenti/thales/ac_rda_eidas_nshield_v1.0.pdf (it)
2018-02-05

Valid up to revocation

https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html (en)

Reference: OCSI/CERT/RES/02/2012/RC

Issuer: Organismo di Certificazione della Sicurezza Informatica (OCSI)
URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

URL to security

target: https://www.ocsi.gov.it/documenti/certificazioni/thales/st_thales_nshield_v1.0_public.pdf (en)

Issuance date 2016-03-10

Yes

Organismo di Certificazione della Sicurezza Informatica (OCSI)
OCSI/ACC/THL/02/2017/RA
https://www.ocsi.gov.it/documenti/accertamenti/thales/ac_rda_eidas_nshield v1.0.pdf (it)
2018-02-05

Valid up to revocation

https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html (en)

Reference: OCSI/CERT/RES/02/2012/RC

Issuer: Organismo di Certificazione della Sicurezza Informatica (OCSI)

URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf (it)

E;;::_ security https://www.ocsi.gov.it/documenti/certificazioni/thales/st_thales_nshield_v1.0_public.pdf (en)

Issuance date 2016-03-10

Note(s)

Name nShield Connect 500+, nShield Connect 1500+, nShield Connect 6000+ (v11.72.03)

Applicant nCipher Security Limited

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Remote QSCD
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https://www.ocsi.gov.it/documenti/accertamenti/thales/ac_rda_eidas_nshield_v1.0.pdf
https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html
https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf
https://www.ocsi.gov.it/documenti/certificazioni/thales/st_thales_nshield_v1.0_public.pdf
https://www.ocsi.gov.it/documenti/accertamenti/thales/ac_rda_eidas_nshield_v1.0.pdf
https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html
https://www.ocsi.gov.it/documenti/certificazioni/thales/rc_thales_nshield_v1.0.pdf
https://www.ocsi.gov.it/documenti/certificazioni/thales/st_thales_nshield_v1.0_public.pdf

Qualified Signature Creation

Device (QSigCD)
Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Organismo di Certificazione della Sicurezza Informatica (OCSI)
OCSI/ACC/NCS/04/2019/RA

https://www.ocsi.gov.it/documenti/accertamenti/ncipher/
ac_rda_eidas_nshield_2019 v1.0.pdf (it)

2019-11-28

Valid up to revocation

https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html (en)

Reference: OCSI/CERT/LEO/01/2019/RC

Issuer: Organismo di Certificazione della Sicurezza Informatica (OCSI)
URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/ncipher/rc_ncipher_nshield_v1.0.pdf (it)

URL to security https://www.ocsi.gov.it/documenti/certificazioni/ncipher/st_ncipher_nshield_v1.1_public.pdf
target: (en)
Issuance date 2019-09-17

Yes

Organismo di Certificazione della Sicurezza Informatica (OCSI)
OCSI/ACC/NCS/04/2019/RA

https://www.ocsi.gov.it/documenti/accertamenti/ncipher/
ac_rda_eidas_nshield_ 2019 v1.0.pdf (it)

2019-11-28

Valid up to revocation

https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html (en)

Reference: OCSI/CERT/LEO/01/2019/RC

Issuer: Organismo di Certificazione della Sicurezza Informatica (OCSI)
URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/ncipher/rc_ncipher_nshield_v1.0.pdf (it)

URL to security https://www.ocsi.gov.it/documenti/certificazioni/ncipher/st_ncipher_nshield_v1.1_public.pdf
target: (en)

Issuance date 2019-09-17
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https://www.ocsi.gov.it/documenti/accertamenti/ncipher/ac_rda_eidas_nshield_2019_v1.0.pdf
https://www.ocsi.gov.it/documenti/accertamenti/ncipher/ac_rda_eidas_nshield_2019_v1.0.pdf
https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html
https://www.ocsi.gov.it/documenti/certificazioni/ncipher/rc_ncipher_nshield_v1.0.pdf
https://www.ocsi.gov.it/documenti/certificazioni/ncipher/st_ncipher_nshield_v1.1_public.pdf
https://www.ocsi.gov.it/documenti/accertamenti/ncipher/ac_rda_eidas_nshield_2019_v1.0.pdf
https://www.ocsi.gov.it/documenti/accertamenti/ncipher/ac_rda_eidas_nshield_2019_v1.0.pdf
https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html
https://www.ocsi.gov.it/documenti/certificazioni/ncipher/rc_ncipher_nshield_v1.0.pdf
https://www.ocsi.gov.it/documenti/certificazioni/ncipher/st_ncipher_nshield_v1.1_public.pdf

Name

Applicant
Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

NXP ASEPCOS-CNS v1.84 in SSCD configuration with patch PLO7 on NXP P60D080PVG dual
interface microcontroller

NXP Semiconductors

No

Yes

Organismo di Certificazione della Sicurezza Informatica (OCSI)

OCSI/ACC/ARB/02/2022

https://www.ocsi.gov.it/documenti/accertamenti/nxp/ac_dda_eidas_nxp_asepcos-
cns_v1.84 v1.0.pdf (it)

2023-01-01

2024-12-31

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2016/63-M02
ANSSI

https://www.ssi.gouv.fr/uploads/2016/11/anssi-cc-2016_63-mO02fr.pdf (fr)

2018-10-05

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

ANSSI-CC-2016/63
ANSSI

https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2016_63.pdf (fr)

2016-11-02
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https://www.ocsi.gov.it/documenti/accertamenti/nxp/ac_dda_eidas_nxp_asepcos-cns_v1.84_v1.0.pdf
https://www.ocsi.gov.it/documenti/accertamenti/nxp/ac_dda_eidas_nxp_asepcos-cns_v1.84_v1.0.pdf
https://www.ssi.gouv.fr/uploads/2016/11/anssi-cc-2016_63-m02fr.pdf
https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2016_63.pdf

Qualified Seal Creation Device

(QSealCD) ves
Issuer Organismo di Certificazione della Sicurezza Informatica (OCSI)
Reference OCSI/ACC/ARB/02/2022
URL https://www.ocsi.gov_.it/documenti/accertamenti/nxp/ac_dda_eidas_nxp_asepcos-
cns_v1.84 v1.0.pdf (it)
Effective starting date 2023-01-01
Expiration date 2024-12-31

Art.30.3.(b) notified alternative
certification method

Reference: ANSSI-CC-2016/63-M02
Issuer: ANSSI
URL ro report: https://www.ssi.gouv.fr/uploads/2016/11/anssi-cc-2016_63-mO02fr.pdf (fr)
URL to security
target:
Issuance date 2018-10-05
CC certification report(s)

Reference: ANSSI-CC-2016/63
Issuer: ANSSI
URL ro report: https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2016_63.pdf (fr)
URL to security
target:
Issuance date 2016-11-02

Note(s)

Name Primus HSM FW 2.8.21 Series E, Series X

Applicant Securosys SA
Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Remote QSCD
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https://www.ocsi.gov.it/documenti/accertamenti/nxp/ac_dda_eidas_nxp_asepcos-cns_v1.84_v1.0.pdf
https://www.ocsi.gov.it/documenti/accertamenti/nxp/ac_dda_eidas_nxp_asepcos-cns_v1.84_v1.0.pdf
https://www.ssi.gouv.fr/uploads/2016/11/anssi-cc-2016_63-m02fr.pdf
https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC-2016_63.pdf

Qualified Signature Creation

Device (QSigCD)
Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Organismo di Certificazione della Sicurezza Informatica (OCSI)
OCSI/ACC/SEC/01/2021/RA

https://www.ocsi.gov.it/documenti/accertamenti/securosys/
ac_rda_eidas_primus_hsm_fw2821 v1.0.pdf (it)

2021-10-22
Valid up to revocation

https://www.ocsi.gov.it/documenti/dispositivi-di-firma/ocsi_acc_01 2016 proc_v1.0_en.pdf
(en)

Reference: OCSI/CERT/CCL/04/2020/RC

Issuer: Organismo di Certificazione della Sicurezza Informatica (OCSI)

https://www.ocsi.gov.it/documenti/certificazioni/securosys/cr_primus_hsm_fw2821 _v1.0_en.pdf

URL ro report: (en)

URL to security https://www.ocsi.gov.it/documenti/certificazioni/securosys/st_primus_hsm_fw2821_v1.02.pdf
target: (en)
Issuance date 2021-04-14

Yes

Organismo di Certificazione della Sicurezza Informatica (OCSI)
OCSI/ACC/SEC/01/2021/RA

https://www.ocsi.gov.it/documenti/accertamenti/securosys/
ac_rda_eidas_primus_hsm_fw2821 v1.0.pdf (it)

2021-10-22
Valid up to revocation

https://www.ocsi.gov.it/documenti/dispositivi-di-firma/ocsi_acc_01 2016 proc_v1.0_en.pdf
(en)

Reference: OCSI/CERT/CCL/04/2020/RC

Issuer: Organismo di Certificazione della Sicurezza Informatica (OCSI)

https://www.ocsi.gov.it/documenti/certificazioni/securosys/cr_primus_hsm_fw2821_v1.0_en.pdf

URL ro report: (en)

URL to security https://www.ocsi.gov.it/documenti/certificazioni/securosys/st_primus_hsm_fw2821_v1.02.pdf
target: (en)

Issuance date 2021-04-14
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https://www.ocsi.gov.it/documenti/accertamenti/securosys/ac_rda_eidas_primus_hsm_fw2821_v1.0.pdf
https://www.ocsi.gov.it/documenti/accertamenti/securosys/ac_rda_eidas_primus_hsm_fw2821_v1.0.pdf
https://www.ocsi.gov.it/documenti/dispositivi-di-firma/ocsi_acc_01_2016_proc_v1.0_en.pdf
https://www.ocsi.gov.it/documenti/certificazioni/securosys/cr_primus_hsm_fw2821_v1.0_en.pdf
https://www.ocsi.gov.it/documenti/certificazioni/securosys/st_primus_hsm_fw2821_v1.02.pdf
https://www.ocsi.gov.it/documenti/accertamenti/securosys/ac_rda_eidas_primus_hsm_fw2821_v1.0.pdf
https://www.ocsi.gov.it/documenti/accertamenti/securosys/ac_rda_eidas_primus_hsm_fw2821_v1.0.pdf
https://www.ocsi.gov.it/documenti/dispositivi-di-firma/ocsi_acc_01_2016_proc_v1.0_en.pdf
https://www.ocsi.gov.it/documenti/certificazioni/securosys/cr_primus_hsm_fw2821_v1.0_en.pdf
https://www.ocsi.gov.it/documenti/certificazioni/securosys/st_primus_hsm_fw2821_v1.02.pdf

Name SafeNet Luna® PCI-E Cryptographic Module used as an embedded device in Luna® SA
Applicant SafeNet Canada, Inc.
Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Remote QSCD

Qualified Signature Creation

Device (QSigCD) ves
Issuer Organismo di Certificazione della Sicurezza Informatica (OCSI)
Reference OCSI/ACC/SFNT/03/2018/RA
URL zgps://www.ocsi.gov.it/documenti/accertamenti/safenet/ac_rda_eidas_luna_pcie_vl.O.pdf
Effective starting date 2018-06-12
Expiration date Valid up to revocation

Art.30.3.(b) notified alternative

certification method https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html (en)

Reference: NSCIB-CC-179205-CR
Issuer: TOV Rheinland Nederland B.V.
" . URL ro report: https://www.commoncriteriaportal.org/files/epfiles/[CR]%20NSCIB-CC-179205-CR.pdf (en)
CC certification report(s)
URL to security https://www.commoncriteriaportal.org/files/epfiles/[ST]%20CR-3524_23%20-%20Security
target: %?20Target.pdf (en)
Issuance date 2017-12-29
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https://www.ocsi.gov.it/documenti/accertamenti/safenet/ac_rda_eidas_luna_pcie_v1.0.pdf
https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html
https://www.commoncriteriaportal.org/files/epfiles/%5BCR%5D%20NSCIB-CC-179205-CR.pdf
https://www.commoncriteriaportal.org/files/epfiles/%5BST%5D%20CR-3524_23%20-%20Security%20Target.pdf
https://www.commoncriteriaportal.org/files/epfiles/%5BST%5D%20CR-3524_23%20-%20Security%20Target.pdf

Qualified Seal Creation Device

(QSealCD) ves
Issuer Organismo di Certificazione della Sicurezza Informatica (OCSI)
Reference OCSI/ACC/SFNT/03/2018/RA
URL E'Sps://www.ocsi.gov.it/documenti/accertamenti/safenet/ac_rda_eidas_luna_pcie_vl.O.pdf
Effective starting date 2018-06-12
Expiration date Valid up to revocation

Art.30.3.(b) notified alternative

certification method https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html (en)

Reference: NSCIB-CC-179205-CR
Issuer: TOV Rheinland Nederland B.V.
. . URL ro report: https://www.commoncriteriaportal.org/files/epfiles/[CR]%20NSCIB-CC-179205-CR.pdf (en)
CC certification report(s)
URL to security https://www.commoncriteriaportal.org/files/epfiles/[ST]%20CR-3524_23%20-%20Security
target: %?20Target.pdf (en)
Issuance date 2017-12-29
Note(s)
Name Trident, the distributed remote Qualified Signature Creation Device version 3.1.3
Applicant 14P-Informatikai Kft. (14P Informatics Ltd.)
Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014

Remote QSCD
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https://www.ocsi.gov.it/documenti/accertamenti/safenet/ac_rda_eidas_luna_pcie_v1.0.pdf
https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html
https://www.commoncriteriaportal.org/files/epfiles/%5BCR%5D%20NSCIB-CC-179205-CR.pdf
https://www.commoncriteriaportal.org/files/epfiles/%5BST%5D%20CR-3524_23%20-%20Security%20Target.pdf
https://www.commoncriteriaportal.org/files/epfiles/%5BST%5D%20CR-3524_23%20-%20Security%20Target.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

Organismo di Certificazione della Sicurezza Informatica (OCSI)

OCSI/ACC/14P/02/2024/RA
https://www.ocsi.gov.it/documenti/accertamenti/i4p/ac_rda_eidas_trident 313 v1.1.pdf (it)
2024-05-10

Valid up to revocation

https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html (en)

Reference: OCSI/CERT/CCL/14/2022/RC

Issuer: Organismo di Certificazione della Sicurezza Informatica (OCSI)
URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/i4p/cr_trident_313_v.1.0_en.pdf (en)

URL to security

target: https://www.ocsi.gov.it/documenti/certificazioni/i4p/st_trident_313_v3.5.pdf (en)

Issuance date 2024-04-16

Yes

Organismo di Certificazione della Sicurezza Informatica (OCSI)

OCSI/ACC/14P/02/2024/RA
https://www.ocsi.gov.it/documenti/accertamenti/i4p/ac_rda_eidas_trident 313 v1.1.pdf (it)
2024-05-10

Valid up to revocation

https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html (en)

Reference: OCSI/CERT/CCL/14/2022/RC

Issuer: Organismo di Certificazione della Sicurezza Informatica (OCSI)

URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/i4p/cr_trident_313 v.1.0_en.pdf (en)

E;;::_ security https://www.ocsi.gov.it/documenti/certificazioni/i4p/st_trident_313_v3.5.pdf (en)

Issuance date 2024-04-16

Note(s)

Name Trident, the distributed remote Qualified Signature Creation Device version 3.2.3

Applicant 14P - Informatikai Kft. (i4p informatics Itd.)

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Remote QSCD
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https://www.ocsi.gov.it/documenti/accertamenti/i4p/ac_rda_eidas_trident_313_v1.1.pdf
https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html
https://www.ocsi.gov.it/documenti/certificazioni/i4p/cr_trident_313_v.1.0_en.pdf
https://www.ocsi.gov.it/documenti/certificazioni/i4p/st_trident_313_v3.5.pdf
https://www.ocsi.gov.it/documenti/accertamenti/i4p/ac_rda_eidas_trident_313_v1.1.pdf
https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html
https://www.ocsi.gov.it/documenti/certificazioni/i4p/cr_trident_313_v.1.0_en.pdf
https://www.ocsi.gov.it/documenti/certificazioni/i4p/st_trident_313_v3.5.pdf

Qualified Signature Creation

Device (QSigCD)
Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

Organismo di Certificazione della Sicurezza Informatica (OCSI)
OCSI/ACC/I14P/01/2025/RA

https://www.acn.gov.it/portale/documents/20119/1045078/ac_rda_24_trident323_qgscd.pdf
(it)

2025-10-02

2030-08-04

https://www.acn.gov.it/portale/procedura-di-accertamento (it)

Reference: OCSI/CERT/CCL/09/2024/RC

Issuer: Organismo di Certificazione della Sicurezza Informatica (OCSI)
URL ro report: https://www.acn.gov.it/portale/documents/20119/1045078/rc_trident_323_v.1.0_it.pdf (it)

URL to security

target: https://www.acn.gov.it/portale/documents/20119/1045078/st_trident_323_v.4.1.pdf (it)

Issuance date 2025-08-04

Yes

Organismo di Certificazione della Sicurezza Informatica (OCSI)
OCSI/ACC/14P/01/2025/RA

https://www.acn.gov.it/portale/documents/20119/1045078/ac_rda_24 trident323_gscd.pdf
(it)

2025-10-02

2030-08-04

https://www.acn.gov.it/portale/procedura-di-accertamento (it)

Reference: OCSI/CERT/CCL/09/2024/RC

Issuer: Organismo di Certificazione della Sicurezza Informatica (OCSI)
URL ro report: https://www.acn.gov.it/portale/documents/20119/1045078/rc_trident_323_v.1.0_it.pdf (it)

URL to security

target: https://www.acn.gov.it/portale/documents/20119/1045078/st_trident_323_v.4.1.pdf (it)

Issuance date 2025-08-04
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https://www.acn.gov.it/portale/documents/20119/1045078/ac_rda_24_trident323_qscd.pdf
https://www.acn.gov.it/portale/procedura-di-accertamento
https://www.acn.gov.it/portale/documents/20119/1045078/rc_trident_323_v.1.0_it.pdf
https://www.acn.gov.it/portale/documents/20119/1045078/st_trident_323_v.4.1.pdf
https://www.acn.gov.it/portale/documents/20119/1045078/ac_rda_24_trident323_qscd.pdf
https://www.acn.gov.it/portale/procedura-di-accertamento
https://www.acn.gov.it/portale/documents/20119/1045078/rc_trident_323_v.1.0_it.pdf
https://www.acn.gov.it/portale/documents/20119/1045078/st_trident_323_v.4.1.pdf

Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Trident version 2.1.3

14P-Informatikai Kft. (14P Informatics Ltd.)

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Yes

Organismo di Certificazione della Sicurezza Informatica (OCSI)

OCSI/ACC/14P/02/2020/RA
https://www.ocsi.gov.it/documenti/accertamenti/i4p/ac_rda_eidas_trident_213_v1.0.pdf (it)
2020-09-22

Valid up to revocation

https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html (en)

Reference: OCSI/CERT/CCL/02/2020/RC
Issuer: Organismo di Certificazione della Sicurezza Informatica (OCSI)
URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/i4p/cr_trident_213_v1.0_en.pdf (en)

URL to security

target: https://www.ocsi.gov.it/documenti/certificazioni/i4p/st_trident_213_v2.1.pdf (en)

Issuance date 2020-09-02

Yes

Organismo di Certificazione della Sicurezza Informatica (OCSI)

OCSI/ACC/14P/02/2020/RA
https://www.ocsi.gov.it/documenti/accertamenti/i4p/ac_rda_eidas_trident 213 v1.0.pdf (it)
2020-09-22

Valid up to revocation

https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html (en)

Reference: OCSI/CERT/CCL/02/2020/RC
Issuer: Organismo di Certificazione della Sicurezza Informatica (OCSI)
URL ro report: https://www.ocsi.gov.it/documenti/certificazioni/i4p/cr_trident_213 v1.0_en.pdf (en)

URL to security

target: https://www.ocsi.gov.it/documenti/certificazioni/i4p/st_trident_213_v2.1.pdf (en)

Issuance date 2020-09-02
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https://www.ocsi.gov.it/documenti/accertamenti/i4p/ac_rda_eidas_trident_213_v1.0.pdf
https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html
https://www.ocsi.gov.it/documenti/certificazioni/i4p/cr_trident_213_v1.0_en.pdf
https://www.ocsi.gov.it/documenti/certificazioni/i4p/st_trident_213_v2.1.pdf
https://www.ocsi.gov.it/documenti/accertamenti/i4p/ac_rda_eidas_trident_213_v1.0.pdf
https://www.ocsi.gov.it/index.php/dispositivi-di-firma/procedura-di-accertamento.html
https://www.ocsi.gov.it/documenti/certificazioni/i4p/cr_trident_213_v1.0_en.pdf
https://www.ocsi.gov.it/documenti/certificazioni/i4p/st_trident_213_v2.1.pdf

Lithuania
List of SSCDs

Aladdin eToken PRO (Java) HD by Aladdin Knowledge Systems

Name Aladdin eToken PRO (Java) HD by Aladdin Knowledge Systems
Applicant
Designation report Yes

Issuer RRT

Reference

URL

Expiration date 2020-01-01

CC certification report(s)

Note(s)

eToken PRO 16 K HD by Aladdin Knowledge Systems

Name eToken PRO 16 K HD by Aladdin Knowledge Systems
Applicant
Designation report Yes

Issuer RRT

Reference

URL

Expiration date 2020-01-01

CC certification report(s)

Note(s)
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eToken PRO 32 K HD by Aladdin Knowledge Systems

Name
Applicant
Designation report
Issuer
Reference
URL
Expiration date
CC certification report(s)

Note(s)

eToken PRO 32 K HD by Aladdin Knowledge Systems

Yes

RRT

2020-01-01

eToken PRO HD by Aladdin Knowledge Systems

Name
Applicant
Designation report
Issuer
Reference
URL
Expiration date
CC certification report(s)

Note(s)

eToken PRO HD by Aladdin Knowledge Systems

Yes

RRT

2020-01-01

Gemplus GemSafeXpresso 32K/64K (Classic TPC IM CC)

Name
Applicant
Designation report
Issuer
Reference
URL
Expiration date
CC certification report(s)

Note(s)

Gemplus GemSafeXpresso 32K/64K (Classic TPC IM CC)

Yes

RRT

2019-07-01
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Giesecke & Devrient 256 kb VMAC

Name Giesecke & Devrient 256 kb VMAC
Applicant
Designation report Yes

Issuer RRT

Reference

URL

Expiration date 2019-07-01

CC certification report(s)

Note(s)

Giesecke and Devrient UniverSIM Pegasus BX521002, with SLE 88CF(X)4000P chip

Name Giesecke and Devrient UniverSIM Pegasus BX521002, with SLE 88CF(X)4000P chip
Applicant
Designation report Yes

Issuer RRT

Reference

URL

Expiration date 2019-07-01

CC certification report(s)

Note(s)
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Infineon SLE 97CNFX8004PE

Name
Applicant
Designation report
Issuer
Reference
URL

Expiration date

CC certification report(s)

Note(s)

Samsung S3CC91C

Name
Applicant
Designation report
Issuer
Reference
URL
Expiration date
CC certification report(s)

Note(s)

Infineon SLE 97CNFX8004PE
Infineon Technologies AG
Yes

RRT

BSI-DSZ-CC_0827-V3-2015

https://www.commoncriteriaportal.org/files/epfiles/0827V3a_pdf.pdf (en)

2025-07-05

Reference: BSI-DSZ-CC_0827-V3-2015

Issuer: Bundesamt fur Sicherheit in der Informationstechnik

URL ro report: https://www.commoncriteriaportal.org/files/epfiles/0827V3a_pdf.pdf (en)

URL to security
target:

Issuance date 2015-11-03

https://www.commoncriteriaportal.org/files/epfiles/0827V3b_pdf.pdf (en)

Pursuant to the procedure of determination of the conformity of Secure Signature Creation
Devices, which was into force in Lithuania under Article 3(4) of Directive 1999/93/EC, the
above referenced 3rd party certification report and report reference are to be considered as

the corresponding SSCD designation report.

Samsung S3CC91C

Yes

RRT

2019-04-01
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SkySIM CX Hercules Version 2.0 Smart Card IC, ST33G1M2 revision F

Name
Applicant
Designation report
Issuer
Reference
URL
Expiration date
CC certification report(s)

Note(s)

Sm@rtCafe Expert 3.2

Name
Applicant
Designation report
Issuer
Reference
URL

Expiration date

CC certification report(s)

Note(s)

SkySIM CX Hercules Version 2.0 Smart Card IC, ST33G1M2 revision F

Yes

RRT

2019-07-01

Sm@rtCafe Expert 3.2

Giesecke & Devrient GmbH

Yes

RRT

2021-07-01

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

NIST Cryptographic module validation program - Certificate #974

https://csrc.nist.gov/Projects/Cryptographic-Module-Validation-Program/Certificate/974 (en)
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SmartApp SIGN 2.2

Name
Applicant
Designation report
Issuer
Reference
URL

Expiration date

CC certification report(s)

Note(s)

Smart Card IC, Renesas AE57C1

Name
Applicant
Designation report
Issuer
Reference
URL
Expiration date
CC certification report(s)

Note(s)

SmartApp SIGN 2.2
PWPW S.A.

Yes

RRT
BSI-DSZ-CC-0694-2012

https://www.commoncriteriaportal.org/files/epfiles/0694a_pdf.pdf (en)

2023-07-01

Reference: BSI-DSZ-CC-0694-2012

Issuer: Bundesamt fur Sicherheit in der Informationstechnik

URL ro report: https://www.commoncriteriaportal.org/files/epfiles/0694a_pdf.pdf (en)

URL to security

target: https://www.commoncriteriaportal.org/files/epfiles/0694b_pdf.pdf (en)

Issuance date 2012-02-06

Pursuant to the procedure of determination of the conformity of Secure Signature Creation
Devices, which was into force in Lithuania under Article 3(4) of Directive 1999/93/EC, the
above referenced 3rd party certification report and report reference are to be considered
as the corresponding SSCD designation report . According to , TUV Informationstechnik
GmbH" Assesment Summary Report (Date:2021 10 14; TOE:SmartAppSign 2.2) SSCD's

cryptographic library has a side-channel vulnerability [CVE-2021-3011], which affects the
private ECDSA key. Therefore, SmartApp SIGN 2.2 must not be used with ECDSA key inside.

Smart Card IC, Renesas AE57C1

Yes

RRT

2019-07-01
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SmartCard Sm@rtCafe Expert 7.0 (chip: SLE78CLFX4000P (M7892), Infineon Technologies; 0OS: Sm@rtCafe Expert

7.0 C1 Giesecke&Devrient)

Name

Applicant
Designation report
Issuer
Reference
URL

Expiration date

CC certification report(s)

Note(s)

SmartCard Sm@rtCafe Expert 7.0 (chip: SLE78CLFX4000P (M7892), Infineon Technologies;
0S: Sm@rtCafe Expert 7.0 C1 Giesecke&Devrient)

Giesecke & Devrient GmbH
Yes

RRT
BSI-DSZ-CC-0868-2014

https://www.commoncriteriaportal.org/files/epfiles/0868a_pdf.pdf (en)

2023-10-01

Reference: BSI-DSZ-CC-0868-2014

Issuer: Bundesamt fur Sicherheit in der Informationstechnik

URL ro report: https://www.commoncriteriaportal.org/files/epfiles/0868a_pdf.pdf (en)

URL to security

target: https://www.commoncriteriaportal.org/files/epfiles/0868b_pdf.pdf (en)

Issuance date 2014-12-22

Pursuant to the procedure of determination of the conformity of Secure Signature Creation
Devices, which was into force in Lithuania under Article 3(4) of Directive 1999/93/EC, the
above referenced 3rd party certification report and report reference are to be considered as
the corresponding SSCD designation report

SmartCard Sm@rtCafe Expert 7.0 (chip: SLE7Z8CUFX5000PH (M7893), Infineon Technologies; 0S: Sm@rtCafe

Expert 7.0 - Giesecke&Devrient)

Name

Applicant
Designation report
Issuer
Reference
URL
Expiration date

CC certification report(s)

Note(s)

SmartCard Sm@rtCafe Expert 7.0 (chip: SLE78CUFX5000PH (M7893), Infineon Technologies;
0S: Sm@rtCafe Expert 7.0 - Giesecke&Devrient)

Giesecke & Devrient GmbH

Yes

RRT

NIST Cryptographic module validation program - Certificate #2628
https://csrc.nist.gov/projects/cryptographic-module-validation-program/certificate/2628 (en)

2023-07-01

Pursuant to the procedure of determination of the conformity of Secure Signature Creation
Devices, which was into force in Lithuania under Article 3(4) of Directive 1999/93/EC, the
above referenced 3rd party certification report and report reference are to be considered as
the corresponding SSCD designation report
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StarSign Crypto USB Token powered by Sm@rtCafe Expert 6.0

Name
Applicant
Designation report
Issuer
Reference
URL

Expiration date

CC certification report(s)

Note(s)

List of QSCDs

None.

StarSign Crypto USB Token powered by Sm@rtCafe Expert 6.0

Giesecke & Devrient GmbH

Yes

RRT

2021-07-01

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

NIST Cryptographic module validation program - Certificate #1678

https://csrc.nist.gov/Projects/Cryptographic-Module-Validation-Program/Certificate/1678 (en)
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Luxembourg

List of SSCDs

Application IAS Classic v3 sur plateforme Java Card en configuration ouverte de la carte a puce MultiApp ID V2.1
sur composant PSCC081V1A. Référence : IAS Classic V3 on MultiApp ID V2.1 Version : MPH117 avec filtre V2.2

Name

Applicant
Designation report
Issuer
Reference
URL

Expiration date

CC certification report(s)

Note(s)

Application IAS Classic v3 sur plateforme Java Card en configuration ouverte de la carte a
puce MultiApp ID V2.1 sur composant PSCCO81V1A. Référence : IAS Classic V3 on MultiApp
ID V2.1 Version : MPH117 avec filtre V2.2

Gemalto (FR)

Yes

Ministry of Economy

2025-09-30

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

ANSSI-CC 2012/76 and maintenance report ANSSI-CC-2012/76-M01
ANSSI

https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC_2012-76fr.pdf (fr)
https://cyber.gouv.fr/sites/default/files/2012/12/ANSSI-CC-2012_76_MO1.pdf (fr)

2012-12-03
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Dispositif sécurisé de création de signature électronique (Application IAS V4 sur la plateforme JavaCard ouverte
MultiApp V3 masquée sur le composant M7820 Al11l)

Name

Applicant
Designation report
Issuer
Reference
URL

Expiration date

CC certification report(s)

Note(s)

Dispositif sécurisé de création de signature électronique (Application IAS V4 sur la
plateforme JavaCard ouverte MultiApp V3 masquée sur le composant M7820 A11)

Gemalto (FR)
Yes

Ministry of Economy

2026-04-05
Reference: ANSSI-CC 2014/50 and maintenance report ANSSI-CC-2014/50-M01
Issuer: ANSSI

https://www.commoncriteriaportal.org/files/epfiles/ANSSI-CC_2014-50fr.pdf (fr)

URL ro report: https://cyber.gouv.fr/sites/default/files/2014/07/anssi-cc-2014_50-m01.pdf (fr)

URL to security
target:

Issuance date 2014-07-11

Smart card consisting of MultiApp ID Citizen 72K (General configuration) S3CC91C component masked by JC/GP
Multiapp 1.1 platform supporting digital signature application IAS Classic v3.0

Name

Applicant
Designation report
Issuer
Reference
URL

Expiration date

CC certification report(s)

Note(s)

Smart card consisting of MultiApp ID Citizen 72K (General configuration) S3CC91C
component masked by JC/GP Multiapp 1.1 platform supporting digital signature application
IAS Classic v3.0

Gemalto (FR)

Yes

Ministry of Economy

2024-07-30

Reference: DCSSI-2009/07

Issuer: ANSSI

URL ro report: https://cyber.gouv.fr/sites/default/files/IMG/certificat/dcssi_2009-07fr.pdf (fr)
URL to security

target:

Issuance date 2011-04-18
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List of QSCDs

None.

Netherlands

List of SSCDs

None.
List of QSCDs
Name AKD elD 2.0 SSCD
Applicant AKD d.o.o
Remote QSCD No
Qua_liﬁed S!gnature Creation Yes
Device (QSigCD)
Issuer TrustCB B.V.
Reference elDAS-2400125-01
URL https://trustcb.com/download/?wpdmd|=4512 (en)
Effective starting date 2024-09-30
Expiration date 2029-09-30
Art.30.3.(b) notified alternative
certification method
Reference: NSCIB-CC-2300144-01-CR
Issuer: TrustCB B.V.
URL ro report: https://trustch.com/download/?wpdmd|=4510 (en)

CC certification report(s)

URL to security

target: https://trustcb.com/download/?wpdmdi=4511 (en)

Issuance date 2024-09-30
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https://trustcb.com/download/?wpdmdl=4510
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Qualified Seal Creation Device

(QSealCD) ves
Issuer TrustCB B.V.
Reference elDAS-2400125-01
URL https://trustcb.com/download/?wpdmd|=4512 (en)
Effective starting date 2024-09-30
Expiration date 2029-09-30
Art.30.3.(b) notified alternative
certification method
Reference: NSCIB-CC-2300144-01-CR
Issuer: TrustCB B.V.
URL ro report: https://trustcb.com/download/?wpdmdI=4510 (en)

CC certification report(s)

URL to security

target: https://trustcb.com/download/?wpdmdl=4511 (en)

Issuance date 2024-09-30

Note(s)
Name CombICAO Applet in SSCD configuration on Cosmo V9
Applicant IDEMIA
Remote QSCD No
Qua!iﬁed S!gnature Creation Yes
Device (QSigCD)
Issuer TOV Rheinland Nederland B.V.
Reference NSCIB-CC-20-200735
URL https://www.tuv-nederland.nI/assets/ﬁIes/cerﬁticaten/2020/01/nscib-cc-200735-cr-
combined.pdf (en)
Effective starting date 2020-01-07
Expiration date 2025-01-07

Art.30.3.(b) notified alternative
certification method

Reference: CC-20-200735
Issuer: TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/01/nscib-cc-200735-cr-

L URL ro report: combined.pdf (en)
CC certification report(s) https://www.tuv-nederland.nl/common-criteria/certificates.html (en)
URL to security https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/03/200735st-lite-sscd-fqr-110-9320-
target: ed-3-public-st-combicao-sscd.pdf (en)
Issuance date 2020-01-07
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/01/nscib-cc-200735-cr-combined.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/01/nscib-cc-200735-cr-combined.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/01/nscib-cc-200735-cr-combined.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/03/200735st-lite-sscd-fqr-110-9320-ed-3-public-st-combicao-sscd.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/03/200735st-lite-sscd-fqr-110-9320-ed-3-public-st-combicao-sscd.pdf

Qualified Seal Creation Device

(QSealCD) ves
Issuer TOV Rheinland Nederland B.V.
Reference NSCIB-CC-20-200735
URL https://www.tuv-nederland.nI/assets/ﬁIes/cerﬁticaten/2020/01/nscib-cc-200735-cr-
combined.pdf (en)
Effective starting date 2020-01-07
Expiration date 2025-01-07

Art.30.3.(b) notified alternative
certification method

Reference: CC-20-200735
Issuer: TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/01/nscib-cc-200735-cr-
URL ro report: combined.pdf (en)

CC certification report(s) https://www.tuv-nederland.nl/common-criteria/certificates.html (en)

URL to security https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/03/2007 35st-lite-sscd-fqr-110-9320-
target: ed-3-public-st-combicao-sscd.pdf (en)
Issuance date 2020-01-07

Note(s)

Name Cryptomathic Signer SAM v5.1 for Utimaco Cryptoserver CP5

Applicant Cryptomathic A/S
Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014

Remote QSCD
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/01/nscib-cc-200735-cr-combined.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/01/nscib-cc-200735-cr-combined.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/01/nscib-cc-200735-cr-combined.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/03/200735st-lite-sscd-fqr-110-9320-ed-3-public-st-combicao-sscd.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/03/200735st-lite-sscd-fqr-110-9320-ed-3-public-st-combicao-sscd.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

TOV Rheinland Nederland B.V.

NSCIB-CC-159381-CR2

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/certificate-159381-3.pdf (en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/nscib-cc-159381-cr2.pdf (en)
https://www.tuv-nederland.nl/common-criteria/certificates.html (en)

2020-04-21

2024-11-15

https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-
conformity-assessment-process---v5.0.pdf (en)

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

NSCIB-CC-159381-CR2
TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/certificate-159381-3.pdf (en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/nscib-cc-159381-cr2.pdf (en)
https://www.tuv-nederland.nl/common-criteria/certificates.html (en)

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/159381_2-cryptomathic-signer-
security-target-for-utimaco-v5.5.pdf (en)

2020-04-21

NSCIB-CC-222073-CR (Utimaco CryptoServer Se-Series Gen2 CP5, version 5.1.0.0.)

TUV Rheinland Nederland B.V.
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/05/nscib-cc-222073-cr-v1.2cert.pdf
Let:;zs://www.commoncriteriaportaI.org/ﬁIes/epﬁIes/NSCIB-CC-222073-3MA1.pdf (en)
https://www.tuv-nederland.nl/common-criteria/certificates.html (en)

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/222073_1m1-
cryptoservercp5_st-lite_v2-0-2.pdf (en)

2020-05-27
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/certificate-159381-3.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/nscib-cc-159381-cr2.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/certificate-159381-3.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/nscib-cc-159381-cr2.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/159381_2-cryptomathic-signer-security-target-for-utimaco-v5.5.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/159381_2-cryptomathic-signer-security-target-for-utimaco-v5.5.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/05/nscib-cc-222073-cr-v1.2cert.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-222073-3MA1.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/222073_1m1-cryptoservercp5_st-lite_v2-0-2.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/222073_1m1-cryptoservercp5_st-lite_v2-0-2.pdf

Qualified Seal Creation Device

(QSealCD) Es
Issuer TOV Rheinland Nederland B.V.
Reference NSCIB-CC-159381-CR2

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/certificate-159381-3.pdf (en)
URL https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/nscib-cc-159381-cr2.pdf (en)
https://www.tuv-nederland.nl/common-criteria/certificates.html (en)
Effective starting date 2020-04-21
Expiration date 2024-11-15

Art.30.3.(b) notified alternative  https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-
certification method

CC certification report(s)

Note(s)

conformity-assessment-process---v5.0.pdf (en)

Reference:

Issuer:

URL ro report:

URL to security

target:

Issuance date

NSCIB-CC-159381-CR2
TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/nscib-cc-159381-cr2.pdf (en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/certificate-159381-3.pdf (en)
https://www.tuv-nederland.nl/common-criteria/certificates.html (en)

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/159381_2-cryptomathic-signer-
security-target-for-utimaco-v5.5.pdf (en)

2020-04-21

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

NSCIB-CC-222073-CR (Utimaco CryptoServer Se-Series Gen2 CP5, version 5.1.0.0.)

TOV Rheinland Nederland B.V.
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/05/nscib-cc-222073-cr-v1.2cert.pdf
Li?;s://www.commoncriteriaportal.org/ﬁIes/epﬁIes/NSCIB-CC-222073-3MA1.pdf (en)
https://www.tuv-nederland.nl/common-criteria/certificates.html (en)

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/222073_1m1-
cryptoservercp5_st-lite_v2-0-2.pdf (en)

2020-05-27

Cryptomathic Signer SAM v6.0 for Utimaco Cryptoserver CP5 v5.1.0.0

Name

Applicant

Remote QSCD

Cryptomathic A/S

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/certificate-159381-3.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/nscib-cc-159381-cr2.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/nscib-cc-159381-cr2.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/certificate-159381-3.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/159381_2-cryptomathic-signer-security-target-for-utimaco-v5.5.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/159381_2-cryptomathic-signer-security-target-for-utimaco-v5.5.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/05/nscib-cc-222073-cr-v1.2cert.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB-CC-222073-3MA1.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/222073_1m1-cryptoservercp5_st-lite_v2-0-2.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/222073_1m1-cryptoservercp5_st-lite_v2-0-2.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date

Expiration date

Yes

TrustCB B.V.

elDAS-2300117-01
https://trustcb.com/download/?wpdmd|=4093 (en)
2024-04-30

2029-04-30

Art.30.3.(b) notified alternative

certification method https://trustcb.com/download/?wpdmdI=4074 (en)

Reference: NSCIB-CC-2300116-01-CR version 1

Issuer: TrustCB B.V.

URL ro report: https://trustcb.com/download/?wpdmdI=4090 (en)

CC certification report(s)
URL to security

target: https://trustcb.com/download/?wpdmdI=4092 (en)

Issuance date 2024-04-30

Qualified Seal Creation Device

(QSealCD) ves
Issuer TrustCB B.V.
Reference elDAS-2300117-01
URL https://trustcb.com/download/?wpdmdI=4093 (en)
Effective starting date 2024-04-30
Expiration date 2029-04-30

Art.30.3.(b) notified alternative

certification method https://trustcb.com/download/?wpdmdI=4074 (en)

Reference: NSCIB-CC-2300116-01-CR version 1

Issuer: TrustCB B.V.

URL ro report: https://trustcb.com/download/?wpdmdI=4090 (en)

CC certification report(s)
URL to security

target: https://trustcb.com/download/?wpdmdI=4092 (en)

Issuance date 2024-04-30

Note(s)

Name Cryptomathic Signer SAM version 5.1 for Utimaco Cryptoserver CP5
Applicant Cryptomathic A/S
Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Remote QSCD
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https://trustcb.com/download/?wpdmdl=4093
https://trustcb.com/download/?wpdmdl=4074
https://trustcb.com/download/?wpdmdl=4090
https://trustcb.com/download/?wpdmdl=4092
https://trustcb.com/download/?wpdmdl=4093
https://trustcb.com/download/?wpdmdl=4074
https://trustcb.com/download/?wpdmdl=4090
https://trustcb.com/download/?wpdmdl=4092

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

TrustCB B.V.

elDAS-2400106-01
https://trustcb.com/download/?wpdmd|=4537 (en)
2024-10-16

2029-10-16

https://trustcb.com/download/?wpdmdI=4074 (en)

Reference: NSCIB-CC-2400105-01-CR

Issuer: TrustCB B.V.

URL ro report: https://trustcb.com/download/?wpdmdi=4535 (en)

URL to security

target: https://trustcb.com/download/?wpdmdI=4536 (en)

Issuance date 2024-10-16

Yes

TrustCB B.V.

elDAS-2400106-01
https://trustcb.com/download/?wpdmdI=4537 (en)
2024-10-16

2029-10-16

https://trustcb.com/download/?wpdmdI=4074 (en)

Reference: NSCIB-CC-2400105-01-CR

Issuer: TrustCB B.V.

URL ro report: https://trustcb.com/download/?wpdmdI=4535 (en)

URL to security

target: https://trustcb.com/download/?wpdmdI=4536 (en)

Issuance date 2024-10-16

Note(s)

Name CryptoServer CP5 Sel2 5.0.0.0, CryptoServer CP5 Se52 5.0.0.0, CryptoServer CP5 Se500
5.0.0.0, CryptoServer CP5 Se1500 5.0.0.0

Applicant Utimaco IS GmbH

Remote QSCD No
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https://trustcb.com/download/?wpdmdl=4537
https://trustcb.com/download/?wpdmdl=4074
https://trustcb.com/download/?wpdmdl=4535
https://trustcb.com/download/?wpdmdl=4536
https://trustcb.com/download/?wpdmdl=4537
https://trustcb.com/download/?wpdmdl=4074
https://trustcb.com/download/?wpdmdl=4535
https://trustcb.com/download/?wpdmdl=4536

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

TOV Rheinland Nederland B.V.
NSCIB-CC-119032-CR

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/06/nscib-cc-119032-cr-
v1.2cert.pdf (en)

2018-10-09
2023-10-09

https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-
conformity-assessment-process---v5.0.pdf (en)

Reference: NSCIB-CC-119032-CR

Issuer: TOV Rheinland Nederland B.V.
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/06/nscib-cc-119032-cr-v1.2cert.pdf
URL ro report: (en)

https://www.tuv-nederland.nl/common-criteria/certificates.html (en)

URL to security
target:

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2019/07/st-lite-cryptoservercp5_st-
lite.pdf (en)
Issuance date 2020-05-27

Yes

TUV Rheinland Nederland B.V.
NSCIB-CC-119032-CR

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/06/nscib-cc-119032-cr-
v1.2cert.pdf (en)

2018-10-09
2023-10-09

https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-
conformity-assessment-process---v5.0.pdf (en)

Reference: NSCIB-CC-119032-CR

Issuer: TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/06/nscib-cc-119032-cr-v1.2cert.pdf
URL ro report: (en)
https://www.tuv-nederland.nl/common-criteria/certificates.html (en)

URL to security
target:

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2019/07/st-lite-cryptoservercp5_st-
lite.pdf (en)

Issuance date 2020-05-27

2026-02-17 | Page 280 of 344


https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/06/nscib-cc-119032-cr-v1.2cert.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/06/nscib-cc-119032-cr-v1.2cert.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/06/nscib-cc-119032-cr-v1.2cert.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2019/07/st-lite-cryptoservercp5_st-lite.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2019/07/st-lite-cryptoservercp5_st-lite.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/06/nscib-cc-119032-cr-v1.2cert.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/06/nscib-cc-119032-cr-v1.2cert.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/06/nscib-cc-119032-cr-v1.2cert.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2019/07/st-lite-cryptoservercp5_st-lite.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2019/07/st-lite-cryptoservercp5_st-lite.pdf

Name

Applicant
Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

CryptoServer CP5 Sel2 5.1.0.0, CryptoServer CP5 Se52 5.1.0.0, CryptoServer CP5 Se500
5.1.0.0, CryptoServer CP5 Sel500 5.1.0.0

Utimaco IS GmbH

No
Yes

TUV Rheinland Nederland B.V.
NSCIB-CC-222073-CR

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/05/nscib-cc-222073-cr-
v1.2cert.pdf (en)

2018-12-19
2023-12-19

https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-
conformity-assessment-process---v5.0.pdf (en)

Reference: NSCIB-CC-222073-CR
Issuer: TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/05/nscib-cc-222073-cr-v1.2cert.pdf
(en)

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/nscib-cc-222073-ma.pdf (en)
https://www.tuv-nederland.nl/common-criteria/certificates.html (en)

URL ro report:

URL to security https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/222073_1m1-
target: cryptoservercp5_st-lite_v2-0-2.pdf (en)
Issuance date 2020-05-27
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/05/nscib-cc-222073-cr-v1.2cert.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/05/nscib-cc-222073-cr-v1.2cert.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/05/nscib-cc-222073-cr-v1.2cert.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/nscib-cc-222073-ma.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/222073_1m1-cryptoservercp5_st-lite_v2-0-2.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/222073_1m1-cryptoservercp5_st-lite_v2-0-2.pdf

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

TOV Rheinland Nederland B.V.
NSCIB-CC-222073-CR

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/05/nscib-cc-222073-cr-
v1.2cert.pdf (en)

2018-12-19
2023-12-19

https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-
conformity-assessment-process---v5.0.pdf (en)

Reference: NSCIB-CC-222073-CR
Issuer: TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/05/nscib-cc-222073-cr-v1.2cert.pdf
(en)

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/nscib-cc-222073-ma.pdf (en)
https://www.tuv-nederland.nl/common-criteria/certificates.html (en)

URL ro report:

URL to security https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/222073_1m1-
target: cryptoservercp5_st-lite_v2-0-2.pdf (en)
Issuance date 2020-05-27

Name

Applicant

Remote QSCD

CryptoServer CP5 Sel2 5.1.0.0, CryptoServer CP5 Se52 5.1.0.0, CryptoServer CP5 Se500
5.1.0.0, CryptoServer CP5 Sel500 5.1.0.0 (recertified 2023)

Utimaco IS GmbH

No
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/05/nscib-cc-222073-cr-v1.2cert.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/05/nscib-cc-222073-cr-v1.2cert.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/05/nscib-cc-222073-cr-v1.2cert.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/nscib-cc-222073-ma.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/222073_1m1-cryptoservercp5_st-lite_v2-0-2.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/04/222073_1m1-cryptoservercp5_st-lite_v2-0-2.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

TrustCB B.V.

elDAS-2300143-01.1
https://trustcb.com/download/?wpdmd|=4287 (en)
2023-12-05

2028-12-05

https://trustcb.com/download/?wpdmdI=4074 (en)

Reference: NSCIB-CC-2300142-01-CR1 version 1.1

Issuer: TrustCB B.V.

URL ro report: https://trustcb.com/download/?wpdmdIi=4289 (en)

URL to security

target: https://trustcb.com/download/?wpdmdI=3525 (en)

Issuance date 2023-12-05

Yes

TrustCB B.V.

elDAS-2300143-01.1
https://trustcb.com/download/?wpdmdI=4287 (en)
2023-12-05

2028-12-05

https://trustcb.com/download/?wpdmdI=4074 (en)

Reference: NSCIB-CC-2300142-01-CR1 version 1.1

Issuer: TrustCB B.V.

URL ro report: https://trustcb.com/download/?wpdmd|i=4289 (en)

URL to security

. ? =
target: https://trustcb.com/download/?wpdmdI=3525 (en)

Issuance date 2023-12-05

Note(s)

Name CryptoServer CP5 Sel2 5.1.2.0, CryptoServer CP5 Se52 5.1.2.0, CryptoServer CP5 Se500
5.1.2.0, CryptoServer CP5 Sel500 5.1.2.0

Applicant Utimaco IS GmbH

Remote QSCD No
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https://trustcb.com/download/?wpdmdl=4287
https://trustcb.com/download/?wpdmdl=4074
https://trustcb.com/download/?wpdmdl=4289
https://trustcb.com/download/?wpdmdl=3525
https://trustcb.com/download/?wpdmdl=4287
https://trustcb.com/download/?wpdmdl=4074
https://trustcb.com/download/?wpdmdl=4289
https://trustcb.com/download/?wpdmdl=3525

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

TrustCB B.V.

elDAS-2300143-02
https://trustcb.com/download/?wpdmd|=5216 (en)
2025-05-26

2030-05-26

https://trustch.com/download/?wpdmdI=4074 (en)

Reference: NSCIB-CC-2300142-02-CR
Issuer: TrustCB B.V.
URL ro report: https://trustcb.com/download/?wpdmdi=5214 (en)

URL to security

. ? =
target: https://trustcb.com/download/?wpdmd|=5215 (en)

Issuance date 2025-05-26

Yes

TrustCB B.V.

elDAS-2300143-02
https://trustch.com/download/?wpdmdI=5216 (en)
2025-05-26

2030-05-26

https://trustcb.com/download/?wpdmd|=4074 (en)

Reference: NSCIB-CC-2300142-02-CR

Issuer: TrustCB B.V.
URL ro report: https://trustcb.com/download/?wpdmd|i=5214 (en)

URL to security

target: https://trustcb.com/download/?wpdmdI=5215 (en)

Issuance date 2025-05-26

Upgrade of CryptoServer CP5 Sel2 5.1.0.0, CryptoServer CP5 Se52 5.1.0.0, CryptoServer
CP5 Se500 5.1.0.0, CryptoServer CP5 Sel500 5.1.0.0 (certified until 5 December 2028).
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https://trustcb.com/download/?wpdmdl=5216
https://trustcb.com/download/?wpdmdl=4074
https://trustcb.com/download/?wpdmdl=5214
https://trustcb.com/download/?wpdmdl=5215
https://trustcb.com/download/?wpdmdl=5216
https://trustcb.com/download/?wpdmdl=4074
https://trustcb.com/download/?wpdmdl=5214
https://trustcb.com/download/?wpdmdl=5215

Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

DocuSign QSCD as a Qualified Signature Creation Device version 1.1.0.6

DocuSign

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Yes

TUV Rheinland Nederland B.V.
CC-22-0389122-elDAS

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/10/certificate-eidas-0389122-
docusign-3.pdf (en)

2022-08-30
2026-10-13

https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-
conformity-assessment-process---v5.0.pdf (en)

Reference: CC-22-0389122
Issuer: TUV Rheinland Nederland B.V.

URL ro report: ?et;;;s://www.tuv—nederland.nI/assets/ﬁIes/cerﬁt|caten/2022/08/nsab—cc—0389122—cr—2.05|g.pdf
:‘:};::_ security https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/12/nscib-cc-0389122-stsig.pdf (en)

Issuance date 2022-08-30
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/10/certificate-eidas-0389122-docusign-3.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/10/certificate-eidas-0389122-docusign-3.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/08/nscib-cc-0389122-cr-2.0sig.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/12/nscib-cc-0389122-stsig.pdf

Qualified Seal Creation Device

(QSealCD) ves

Issuer TUV Rheinland Nederland B.V.

Reference CC-22-0389122-eIDAS

URL https:(/www.tuv-nederland.nI/assets/ﬁIes/cerﬁticaten/2022/10/certiﬁcate-eidas-0389122-
docusign-3.pdf (en)

Effective starting date 2022-08-30

Expiration date 2026-10-13

Art.30.3.(b) notified alternative  https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-

certification method conformity-assessment-process---v5.0.pdf (en)
Reference: CC-22-0389122
Issuer: TUV Rheinland Nederland B.V.

i https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/08/nscib-cc-0389122-cr-2.0sig.pdf
o URL ro report: (en)
CC certification report(s) €

URL to security

target: https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/12/nscib-cc-0389122-stsig.pdf (en)

Issuance date 2022-08-30

URL to certified QSCD's TUV Rheinland Nederland B.V.: https://www.tuv-nederland.nl/
common-criteria/certificates.html

Note(s)

Name DocuSign QSCD as Qualified Signature Creation Device
Applicant DocuSign
Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014

Remote QSCD
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/10/certificate-eidas-0389122-docusign-3.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/10/certificate-eidas-0389122-docusign-3.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/08/nscib-cc-0389122-cr-2.0sig.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/12/nscib-cc-0389122-stsig.pdf

Qualified Signature Creation

Device (QSigCD) VEE

Issuer TUV Rheinland Nederland B.V.

Reference CC-21-235654-elDAS

URL https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/11/eidas-certificate-21-235654-
rev-2.pdf (en)

Effective starting date 2021-04-07

Expiration date 2026-01-13

Art.30.3.(b) notified alternative  https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-

certification method conformity-assessment-process---v5.0.pdf (en)
Reference: NSCIB-CC-235654-CR
Issuer: TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/nscib-certificate-235654.pdf (en)
. URL ro report: https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-cc-235654-cr.pdf (en)
CC certification report(s) https://www.tuv-nederland.nl/common-criteria/certificates.html (en)

URL to security https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/qscd-cc-st-qsigcd-4.0.26.pdf (en)

target:

Issuance date 2021-01-13
Qualified Seal Creation Device No
(QSealCD)
Note(s)
Name DocuSign QSCD for local signing
Applicant DocuSign
Remote QSCD No
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/11/eidas-certificate-21-235654-rev-2.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/11/eidas-certificate-21-235654-rev-2.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/nscib-certificate-235654.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-cc-235654-cr.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/qscd-cc-st-qsigcd-4.0.26.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

TUV Rheinland Nederland B.V.
CC-21-235735-elDAS

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/11/eidas-certificate-21-235735-
rev2.pdf (en)

2021-04-07
2026-01-13

https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-
conformity-assessment-process---v5.0.pdf (en)

Reference: NSCIB-CC-235735-CR

Issuer: TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/nscib-certificate-
cc-21-235735.pdf (en)

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-cc-235735-cr.pdf (en)
https://www.tuv-nederland.nl/common-criteria/certificates.html (en)

URL ro report:
URL to security https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/qscd-cc-st-qsealcd-4.0.26.pdf
target: (en)

2021-01-13

Issuance date

Yes

TUV Rheinland Nederland B.V.
CC-21-235735-elDAS

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/11/eidas-certificate-21-235735-
rev2.pdf (en)

2021-04-07
2026-06-13

https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-
conformity-assessment-process---v5.0.pdf (en)

Reference: NSCIB-CC-235735-CR

Issuer: TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/nscib-certificate-
€c-21-235735.pdf (en)

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-cc-235735-cr.pdf (en)
https://www.tuv-nederland.nl/common-criteria/certificates.html (en)

URL ro report:

URL to security https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/qscd-cc-st-qsealcd-4.0.26.pdf
target: (en)

Issuance date 2021-01-13
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/11/eidas-certificate-21-235735-rev2.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/11/eidas-certificate-21-235735-rev2.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/nscib-certificate-cc-21-235735.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/nscib-certificate-cc-21-235735.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-cc-235735-cr.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/qscd-cc-st-qsealcd-4.0.26.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/11/eidas-certificate-21-235735-rev2.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/11/eidas-certificate-21-235735-rev2.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/nscib-certificate-cc-21-235735.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/nscib-certificate-cc-21-235735.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-cc-235735-cr.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/qscd-cc-st-qsealcd-4.0.26.pdf

DocuSign QSCD for local signing version 1.1.0.6

Name
Applicant
Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

DocuSign

No

Yes

TUV Rheinland Nederland B.V.

CC-21-0388535-elDAS

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/04/eidas-certificate-
docusign-0388535-vs2.pdf (en)

2022-02-23

2026-10-13

https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-
conformity-assessment-process---v5.0.pdf (en)

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

CC-21-0388535
TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/10/nscib-certificate-
docusign-21-0388535.pdf (en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/02/nscib-cc-0388535-cr-2.0seal.pdf
(en)

https://www.tuv-nederland.nl/common-criteria/certificates.html (en)

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/10/nscib-cc-0388535-stseal.pdf (en)

2022-02-23
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/04/eidas-certificate-docusign-0388535-vs2.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/04/eidas-certificate-docusign-0388535-vs2.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/10/nscib-certificate-docusign-21-0388535.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/10/nscib-certificate-docusign-21-0388535.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/02/nscib-cc-0388535-cr-2.0seal.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/10/nscib-cc-0388535-stseal.pdf

Qualified Seal Creation Device

(QSealCD) ves

Issuer TOV Rheinland Nederland B.V.

Reference CC-21-0388535-elDAS

URL https:(/www.tuv-nederland.nI/assets/ﬁIes/cerﬁticaten/2022/04/eidas-certiﬁcate-
docusign-0388535-vs2.pdf (en)

Effective starting date 2022-02-23

Expiration date 2026-10-13

Art.30.3.(b) notified alternative  https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-

certification method conformity-assessment-process---v5.0.pdf (en)
Reference: CC-21-0388535
Issuer: TOV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/10/nscib-certificate-
docusign-21-0388535.pdf (en)
. URL ro report: https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/02/nscib-cc-0388535-cr-2.0seal.pdf
CC certification report(s) (en)

https://www.tuv-nederland.nl/common-criteria/certificates.html (en)

URL to security https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/10/nscib-cc-0388535-stseal.pdf (en)

target:
Issuance date 2022-02-23
Note(s)
Name DocuSign QSCD for local signing version 1.1.5.5
Applicant DocuSign
Remote QSCD No
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/04/eidas-certificate-docusign-0388535-vs2.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/04/eidas-certificate-docusign-0388535-vs2.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/10/nscib-certificate-docusign-21-0388535.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/10/nscib-certificate-docusign-21-0388535.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/02/nscib-cc-0388535-cr-2.0seal.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/10/nscib-cc-0388535-stseal.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

TUV Rheinland Nederland B.V.
CC-23-0647974-elDAS

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/11/certificate-eidas-0647974-
vs2docusign.pdf (en)

2023-02-10
2028-01-25

https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-
conformity-assessment-process---v5.0.pdf (en)

Reference: CC-23-0647974-CC

Issuer: TUV Rheinland Nederland B.V.
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/01/nscib-cc-0647974-cert.pdf (en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/nscib-cc-0647974-crl.pdf (en)
https://www.tuv-nederland.nl/common-criteria/certificates.html (en)

URL ro report:

URL to security
target:

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/nscib-cc-0647974-
stv4.1.6local.pdf (en)
Issuance date 2023-01-25

Yes

TUV Rheinland Nederland B.V.
CC-23-0647974-elDAS

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/11/certificate-eidas-0647974-
vs2docusign.pdf (en)

2023-02-10
2028-01-25

https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-
conformity-assessment-process---v5.0.pdf (en)

Reference: CC-23-0647974-CC

Issuer: TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/01/nscib-cc-0647974-cert.pdf (en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/nscib-cc-0647974-crl.pdf (en)
https://www.tuv-nederland.nl/common-criteria/certificates.html (en)

URL ro report:

URL to security
target:

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/nscib-cc-0647974-
stv4.1.6local.pdf (en)

Issuance date 2023-01-25
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/11/certificate-eidas-0647974-vs2docusign.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/11/certificate-eidas-0647974-vs2docusign.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/01/nscib-cc-0647974-cert.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/nscib-cc-0647974-cr1.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/nscib-cc-0647974-stv4.1.6local.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/nscib-cc-0647974-stv4.1.6local.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/11/certificate-eidas-0647974-vs2docusign.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/11/certificate-eidas-0647974-vs2docusign.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/01/nscib-cc-0647974-cert.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/nscib-cc-0647974-cr1.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/nscib-cc-0647974-stv4.1.6local.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/nscib-cc-0647974-stv4.1.6local.pdf

Name
Applicant
Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

DocuSign QSCD for local signing version 1.2.0.7
DocuSign

No
Yes

TrustCB B.V.

elDAS-2300053-01
https://trustcb.com/download/?wpdmdI=4041 (en)
2024-04-18

2029-01-30

https://trustch.com/download/?wpdmdI=4074 (en)

Reference: NSCIB-CC-2300052-01-CR version 2
Issuer: TrustCB B.V.
URL ro report: https://trustcb.com/download/?wpdmdI=4042 (en)

URL to security

target: https://trustch.com/download/?wpdmdI=3709 (en)

Issuance date 2024-04-18

Yes

TrustCB B.V.

elDAS-2300053-01
https://trustch.com/download/?wpdmdI=4041 (en)
2024-04-18

2029-01-30

https://trustcb.com/download/?wpdmdI=4074 (en)

Reference: NSCIB-CC-2300052-01-CR version 2
Issuer: TrustCB B.V.
URL ro report: https://trustcb.com/download/?wpdmdI=4042 (en)

URL to security

. ? =
target: https://trustcb.com/download/?wpdmdI=3709 (en)

Issuance date 2024-04-18
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https://trustcb.com/download/?wpdmdl=4041
https://trustcb.com/download/?wpdmdl=4074
https://trustcb.com/download/?wpdmdl=4042
https://trustcb.com/download/?wpdmdl=3709
https://trustcb.com/download/?wpdmdl=4041
https://trustcb.com/download/?wpdmdl=4074
https://trustcb.com/download/?wpdmdl=4042
https://trustcb.com/download/?wpdmdl=3709

Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

DocuSign QSCD for remote signing version 1.1.5.5

DocuSign

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with eIDAS
Regulation (EU) 910/2014

Yes

TUV Rheinland Nederland B.V.

CC-23-0647981-elDAS
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/certificate-eidas-0647981-
docusign.pdf (en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/nscib-cc-0647981-cr-1.pdf
(en)

2023-02-10

2028-01-25

https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-
conformity-assessment-process---v5.0.pdf (en)

Reference: NSCIB-CC-0647981-CR

Issuer: TUV Rheinland Nederland B.V.

URL ro report: https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/01/nscib-cc-0647981-cert.pdf (en)
URL to security https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/nscib-cc-0647981-

target: stv4.1.6remote.pdf (en)

Issuance date 2023-01-25
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/certificate-eidas-0647981-docusign.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/certificate-eidas-0647981-docusign.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/nscib-cc-0647981-cr-1.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/01/nscib-cc-0647981-cert.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/nscib-cc-0647981-stv4.1.6remote.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/nscib-cc-0647981-stv4.1.6remote.pdf

Qualified Seal Creation Device

(QSealCD) U
Issuer TUV Rheinland Nederland B.V.
Reference CC-23-0647981-elDAS
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/certificate-eidas-0647981-
URL docusign.pdf (en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/nscib-cc-0647981-cr-1.pdf
(en)
Effective starting date 2023-02-10
Expiration date 2028-01-25
Art.30.3.(b) notified alternative  https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-
certification method conformity-assessment-process---v5.0.pdf (en)
Reference: NSCIB-CC-0647981-CR
Issuer: TUV Rheinland Nederland B.V.
. . URL ro report: https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/01/nscib-cc-0647981-cert.pdf (en)
CC certification report(s)
URL to security https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/nscib-cc-0647981-
target: stv4.1.6remote.pdf (en)
Issuance date 2023-01-25
Note(s)
Name DocuSign QSCD for remote signing version 1.2.0.7
Applicant DocuSign
Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014

Remote QSCD
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/certificate-eidas-0647981-docusign.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/certificate-eidas-0647981-docusign.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/nscib-cc-0647981-cr-1.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/01/nscib-cc-0647981-cert.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/nscib-cc-0647981-stv4.1.6remote.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/nscib-cc-0647981-stv4.1.6remote.pdf

Qualified Signature Creation

Device (QSigCD) VEE
Issuer TrustCB B.V.
Reference elDAS-2300055-01
URL https://trustcb.com/download/?wpdmd|=4043 (en)
Effective starting date 2024-04-18
Expiration date 2029-01-30

Art.30.3.(b) notified alternative

certification method https://trustcb.com/download/?wpdmdI=4074 (en)

Reference: NSCIB-CC-2300054-01-CR version 2
Issuer: TrustCB B.V.
URL ro report: https://trustcb.com/download/?wpdmdI=4044 (en)

CC certification report(s)

URL to security https://trustcb.com/download/?wpdmdI=3712 (en)

target:
Issuance date 2024-04-18
Qualified Seal Creation Device Yes
(QSealCD)
Issuer TrustCB B.V.
Reference elDAS-2300055-01
URL https://trustcb.com/download/?wpdmdI=4043 (en)
Effective starting date 2024-04-18
Expiration date 2029-01-30

Art.30.3.(b) notified alternative

certification method https://trustcb.com/download/?wpdmdI=4074 (en)

Reference: NSCIB-CC-2300054-01-CR version 2
Issuer: TrustCB B.V.
URL ro report: https://trustcb.com/download/?wpdmd|i=4044 (en)

CC certification report(s)

URL to security https://trustcb.com/download/?wpdmdI=3712 (en)

target:

Issuance date 2024-04-18
Note(s)
Name ID-A v1.1 on ID-One Cosmo X
Applicant IDEMIA
Remote QSCD No
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https://trustcb.com/download/?wpdmdl=4043
https://trustcb.com/download/?wpdmdl=4074
https://trustcb.com/download/?wpdmdl=4044
https://trustcb.com/download/?wpdmdl=3712
https://trustcb.com/download/?wpdmdl=4043
https://trustcb.com/download/?wpdmdl=4074
https://trustcb.com/download/?wpdmdl=4044
https://trustcb.com/download/?wpdmdl=3712

Qualified Signature Creation

Device (QSigCD) VEE

Issuer TrustCB B.V.

Reference elDAS-2300124-01

URL https://trustcb.com/download/?wpdmd|=4039 (en)

Effective starting date 2024-04-18

Expiration date 2028-12-22

Art.30.3.(b) notified alternative

certification method
Reference: NSCIB-CC-2300123-01-CR version 2
Issuer: TrustCB B.V.
URL ro report: https://trustch.com/download/?wpdmd|=4040 (en)

CC certification report(s)

URL to security https://trustcb.com/download/?wpdmdI=3677 (en)

target:
Issuance date 2024-04-18
Qualified Seal Creation Device Yes
(QSealCD)
Issuer TrustCB B.V.
Reference elDAS-2300124-01
URL https://trustcb.com/download/?wpdmdI=4039 (en)
Effective starting date 2024-04-18
Expiration date 2028-12-22
Art.30.3.(b) notified alternative
certification method
Reference: NSCIB-CC-2300123-01-CR version 2
Issuer: TrustCB B.V.
URL ro report: https://trustch.com/download/?wpdmdI=4040 (en)

CC certification report(s)

URL to security https://trustcb.com/download/?wpdmdI=3677 (en)

target:
Issuance date 2024-04-18
Note(s)
Name ID-ONE CNS v2
Applicant IDEMIA
Remote QSCD No
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https://trustcb.com/download/?wpdmdl=4039
https://trustcb.com/download/?wpdmdl=4040
https://trustcb.com/download/?wpdmdl=3677
https://trustcb.com/download/?wpdmdl=4039
https://trustcb.com/download/?wpdmdl=4040
https://trustcb.com/download/?wpdmdl=3677

Qualified Signature Creation

Device (QSigCD) VEE
Issuer TOV Rheinland Nederland BV
Reference CC-19-200270
URL https://www.tuv-nederland.nl/assets/files/cerfiticaten/2019/07/nscib-cc-200270-cr.pdf (en)
Effective starting date 2019-04-17
Expiration date 2024-04-17
Art.30.3.(b) notified alternative
certification method
Reference: CC-19-200270
Issuer: TUV Rheinland Nederland BV
URL ro report: htps://www.tuv-nederland.nl/assetsifiles/cerfiticaten/2019/07/nscib-cc-200270-cr.pdf (en)
CC certification report(s) https://www.tuv-nederland.nl/common-criteria/certificates.html (en)
URL to security
target:
Issuance date 2019-04-17
Qualified Seal Creation Device Yes
(QSealCD)
Issuer TOV Rheinland Nederland BV
Reference CC-19-200270
URL https://www.tuv-nederland.nl/assets/files/cerfiticaten/2019/07/nscib-cc-200270-cr.pdf (en)
Effective starting date 2019-04-17
Expiration date 2024-04-17
Art.30.3.(b) notified alternative
certification method
Reference: CC-19-200270
Issuer: TOV Rheinland Nederland BV
URL ro report: httpsE//www.tuv-nederIand.nl/assets/ﬁIes{cerﬁticatgq/z019/07/nscib-cc-200270-cr.pdf (en)
CC certification report(s) https://www.tuv-nederland.nl/common-criteria/certificates.html (en)
URL to security
target:
Issuance date 2019-04-17

Note(s)

Name ID-One™ CNS V2 on Cosmo V9.1
Applicant IDEMIA

Remote QSCD No
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2019/07/nscib-cc-200270-cr.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2019/07/nscib-cc-200270-cr.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2019/07/nscib-cc-200270-cr.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2019/07/nscib-cc-200270-cr.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html

Qualified Signature Creation

Device (QSigCD) VEE
Issuer TOV Rheinland Nederland B.V.
Reference CC-21-0286907-elDAS

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/21-0286907-certificate-eidas-
URL idemia.pdf (en)
https://www.tuv-nederland.nl/common-criteria/certificates.html (en)

Effective starting date 2021-02-16
Expiration date 2026-02-16

Art.30.3.(b) notified alternative
certification method

Reference: NSCIB-CC-0286907-CR
Issuer: TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/nscib-certificate-
€Cc-21-0286907.pdf (en)

. URL ro report: https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/21-0286907-certificate-eidas-
CC certification report(s) idemia.pdf (en)
https://www.tuv-nederland.nl/common-criteria/certificates.html (en)
URL to security https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/nscib-cc-0286907-st_ed1.pdf
target: (en)
Issuance date 2021-02-16
Qualified Seal Creation Device No
(QSealCD)
Note(s)
Name JSIGN3 V1.1.4
Applicant ST Microelectronics S.r.l
Remote QSCD No
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/21-0286907-certificate-eidas-idemia.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/21-0286907-certificate-eidas-idemia.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/nscib-certificate-cc-21-0286907.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/nscib-certificate-cc-21-0286907.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/21-0286907-certificate-eidas-idemia.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/21-0286907-certificate-eidas-idemia.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/nscib-cc-0286907-st_ed1.pdf

Qualified Signature Creation

Device (QSigCD) VEE
Issuer TOV Rheinland Nederland B.V.
Reference NSCIB CC-20-0122197

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/20-0122197-certificate-

URL type-1-eidas.pdf (en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/certification-report_nscib-
€c-20-0122197-crv1.2.pdf (en)

Effective starting date 2020-06-29
Expiration date 2025-06-29

Art.30.3.(b) notified alternative
certification method

Reference: CC-20-0122197
Issuer: TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/certification-report_nscib-

L URL ro report: €c-20-0122197-crv1.2.pdf (en)

CC certification report(s) https://www.tuv-nederland.nl/common-criteria/certificates.html (en)
URL to security https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/07/jsign3_securtytarget _lite_c.pdf
target: (en)

Issuance date 2020-06-29
Qualified Seal Creation Device No
(QSealCD)
Note(s)
Name JSIGN4 V1.0.4
Applicant ST Microelectronics S.r.l
Remote QSCD No
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/20-0122197-certificate-type-1-eidas.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/20-0122197-certificate-type-1-eidas.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/certification-report_nscib-cc-20-0122197-crv1.2.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/certification-report_nscib-cc-20-0122197-crv1.2.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/certification-report_nscib-cc-20-0122197-crv1.2.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/certification-report_nscib-cc-20-0122197-crv1.2.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/07/jsign3_securtytarget_lite_c.pdf

Qualified Signature Creation

Device (QSigCD) VEE
Issuer TOV Rheinland Nederland B.V.
Reference CC-22-0492285-eIDAS
URL https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/04/eidas-certificate-22-0492285-
vs3.pdf (en)
Effective starting date 2022-03-18
Expiration date 2027-03-18

Art.30.3.(b) notified alternative
certification method

Reference: CC-22-0434407
Issuer: TUV Rheinland Nederland B.V.

https://www.commoncriteriaportal.org/files/epfiles/NSCIB%20Certificate%2022-0434407
%?20vs2.pdf (en)

L URL ro report: https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/03/nscib-cc-0434407-cr-
CC certification report(s) v2.0-62386b2d85603.pdf (en)
https://www.tuv-nederland.nl/common-criteria/certificates.html (en)

URL to security https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/03/nscib-cc-0434407-
target: stlite-62386b3e9dd03.pdf (en)
Issuance date 2022-03-18

Qualified Seal Creation Device No

(QSealCD)

Note(s)

Name nShield5s Hardware Security Module v13.5.1

Applicant Entrust

Remote QSCD No
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/04/eidas-certificate-22-0492285-vs3.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/04/eidas-certificate-22-0492285-vs3.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB%20Certificate%2022-0434407%20vs2.pdf
https://www.commoncriteriaportal.org/files/epfiles/NSCIB%20Certificate%2022-0434407%20vs2.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/03/nscib-cc-0434407-cr-v2.0-62386b2d85603.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/03/nscib-cc-0434407-cr-v2.0-62386b2d85603.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/03/nscib-cc-0434407-stlite-62386b3e9dd03.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/03/nscib-cc-0434407-stlite-62386b3e9dd03.pdf

Qualified Signature Creation

Device (QSigCD) VEE
Issuer TrustCB B.V.
Reference elDAS-2200058-01
URL https://trustcb.com/download/?wpdmd|=4209 (en)
Effective starting date 2024-05-08
Expiration date 2029-04-11

Art.30.3.(b) notified alternative

certification method https://trustcb.com/download/?wpdmdI=4074 (en)

Reference: NSCIB-CC-2200057-01-CR version3
Issuer: TrustCB B.V.
URL ro report: https://trustcb.com/download/?wpdmdI=4207 (en)

CC certification report(s)

URL to security https://trustcb.com/download/?wpdmdI=4208 (en)

target:
Issuance date 2024-05-08
Qualified Seal Creation Device Yes
(QSealCD)
Issuer TrustCB B.V.
Reference elDAS-2200058-01
URL https://trustcb.com/download/?wpdmdI=4209 (en)
Effective starting date 2024-05-08
Expiration date 2029-04-11

Art.30.3.(b) notified alternative

certification method https://trustcb.com/download/?wpdmdI=4074 (en)

Reference: NSCIB-CC-2200057-01-CR version3
Issuer: TrustCB B.V.
URL ro report: https://trustcb.com/download/?wpdmdI=4207 (en)

CC certification report(s)

URL to security https://trustcb.com/download/?wpdmdI=4208 (en)

target:
Issuance date 2024-05-08
Note(s)
Name nShield Solo XC Hardware Security Module v12.50.7
Applicant nCipher Security Limited
Remote QSCD No
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https://trustcb.com/download/?wpdmdl=4209
https://trustcb.com/download/?wpdmdl=4074
https://trustcb.com/download/?wpdmdl=4207
https://trustcb.com/download/?wpdmdl=4208
https://trustcb.com/download/?wpdmdl=4209
https://trustcb.com/download/?wpdmdl=4074
https://trustcb.com/download/?wpdmdl=4207
https://trustcb.com/download/?wpdmdl=4208

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

TOV Rheinland Nederland B.V.
NSCIB-CC-19-163968

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/07/certification-report-nscib-
€C-163968-cr-eidas-2020-07-23.pdf (en)

2019-11-19
2024-11-19

https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-
conformity-assessment-process---v5.0.pdf (en)

Reference: NSCIB-CC-19-163968

Issuer: TOV Rheinland Nederland B.V.
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/07/certification-report-nscib-
cc-163968-cr-eidas-2020-07-23.pdf (en)
https://www.tuv-nederland.nl/common-criteria/certificates.html (en)

URL ro report:

URL to security
target:

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/01/nshield-solo-xc-hsm-security-
target-v1.0.pdf (en)

Issuance date 2019-11-18

Yes

TUV Rheinland Nederland B.V.
NSCIB-CC-19-163968

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/07/certification-report-nscib-
€C-163968-cr-eidas-2020-07-23.pdf (en)

2019-11-19
2024-11-19

https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-
conformity-assessment-process---v5.0.pdf (en)

Reference: NSCIB-CC-19-163968

Issuer: TUV Rheinland Nederland B.V.
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/07/certification-report-nscib-
€c-163968-cr-eidas-2020-07-23.pdf (en)
https://www.tuv-nederland.nl/common-criteria/certificates.html (en)

URL ro report:

URL to security
target:

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/01/nshield-solo-xc-hsm-security-
target-v1.0.pdf (en)

Issuance date 2019-11-18
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/07/certification-report-nscib-cc-163968-cr-eidas-2020-07-23.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/07/certification-report-nscib-cc-163968-cr-eidas-2020-07-23.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/07/certification-report-nscib-cc-163968-cr-eidas-2020-07-23.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/07/certification-report-nscib-cc-163968-cr-eidas-2020-07-23.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/01/nshield-solo-xc-hsm-security-target-v1.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/01/nshield-solo-xc-hsm-security-target-v1.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/07/certification-report-nscib-cc-163968-cr-eidas-2020-07-23.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/07/certification-report-nscib-cc-163968-cr-eidas-2020-07-23.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/07/certification-report-nscib-cc-163968-cr-eidas-2020-07-23.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/07/certification-report-nscib-cc-163968-cr-eidas-2020-07-23.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/01/nshield-solo-xc-hsm-security-target-v1.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/01/nshield-solo-xc-hsm-security-target-v1.0.pdf

Name
Applicant
Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

nShield Solo XC Hardware Security Module v12.60.15
Entrust

No
Yes

TUV Rheinland Nederland B.V.
NSCIB-CC-21-0368256

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/eidas-
certificate-21-0368256.pdf (en)

2021-06-10
2026-06-10

https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-
conformity-assessment-process---v5.0.pdf (en)

Reference: NSCIB-CC-0368256-CR
Issuer: TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-certificate-21-0368256.pdf
(en)

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-cc-0368256-
cr-1.0-60c774c7bf913.pdf (en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/09/nscib-cc-0368256_1m1-
ma-1.0.pdf (en)

URL ro report:

URL to security https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-cc-0368256-
target: st-1.1-60c774c9ac5f4.pdf (en)
Issuance date 2021-03-17
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/eidas-certificate-21-0368256.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/eidas-certificate-21-0368256.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-certificate-21-0368256.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-cc-0368256-cr-1.0-60c774c7bf913.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-cc-0368256-cr-1.0-60c774c7bf913.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/09/nscib-cc-0368256_1m1-ma-1.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/09/nscib-cc-0368256_1m1-ma-1.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-cc-0368256-st-1.1-60c774c9ac5f4.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-cc-0368256-st-1.1-60c774c9ac5f4.pdf

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

TUV Rheinland Nederland B.V.
NSCIB-CC-21-0368256

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/eidas-
certificate-21-0368256.pdf (en)

2021-06-10
2026-06-10

https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-
conformity-assessment-process---v5.0.pdf (en)

Reference: NSCIB-CC-0368256-CR
Issuer: TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-certificate-21-0368256.pdf
(en)

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-cc-0368256-
cr-1.0-60c774c7bf913.pdf (en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/09/nscib-cc-0368256_1m1-
ma-1.0.pdf (en)

URL ro report:

URL to security https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-cc-0368256-
target: st-1.1-60c774c9ac5f4.pdf (en)
Issuance date 2021-03-17

Assurance Continuity Maintenance Report added

Name

Applicant

Remote QSCD

NXP eDoc Suite v3.5 on JCOP4 71 - cryptovision ePasslet Suite - Java Card applet
configuration providing Secure Signature Creation Device with key import (SSCD)
(recertified 2024)

NXP Semiconductors Germany GmbH (Certificate Holder), cv cryptovision GmbH (Developer)

No

2026-02-17 | Page 304 of 344


https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/eidas-certificate-21-0368256.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/eidas-certificate-21-0368256.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-certificate-21-0368256.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-cc-0368256-cr-1.0-60c774c7bf913.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-cc-0368256-cr-1.0-60c774c7bf913.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/09/nscib-cc-0368256_1m1-ma-1.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/09/nscib-cc-0368256_1m1-ma-1.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-cc-0368256-st-1.1-60c774c9ac5f4.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/06/nscib-cc-0368256-st-1.1-60c774c9ac5f4.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Name

Applicant

Remote QSCD

Yes

TrustCB B.V.

elDAS-2300159-01

https://trustcb.com/download/?wpdmd|=4281 (en)

2024-06-28

2029-06-28

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

NSCIB-CC-2300157-01-CR
TrustCB B.V.

https://trustcb.com/download/?wpdmdI=4279 (en)

https://trustcb.com/download/?wpdmdI=4280 (en)

2024-06-28

Yes

TrustCB B.V.

elDAS-2300159-01

https://trustcb.com/download/?wpdmdI=4281 (en)

2024-06-28

2029-06-28

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

NSCIB-CC-2300157-01-CR
TrustCB B.V.

https://trustcb.com/download/?wpdmd|i=4279 (en)

https://trustcb.com/download/?wpdmdI=4280 (en)

2024-06-28

NXP eDoc Suite v3.5 on JCOP4 P71 - cryptovision ePasslet Suite - Java Card applet
configuration providing Secure Signature Creation Device with Key generation (SSCD)

NXP Semiconductors Germany GmbH

No
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https://trustcb.com/download/?wpdmdl=4281
https://trustcb.com/download/?wpdmdl=4279
https://trustcb.com/download/?wpdmdl=4280
https://trustcb.com/download/?wpdmdl=4281
https://trustcb.com/download/?wpdmdl=4279
https://trustcb.com/download/?wpdmdl=4280

Qualified Signature Creation

Device (QSigCD) VEE
Issuer TOV Rheinland Nederland B.V.
Reference CC-20-0229286-eIDAS (NSCIB-CC-0229286-CR)

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/12/certificate-
eidas-20-0229286.pdf (en)

URL https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/12/nscib-cc-0229286-cr-
sscdeidas.pdf (en)
https://www.tuv-nederland.nl/common-criteria/certificates.html (en)

Effective starting date 2020-12-18
Expiration date 2025-12-18

Art.30.3.(b) notified alternative
certification method

Reference: CC-20-0229286
Issuer: TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/12/nscib-cc-20-0229286-
certificate.pdf (en)

. URL ro report: https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/12/nscib-cc-0229286-cr-
CC certification report(s) sscd_no_eidas.pdf (en)
https://www.tuv-nederland.nl/common-criteria/certificates.html (en)

URL to security https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/12/nscib-cc-0229286sscdkeygen-
target: stv1.2.pdf (en)
Issuance date 2020-12-18

Qualified Seal Creation Device No

(QSealCD)

Note(s)

NXP eDoc Suite v3.5 on JCOP4 P71 - cryptovision ePasslet Suite - Java Card applet

Name configuration providing Secure Signature Creation Device with Key generation (SSCD)
(recertified 2024)

Applicant NXP Semiconductors Germany GmbH (Certificate Holder), cv cryptovision GmbH (Developer)

Remote QSCD No
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/12/certificate-eidas-20-0229286.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/12/certificate-eidas-20-0229286.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/12/nscib-cc-0229286-cr-sscdeidas.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/12/nscib-cc-0229286-cr-sscdeidas.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/12/nscib-cc-20-0229286-certificate.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/12/nscib-cc-20-0229286-certificate.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/12/nscib-cc-0229286-cr-sscd_no_eidas.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/12/nscib-cc-0229286-cr-sscd_no_eidas.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/12/nscib-cc-0229286sscdkeygen-stv1.2.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/12/nscib-cc-0229286sscdkeygen-stv1.2.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Name

Applicant

Remote QSCD

Yes

TrustCB B.V.

elDAS-2300158-01

https://trustcb.com/download/?wpdmd|=4277 (en)

2024-06-28

2029-06-28

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

NSCIB-CC-2300156-01-CR
TrustCB B.V.

https://trustcb.com/download/?wpdmdI=4275 (en)

https://trustcb.com/download/?wpdmd|i=4276 (en)

2024-06-28

Yes

TrustCB B.V.

elDAS-2300158-01

https://trustcb.com/download/?wpdmdI=4277 (en)

2024-06-28

2029-06-28

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

NSCIB-CC-2300156-01-CR
TrustCB B.V.

https://trustcb.com/download/?wpdmdI=4275 (en)

https://trustcb.com/download/?wpdmdI=4276 (en)

2024-06-28

NXP eDoc Suite v3.5 on JCOP4 P71 - cryptovision ePasslet Suite - Java Card applet
configuration providing Secure Signature Creation Device with Key import (SSCD)

NXP Semiconductors Germany GmbH

No
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https://trustcb.com/download/?wpdmdl=4277
https://trustcb.com/download/?wpdmdl=4275
https://trustcb.com/download/?wpdmdl=4276
https://trustcb.com/download/?wpdmdl=4277
https://trustcb.com/download/?wpdmdl=4275
https://trustcb.com/download/?wpdmdl=4276

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Note(s)

Name

Applicant

Remote QSCD

Yes

TOV Rheinland Nederland B.V.

CC-20-0229287-eIDAS (NSCIB-CC-0229287-CR)

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/01/certificate-
eidas-20-0229287.pdf (en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/01/nscib-cc-0229287-cr-sscd-
impeidas_2.pdf (en)

https://www.tuv-nederland.nl/common-criteria/certificates.html (en)

2020-12-18

2025-12-18

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

CC-20-0229287
TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/01/nscib-cc-0229287-certificate.pdf
(en)

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/01/nscib-cc-0229287-cr-sscd-
imp_no_eidas_2.pdf (en)

https://www.tuv-nederland.nl/common-criteria/certificates.html (en)

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/12/nscib-cc-0229287sscdkeyimp-
stv1.2.pdf-5feb1fla43414.pdf (en)

2020-12-18

NXP eDoc Suite v4.0 on JCOP4.5 71 - cryptovision ePasslet Suite - Java Card applet
configuration providing Secure Signature Creation Device with key import (SSCD)

NXP Semiconductors Germany GmbH

No
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/01/certificate-eidas-20-0229287.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/01/certificate-eidas-20-0229287.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/01/nscib-cc-0229287-cr-sscd-impeidas_2.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/01/nscib-cc-0229287-cr-sscd-impeidas_2.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/01/nscib-cc-0229287-certificate.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/01/nscib-cc-0229287-cr-sscd-imp_no_eidas_2.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/01/nscib-cc-0229287-cr-sscd-imp_no_eidas_2.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/12/nscib-cc-0229287sscdkeyimp-stv1.2.pdf-5feb1f1a43414.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/12/nscib-cc-0229287sscdkeyimp-stv1.2.pdf-5feb1f1a43414.pdf

Qualified Signature Creation

Device (QSigCD) VEE

Issuer TrustCB B.V.

Reference elDAS-2200056-01

URL https://trustcb.com/download/?wpdmd|=4037 (en)

Effective starting date 2024-04-18

Expiration date 2028-08-09

Art.30.3.(b) notified alternative

certification method
Reference: NSCIB-CC-2200054-01-CR version 2
Issuer: TrustCB B.V.
URL ro report: https://trustch.com/download/?wpdmd|=4038 (en)

CC certification report(s)

URL to security https://trustcb.com/download/?wpdmdI=3272 (en)

target:
Issuance date 2024-04-18
Qualified Seal Creation Device Yes
(QSealCD)
Issuer TrustCB B.V.
Reference elDAS-2200056-01
URL https://trustcb.com/download/?wpdmdI=4037 (en)
Effective starting date 2024-04-18
Expiration date 2028-08-09
Art.30.3.(b) notified alternative
certification method
Reference: NSCIB-CC-2200054-01-CR version 2
Issuer: TrustCB B.V.
URL ro report: https://trustch.com/download/?wpdmdI=4038 (en)

CC certification report(s)

URL to security

. ? =
target: https://trustcb.com/download/?wpdmdI=3272 (en)

Issuance date 2024-04-18

Note(s)

Name NXP eDoc Suite v4.0 on JCOP4.5 P71 - cryptovision ePasslet Suite - Java Card applet
configuration providing Secure Signature Creation Device with Key generation (SSCD)

Applicant NXP Semiconductors Germany GmbH

Remote QSCD No
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https://trustcb.com/download/?wpdmdl=4037
https://trustcb.com/download/?wpdmdl=4038
https://trustcb.com/download/?wpdmdl=3272
https://trustcb.com/download/?wpdmdl=4037
https://trustcb.com/download/?wpdmdl=4038
https://trustcb.com/download/?wpdmdl=3272

Qualified Signature Creation

Device (QSigCD) VEE

Issuer TrustCB B.V.

Reference elDAS-2200055-01

URL https://trustcb.com/download/?wpdmd|=4035 (en)

Effective starting date 2024-04-18

Expiration date 2028-08-09

Art.30.3.(b) notified alternative

certification method
Reference: NSCIB-CC-2200053-01-CR version 2
Issuer: TrustCB B.V.
URL ro report: https://trustch.com/download/?wpdmdi=4036 (en)

CC certification report(s)

URL to security https://trustcb.com/download/?wpdmd|i=3277 (en)

target:
Issuance date 2024-04-18
Qualified Seal Creation Device Yes
(QSealCD)
Issuer TrustCB B.V.
Reference elDAS-2200055-01
URL https://trustcb.com/download/?wpdmdI=4035 (en)
Effective starting date 2024-04-18
Expiration date 2028-08-09
Art.30.3.(b) notified alternative
certification method
Reference: NSCIB-CC-2200053-01-CR version 2
Issuer: TrustCB B.V.
URL ro report: https://trustch.com/download/?wpdmdI=4036 (en)

CC certification report(s)

URL to security https://trustcb.com/download/?wpdmdI=3277 (en)

target:

Issuance date 2024-04-18
Note(s)
Name PWPW SmartApp-ID 5.0 (SIGN configuration)
Applicant Polska Wytwérnia Papieréw Wartosciowych S.A.
Remote QSCD No
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https://trustcb.com/download/?wpdmdl=4035
https://trustcb.com/download/?wpdmdl=4036
https://trustcb.com/download/?wpdmdl=3277
https://trustcb.com/download/?wpdmdl=4035
https://trustcb.com/download/?wpdmdl=4036
https://trustcb.com/download/?wpdmdl=3277

Qualified Signature Creation

Device (QSigCD) VEE
Issuer TrustCB B.V.
Reference elDAS-2300175-01
URL https://trustcb.com/download/?wpdmd|=5123 (en)
Effective starting date 2025-04-25
Expiration date 2030-04-25
Art.30.3.(b) notified alternative
certification method
Reference: NSCIB-CC- 2300120-01-CR
Issuer: TrustCB B.V

URL ro report: https://trustcb.com/download/?wpdmdI=5127 (en)
CC certification report(s) https://trustcb.com/download/?wpdmdI=5128 (en)

URL to security https://trustcb.com/download/?wpdmdI=5129 (en)

target:
Issuance date 2025-04-25
Qualified Seal Creation Device No
(QSealCD)
Note(s)
Name SafeSign IC PKI applet on JCOP 3 P60 elDAS QSCD v3.0.1.11
Applicant A.E.T. Europe B.V.
Remote QSCD No
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https://trustcb.com/download/?wpdmdl=5123
https://trustcb.com/download/?wpdmdl=5127
https://trustcb.com/download/?wpdmdl=5128
https://trustcb.com/download/?wpdmdl=5129

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

TOV Rheinland Nederland B.V.
CC-21-224791-elDAS

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/02/eidas-certificate-21-224791-
vs3.pdf (en)

2019-07-24
2026-03-18

https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-
conformity-assessment-process---v5.0.pdf (en)

Reference: NSCIB-CC-21-224791-CR2

Issuer: TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/02/nscib-cc-224791-cr2_v2.pdf (en)

URL ro report: https://www.tuv-nederland.nl/common-criteria/certificates.html (en)

URL to security https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/11/nscib-cc-224791_2-stv1.4.pdf
target: (en)
Issuance date 2022-02-06

Yes

TUV Rheinland Nederland B.V.
CC-21-224791-elDAS

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/02/eidas-certificate-21-224791-
vs3.pdf (en)

2019-07-24
2026-03-18

https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-
conformity-assessment-process---v5.0.pdf (en)

Reference: NSCIB-CC-21-224791-CR2

Issuer: TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/02/nscib-cc-224791-cr2_v2.pdf (en)

URL ro report: https://www.tuv-nederland.nl/common-criteria/certificates.html (en)

URL to security https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/11/nscib-cc-224791_2-stv1.4.pdf
target: (en)

Issuance date 2022-02-06
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/02/eidas-certificate-21-224791-vs3.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/02/eidas-certificate-21-224791-vs3.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/02/nscib-cc-224791-cr2_v2.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/11/nscib-cc-224791_2-stv1.4.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/02/eidas-certificate-21-224791-vs3.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/02/eidas-certificate-21-224791-vs3.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/02/nscib-cc-224791-cr2_v2.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/11/nscib-cc-224791_2-stv1.4.pdf

Name SafeSign IC PKI applet on JCOP 4 P71 eIDAS QSCD 3.0.1.12, 3.0.1.13 and 3.0.1.14
Applicant A.E.T. Europe B.V.
Remote QSCD No
Qua_lified S!gnature Creation Yes
Device (QSigCD)
Issuer TrustCB B.V.
Reference elDAS-2400005-01
URL https://trustcb.com/download/?wpdmdI=4516 (en)
Effective starting date 2024-09-30
Expiration date 2029-09-30
Art.30.3.(b) notified alternative
certification method
Reference: NSCIB-CC-2400004-01-CR
Issuer: TrustCB B.V.
URL ro report: https://trustcb.com/download/?wpdmdi=4514 (en)

CC certification report(s)

URL to security https://trustch.com/download/?wpdmdI=4515 (en)

target:
Issuance date 2024-09-30
Qualified Seal Creation Device Yes
(QSealCD)
Issuer TrustCB B.V.
Reference elDAS-2400005-01
URL https://trustch.com/download/?wpdmdI=4516 (en)
Effective starting date 2024-09-30
Expiration date 2029-09-30
Art.30.3.(b) notified alternative
certification method
Reference: NSCIB-CC-2400004-01-CR
Issuer: TrustCB B.V.
URL ro report: https://trustch.com/download/?wpdmd|=4514 (en)

CC certification report(s)

URL to security

. ? =
target: https://trustcb.com/download/?wpdmdI=4515 (en)

Issuance date 2024-09-30

Note(s)

2026-02-17 | Page 313 of 344


https://trustcb.com/download/?wpdmdl=4516
https://trustcb.com/download/?wpdmdl=4514
https://trustcb.com/download/?wpdmdl=4515
https://trustcb.com/download/?wpdmdl=4516
https://trustcb.com/download/?wpdmdl=4514
https://trustcb.com/download/?wpdmdl=4515

Name SafeSign IC PKI applet on JCOP 4 P71 elDAS QSCD v3.0.1.12
Applicant A.E.T. Europe B.V.
Remote QSCD No
Qua_lified S!gnature Creation Yes
Device (QSigCD)
Issuer TOV Rheinland Nederland B.V.
Reference CC-21-0274076
URL https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/02/eidas-certificate-21-0274076-
vs2.pdf (en)
Effective starting date 2021-04-20
Expiration date 2026-04-20
Art.30.3.(b) notified alternative  https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-
certification method conformity-assessment-process---v5.0.pdf (en)
Reference: NSCIB-CC-21-0274076-CR
Issuer: TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/02/nscib-cc-0274076-cr-v2.pdf (en)
URL ro report: https://www.tuv-nederland.nl/common-criteria/certificates.html (en)
CC certification report(s) https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/nscib-cc-0274076-ma-1.pdf (en)

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/11/nscib-cc-0274076-st.pdf (en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/nscib-cc-0274076-st-v1.9.pdf
(en)

URL to security
target:

Issuance date 2022-02-06

2026-02-17 | Page 314 of 344


https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/02/eidas-certificate-21-0274076-vs2.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/02/eidas-certificate-21-0274076-vs2.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/02/nscib-cc-0274076-cr-v2.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/nscib-cc-0274076-ma-1.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/11/nscib-cc-0274076-st.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/nscib-cc-0274076-st-v1.9.pdf

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

TOV Rheinland Nederland B.V.
CC-21-0274076

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/02/eidas-certificate-21-0274076-
vs2.pdf (en)

2021-04-20
2026-04-20

https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-
conformity-assessment-process---v5.0.pdf (en)

Reference: NSCIB-CC-21-0274076-CR
Issuer: TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/02/nscib-cc-0274076-cr-v2.pdf (en)
URL ro report: https://www.tuv-nederland.nl/common-criteria/certificates.html (en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/nscib-cc-0274076-ma-1.pdf (en)

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/11/nscib-cc-0274076-st.pdf (en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/nscib-cc-0274076-st-v1.9.pdf
(en)

URL to security
target:

Issuance date 2022-02-06

Name

Applicant

Remote QSCD

SECORA™ ID X Applet Collection with ePasslet Suite v3.5 by cryptovision GmbH, version
1.0 - Java Card applet configuration providing Secure Signature Creation Device with Key
generation (SSCD)

Infineon Technologies AG

No
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/02/eidas-certificate-21-0274076-vs2.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/02/eidas-certificate-21-0274076-vs2.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/02/nscib-cc-0274076-cr-v2.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/nscib-cc-0274076-ma-1.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/11/nscib-cc-0274076-st.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/05/nscib-cc-0274076-st-v1.9.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Note(s)

Name

Applicant

Remote QSCD

Yes

TOV Rheinland Nederland B.V.

CC-21-0189590-elDAS

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/10/eidas-certificate-
infineon-21-0189590.pdf (en)

2021-07-13

2026-07-13

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

NSCIB-CC-21-0189590-CR
TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/07/nscib-certificate-21-0189590.pdf
(en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/07/nscib-cc-0189590-crsscd.pdf
(en)

https://www.tuv-nederland.nl/common-criteria/certificates.html (en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/04/nscib-cc-0189590-ma-1.0.pdf
(en)

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/07/st-lite-
sscdvl.6st_lite_eps3_pp0059_v16_infineon.pdf (en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/04/nscib-cc-0189590_1m1-
stlv1.8.pdf (en)

2021-06-21

SECORA™ ID X Applet Collection with ePasslet Suite v3.5 by cryptovision GmbH, version 1.0
- Java Card applet configuration providing Secure Signature Creation Device with key import

(SSCD)

Infineon Technologies AG

No
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/10/eidas-certificate-infineon-21-0189590.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/10/eidas-certificate-infineon-21-0189590.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/07/nscib-certificate-21-0189590.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/07/nscib-cc-0189590-crsscd.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/04/nscib-cc-0189590-ma-1.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/07/st-lite-sscdv1.6st_lite_eps3_pp0059_v16_infineon.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/07/st-lite-sscdv1.6st_lite_eps3_pp0059_v16_infineon.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/04/nscib-cc-0189590_1m1-stlv1.8.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/04/nscib-cc-0189590_1m1-stlv1.8.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Note(s)

Name

Applicant

Remote QSCD

Yes

TOV Rheinland Nederland B.V.

CC-21-0189594-elDAS

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/10/eidas-certificate-
infineon-21-0189594.pdf (en)

2021-07-13

2026-07-13

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

NSCIB-CC-21-0189594-CR
TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/07/nscib-certificate-21-0189594.pdf
(en)

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/07/nscib-cc-0189594-crsscd-
imp.pdf (en)

https://www.tuv-nederland.nl/common-criteria/certificates.html (en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/04/nscib-cc-0189594-ma-1.0.pdf
(en)

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/07/st-lite-
sscd_impv1.6st_lite_eps3_pp0075_v16_infineon.pdf (en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/04/nscib-cc-0189594_1m1-
stlv1.8.pdf (en)

2021-06-21

SECORA™ ID X v2 Applet Collection with ePasslet Suite v4.0 by cryptovision GmbH, version
1.0 - Java Card applet configuration providing Secure Signature Creation Device with Key

generation (SSCD)

Infineon Technologies AG (Certificate Holder), cv cryptovision GmbH (Developer)

No
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/10/eidas-certificate-infineon-21-0189594.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/10/eidas-certificate-infineon-21-0189594.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/07/nscib-certificate-21-0189594.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/07/nscib-cc-0189594-crsscd-imp.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/07/nscib-cc-0189594-crsscd-imp.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/04/nscib-cc-0189594-ma-1.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/07/st-lite-sscd_impv1.6st_lite_eps3_pp0075_v16_infineon.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/07/st-lite-sscd_impv1.6st_lite_eps3_pp0075_v16_infineon.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/04/nscib-cc-0189594_1m1-stlv1.8.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/04/nscib-cc-0189594_1m1-stlv1.8.pdf

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Name

Applicant

Remote QSCD

Yes

TrustCB B.V.

elDAS-2400170-01

https://trustcb.com/download/?wpdmd|=5198 (en)

2025-05-19

2030-05-19

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

Yes

TrustCB B.V.

NSCIB-CC-2400169-01-CR
TrustCB B.V.

https://trustcb.com/download/?wpdmdI=5196 (en)

https://trustcb.com/download/?wpdmdI=5197 (en)

2025-05-19

elDAS-2400170-01

https://trustch.com/download/?wpdmdI=5198 (en)

2025-05-19

2030-05-19

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

NSCIB-CC-2400169-01-CR
TrustCB B.V.

https://trustcb.com/download/?wpdmdI=5196 (en)

https://trustcb.com/download/?wpdmdI=5197 (en)

2025-05-19

SECORA™ ID X v2 Applet Collection with ePasslet Suite v4.0 by cryptovision GmbH, version
1.0 - Java Card applet configuration providing Secure Signature Creation Device with Key

import (SSCD)

Infineon Technologies AG (Certificate Holder), cv cryptovision GmbH (Developer)

No
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https://trustcb.com/download/?wpdmdl=5198
https://trustcb.com/download/?wpdmdl=5196
https://trustcb.com/download/?wpdmdl=5197
https://trustcb.com/download/?wpdmdl=5198
https://trustcb.com/download/?wpdmdl=5196
https://trustcb.com/download/?wpdmdl=5197

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Name

Applicant

Remote QSCD

Yes

TrustCB B.V.

elDAS-2400172-01

https://trustcb.com/download/?wpdmd|=5203 (en)

2025-05-19

2030-05-19

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

NSCIB-CC-2400171-01-CR
TrustCB B.V.

https://trustcb.com/download/?wpdmdI=5201 (en)

https://trustcb.com/download/?wpdmdI=5202 (en)

2025-05-19

Yes

TrustCB B.V.

elDAS-2400172-01

https://trustcb.com/download/?wpdmdI=5203 (en)

2025-05-19

2030-05-19

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

NSCIB-CC-2400171-01-CR
TrustCB B.V.

https://trustcb.com/download/?wpdmdI=5201 (en)

https://trustcb.com/download/?wpdmdI=5202 (en)

2025-05-19

Secure Signature Creation Device with Key generation (SSCD) configuration of SECORA™ ID
v2.01 Infineon Applet Collection -eSign V1

Infineon Technologies AG

No
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Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Note(s)

Yes

TrustCB B.V.

elDAS-2400177-01

https://trustcb.com/download/?wpdmd|=5333 (en)

2025-07-21

2030-07-21

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

NSCIB-CC-2400176-01-CR
TrustCB B.V.

https://trustcb.com/download/?wpdmdI=5336 (en)

https://trustcb.com/download/?wpdmdI=5337 (en)

2025-07-21

Name

Applicant

Remote QSCD

Secure Signature Creation Device with Key import (SSCD) configuration of SECORA™ ID
v2.01 Infineon Applet Collection -eSign V1

Infineon Technologies AG

No
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Qualified Signature Creation

Device (QSigCD) VEE
Issuer TrustCB B.V.
Reference elDAS-2400179-01
URL https://trustcb.com/download/?wpdmd|=5334 (en)
Effective starting date 2025-07-21
Expiration date 2030-07-21
Art.30.3.(b) notified alternative
certification method
Reference: NSCIB-CC-2400178-01-CR
Issuer: TrustCB B.V.
URL ro report: https://trustch.com/download/?wpdmdi=5339 (en)

CC certification report(s)

URL to security

https://trustcb.com/download/?wpdmdl=5340 (en)

target:
Issuance date 2025-07-21
Qualified Seal Creation Device No
(QSealCD)
Note(s)
Name SOMA-c016 Machine Readable Electronic Document elDAS QSCD Application, version 4
Applicant HID Global S.p.A.
Remote QSCD No
Qua!iﬁed S!gnature Creation Yes
Device (QSigCD)
Issuer TrustCB B.V.
Reference elDAS-2200061-01
URL https://trustch.com/download/?wpdmdI=4032 (en)
Effective starting date 2024-04-18
Expiration date 2028-11-10
Art.30.3.(b) notified alternative
certification method
Reference: NSCIB-CC-2200047-01-CR version 2
Issuer: TrustCB B.V.
URL ro report: https://trustch.com/download/?wpdmdI=4033 (en)

CC certification report(s)

URL to security

target: https://trustcb.com/download/?wpdmdI=3600 (en)

Issuance date 2024-04-18
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Qualified Seal Creation Device

(QSealCD) ves

Issuer TrustCB B.V.

Reference elDAS-2200061-01

URL https://trustcb.com/download/?wpdmd|=4032 (en)

Effective starting date 2024-04-18

Expiration date 2028-11-10

Art.30.3.(b) notified alternative

certification method
Reference: NSCIB-CC-2200047-01-CR version 2
Issuer: TrustCB B.V.
URL ro report: https://trustch.com/download/?wpdmd|=4033 (en)

CC certification report(s)

URL to security

target: https://trustcb.com/download/?wpdmdI=3600 (en)

Issuance date 2024-04-18

Note(s)

Name Thales Luna K7 Cryptographic Module (firmware version: 7.7.0)
Applicant Thales

Remote QSCD No
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Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

TOV Rheinland Nederland B.V.

CC-20-195307-eIDAS; CC-22-195307-elDAS

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/eidas-certificate-luna-
k7-20-195307-2.pdf (en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/eidas-
certificate-22-195307.pdf (en)

2020-10-06

2027-07-20

https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-
conformity-assessment-process---v5.0.pdf (en)

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

NSCIB-CC-20-195307-CR; NSCIB-CC-195307-CR2
TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/10/cc-20-195307-certificate.pdf
(en)

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/10/nscib-cc-20-195307-cr.pdf (en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/nscib-certificate-22-195307.pdf
(en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/nscib-cc-195307-cr2-1.0.pdf (en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/nscib-cc-195307-2mal-1.pdf
(en)

https://www.tuv-nederland.nl/common-criteria/certificates.html (en)

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/10/st-002-010985-001_luna-pcie-
hsm7_cc_securitytarget_revj.pdf (en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/nscib-cc-195307-2mal-
st_revn.pdf (en)

2020-10-06
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/eidas-certificate-luna-k7-20-195307-2.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/eidas-certificate-luna-k7-20-195307-2.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/eidas-certificate-22-195307.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/eidas-certificate-22-195307.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/10/cc-20-195307-certificate.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/10/nscib-cc-20-195307-cr.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/nscib-certificate-22-195307.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/nscib-cc-195307-cr2-1.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/nscib-cc-195307-2ma1-1.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/10/st-002-010985-001_luna-pcie-hsm7_cc_securitytarget_revj.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/10/st-002-010985-001_luna-pcie-hsm7_cc_securitytarget_revj.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/nscib-cc-195307-2ma1-st_revn.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/nscib-cc-195307-2ma1-st_revn.pdf

Qualified Seal Creation Device

(QSealCD) L

Issuer TUV Rheinland Nederland B.V.

Reference CC-20-195307-eIDAS; CC-22-195307-eIDAS
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/eidas-certificate-luna-

URL k7-20-195307-2.pdf (en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/eidas-
certificate-22-195307.pdf (en)

Effective starting date 2020-10-06

Expiration date 2027-07-20

Art.30.3.(b) notified alternative  https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-

certification method conformity-assessment-process---v5.0.pdf (en)
Reference: NSCIB-CC-20-195307-CR; NSCIB-CC-195307-CR2
Issuer: TOV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/10/cc-20-195307-certificate.pdf
(en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/10/nscib-cc-20-195307-cr.pdf (en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/nscib-certificate-22-195307.pdf
URL ro report: (en)
L https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/nscib-cc-195307-cr2-1.0.pdf (en)

CC certification report(s) https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/nscib-cc-195307-2mal-1.pdf
(en)
https://www.tuv-nederland.nl/common-criteria/certificates.html (en)

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/10/st-002-010985-001_|una-pcie-
URL to security hsm7_cc_securitytarget_revj.pdf (en)
target: https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/nscib-cc-195307-2mal-
st_revn.pdf (en)

Issuance date 2020-10-06

The second issue of the Certification Report is a result of a recertification with major
changes. The major changes are the addition of two hardware variants bringing the total
number of hardware variants to seven. The security evaluation reused the evaluation results

Note(s) of previously performed evaluations. A full, up-to-date vulnerability analysis has been made.
In 2023 a minor change to the product was made. A new protection profile and report were
added.

Name Thales Luna K7 Cryptographic Module (firmware versions: 7.7.0, 7.7.1, 7.7.2, or 7.8.5)

Applicant Thales DIS CPL Canada Inc.

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014

Remote QSCD
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2021/02/eidas-certificate-luna-k7-20-195307-2.pdf
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/eidas-certificate-22-195307.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/eidas-certificate-22-195307.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/10/cc-20-195307-certificate.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/10/nscib-cc-20-195307-cr.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/nscib-certificate-22-195307.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/nscib-cc-195307-cr2-1.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/nscib-cc-195307-2ma1-1.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/10/st-002-010985-001_luna-pcie-hsm7_cc_securitytarget_revj.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2020/10/st-002-010985-001_luna-pcie-hsm7_cc_securitytarget_revj.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/nscib-cc-195307-2ma1-st_revn.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/nscib-cc-195307-2ma1-st_revn.pdf

Qualified Signature Creation

Device (QSigCD)
Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative

Yes

TrustCB

eIDAS-2400055-01
https://trustcb.com/download/?wpdmd|=5537 (en)
2025-09-05

2030-09-05

https://trustcb.com/download/?wpdmdI=4074 (en)

certification method

Reference: NSCIB-CC-2400054-01-CR

Issuer: TrustCB

URL ro report: https://trustcb.com/download/?wpdmdI=5535 (en)

CC certification report(s)

URL to security

target: https://trustcb.com/download/?wpdmdI=5536 (en)

Issuance date 2025-09-05

Qualified Seal Creation Device

(QSealCD) ves
Issuer TrustCB
Reference elDAS-2400055-01
URL https://trustch.com/download/?wpdmdI=5537 (en)
Effective starting date 2025-09-05
Expiration date 2030-09-05

Art.30.3.(b) notified alternative

certification method https://trustcb.com/download/?wpdmdI=4074 (en)

Reference: NSCIB-CC-2400054-01-CR

Issuer: TrustCB

URL ro report: https://trustcb.com/download/?wpdmdI=5535 (en)

CC certification report(s)

URL to security

target: https://trustcb.com/download/?wpdmdI=5536 (en)

Issuance date 2025-09-05

Firmware version: 7.7.0, 7.7.1, 7.7.2, or 7.8.5; Bootloader version: 1.1.1, 1.1.2, 1.1.4,
or 1.1.5; Hardware versions: 808-000048-002, 808-000048-003, 808-000073-001,
808-000073-002, 808-000066-001, 808-000069-001, 808-000070-001

Note(s)

Name Thales Luna K7 Cryptographic Module (firmware versions: 7.7.1 or 7.7.2)
Applicant Thales DIS CPL Canada Inc.
Remote QSCD No
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Qualified Signature Creation
Device (QSigCD)

Issuer

Reference
URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Yes

TUV Rheinland Nederland B.V.

CC-22-195307-elDAS

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/eidas-
certificate-22-195307.pdf (en)

2022-07-22

2027-07-20

https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-
conformity-assessment-process---v5.0.pdf (en)

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

CC-22-195307
TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/nscib-certificate-22-195307.pdf
(en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/nscib-cc-195307-cr2-1.0.pdf (en)
https://www.tuv-nederland.nl/common-criteria/certificates.html (en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/nscib-cc-195307-2mal-1.pdf
(en)

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/nscib-cc-195307-st_revm.pdf
(en)

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/nscib-cc-195307-2mal-
st_revn.pdf (en)

2022-07-20
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/eidas-certificate-22-195307.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/eidas-certificate-22-195307.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/nscib-certificate-22-195307.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/nscib-cc-195307-cr2-1.0.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/nscib-cc-195307-2ma1-1.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/nscib-cc-195307-st_revm.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/nscib-cc-195307-2ma1-st_revn.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/nscib-cc-195307-2ma1-st_revn.pdf

Qualified Seal Creation Device

(QSealCD) ves

Issuer TUV Rheinland Nederland B.V.

Reference CC-22-195307-elDAS

URL http§5//www.tuv-nederland.nI/assets/ﬁIes/cerﬁticaten/Z022/07/eidas-
certificate-22-195307.pdf (en)

Effective starting date 2022-07-22

Expiration date 2027-07-20

Art.30.3.(b) notified alternative  https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-

certification method conformity-assessment-process---v5.0.pdf (en)
Reference: CC-22-195307
Issuer: TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/nscib-certificate-22-195307.pdf
(en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/nscib-cc-195307-cr2-1.0.pdf (en)
https://www.tuv-nederland.nl/common-criteria/certificates.html (en)

CC certification report(s) ?et:;s://www.tuv—nederland.nllassets/ﬁIes/cerﬁticaten/2023/04/nscib—cc—195307—2mal—l.pdf

URL ro report:

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/nscib-cc-195307-st_revm.pdf
URL to security (en)
target: https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/nscib-cc-195307-2mal-
st_revn.pdf (en)

Issuance date 2022-07-20

Minor change in 2023-04. No new certificate was issued, only a maintenance report based
on a new protection profile.

Note(s)

Name TRISS Trust Remote InfoCert Signing Server version 1.0.2
Applicant InfoCert S.p.A.
Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014

Remote QSCD
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/eidas-certificate-22-195307.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/nscib-certificate-22-195307.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/nscib-cc-195307-cr2-1.0.pdf
https://www.tuv-nederland.nl/common-criteria/certificates.html
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/nscib-cc-195307-2ma1-1.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/07/nscib-cc-195307-st_revm.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/nscib-cc-195307-2ma1-st_revn.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/nscib-cc-195307-2ma1-st_revn.pdf

Qualified Signature Creation

Device (QSigCD)
Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Yes

TOV Rheinland Nederland B.V.
CC-22-0490158-elDAS

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/certificate-eidas-0490158-
infocert.pdf (en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/nscib-cc-0490158-cr-v2.pdf
(en)

2023-03-02
2027-06-30

https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-
conformity-assessment-process---v5.0.pdf (en)

Reference: CC-22-0490158

Issuer: TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/08/nscib-

URL ro report: certificate-22-0490158-2.pdf (en)

URL to security https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/08/st-security-target-triss-v2.2.pdf
target: (en)
Issuance date 2022-06-30

Yes

TUV Rheinland Nederland B.V.
CC-22-0490158-elDAS

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/certificate-eidas-0490158-
infocert.pdf (en)
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/nscib-cc-0490158-cr-v2.pdf
(en)

2023-03-02
2027-06-30

https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-
conformity-assessment-process---v5.0.pdf (en)

Reference: CC-22-0490158

Issuer: TUV Rheinland Nederland B.V.

https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/08/nscib-

URL ro report: certificate-22-0490158-2.pdf (en)

URL to security https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/08/st-security-target-triss-v2.2.pdf
target: (en)

Issuance date 2022-06-30
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https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/certificate-eidas-0490158-infocert.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/nscib-cc-0490158-cr-v2.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/08/nscib-certificate-22-0490158-2.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/08/nscib-certificate-22-0490158-2.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/08/st-security-target-triss-v2.2.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/certificate-eidas-0490158-infocert.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/certificate-eidas-0490158-infocert.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2023/04/nscib-cc-0490158-cr-v2.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/general-files/2019/12/190724-trn-eidas-dutch-conformity-assessment-process---v5.0.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/08/nscib-certificate-22-0490158-2.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/08/nscib-certificate-22-0490158-2.pdf
https://www.tuv-nederland.nl/assets/files/cerfiticaten/2022/08/st-security-target-triss-v2.2.pdf

Name

Applicant
Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Veridos Suite v4.0 - cryptovision ePasslet Suite - Java Card applet configuration providing
Secure Signature Creation Device with Key generation (SSCD)

Veridos GmbH, Identity Solutions by Giesecke+Devrient and Bundesdruckerei

No

Yes

TrustCB B.V.

elDAS-2300107-01

https://trustcb.com/download/?wpdmdI=4046 (en)

2024-04-18

2029-01-12

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

NSCIB-CC-2300088-01-CR version 3
TrustCB B.V.

https://trustcb.com/download/?wpdmdI=4047 (en)

https://trustch.com/download/?wpdmdI=3754 (en)

2024-04-18

Yes

TrustCB B.V.

elDAS-2300107-01

https://trustch.com/download/?wpdmdI=4046 (en)

2024-04-18

2029-01-12

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

NSCIB-CC-2300088-01-CR version 3
TrustCB B.V.

https://trustch.com/download/?wpdmdI=4047 (en)

https://trustcb.com/download/?wpdmdi=3754 (en)

2024-04-18
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https://trustcb.com/download/?wpdmdl=4046
https://trustcb.com/download/?wpdmdl=4047
https://trustcb.com/download/?wpdmdl=3754

Name

Applicant
Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Note(s)

Veridos Suite v4.0 - cryptovision ePasslet Suite - Java Card applet configuration providing
Secure Signature Creation Device with Key import (SSCD)

Veridos GmbH, Identity Solutions by Giesecke+Devrient and Bundesdruckerei

No

Yes

TrustCB B.V.

elDAS-2300108-01

https://trustcb.com/download/?wpdmdI=4071 (en)

2024-04-18

2029-01-12

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

NSCIB-CC-2300089-01-CR version 3
TrustCB B.V.

https://trustcb.com/download/?wpdmdI=4072 (en)

https://trustch.com/download/?wpdmdI=3757 (en)

2024-04-18

Yes

TrustCB B.V.

elDAS-2300108-01

https://trustch.com/download/?wpdmdI=4071 (en)

2024-04-18

2029-01-12

Reference:
Issuer:
URL ro report:

URL to security
target:

Issuance date

NSCIB-CC-2300089-01-CR version 3
TrustCB B.V.

https://trustch.com/download/?wpdmdI=4072 (en)

https://trustcb.com/download/?wpdmdI=3757 (en)

2024-04-18
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Poland

List of SSCDs

None.

List of QSCDs

None.

Slovakia

List of SSCDs

Gemalto IDPrime MD, version MD 3840

Name

Applicant

Designation report
Issuer

Reference
URL

Expiration date
CC certification report(s)

Note(s)

Gemalto IDPrime MD, version MD 3840
Disig, a.s. (SK)

Yes

National Security Authority (NSA)
Gemalto IDPrime MD verzia MD 3840

http://www.nbu.gov.sk/doveryhodne-sluzby/certifikacia-produktov/certifikovane-produkty/
zariadenia-pre-podpis-a-pecat-qscd/index.html (sk)

2019-10-20

Siemens CardOS - Smartcard 32KB/64KB, version CardOS V4.3B - DSDA (Chip: SLE66CX322P/SLE66CX642P,
Infineon Technologies; 0S: CardOS 4.3B Siemens IT Solutions and Services)

Name

Applicant
Designation report
Issuer

Reference

URL

Expiration date
CC certification report(s)

Note(s)

Siemens CardOS - Smartcard 32KB/64KB, version CardOS V4.3B - DSDA (Chip:
SLE66CX322P/SLE66CX642P, Infineon Technologies; OS: CardOS 4.3B Siemens IT Solutions
and Services)

Disig, a.s. (SK)

Yes

National Security Authority (NSA)

Siemens CardOS Smartcard 32KB/64KB verzia CardOS V4.3B - DSDA

http://www.nbu.gov.sk/doveryhodne-sluzby/certifikacia-produktov/certifikovane-produkty/
zariadenia-pre-podpis-a-pecat-qscd/index.html (sk)

2020-06-22
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http://www.nbu.gov.sk/doveryhodne-sluzby/certifikacia-produktov/certifikovane-produkty/zariadenia-pre-podpis-a-pecat-qscd/index.html
http://www.nbu.gov.sk/doveryhodne-sluzby/certifikacia-produktov/certifikovane-produkty/zariadenia-pre-podpis-a-pecat-qscd/index.html
http://www.nbu.gov.sk/doveryhodne-sluzby/certifikacia-produktov/certifikovane-produkty/zariadenia-pre-podpis-a-pecat-qscd/index.html
http://www.nbu.gov.sk/doveryhodne-sluzby/certifikacia-produktov/certifikovane-produkty/zariadenia-pre-podpis-a-pecat-qscd/index.html

Smart Card Atos CardOS V5.0 QES EAC V1.0 version V1.0

Name Smart Card Atos CardOS V5.0 QES EAC V1.0 version V1.0
Applicant Plaut Slovensko, s.r.o. (SK)
Designation report Yes
Issuer National Security Authority (NSA)
Reference Cipové karta Atos Card0OS V5.0 QES EAC V1.0 verzia V1.0
URL http://wvyw.nbu.gov.§k/doveryhodne.-sluzby/certiﬁkacia-produktov/certiﬁkovane-produkty/
zariadenia-pre-podpis-a-pecat-qscd/index.html (sk)
Expiration date 2021-06-26

CC certification report(s)

Note(s)

Smart card Atos version CardOS V5.0 - Sig ZEP/EP DSDA

Name Smart card Atos version CardOS V5.0 - Sig ZEP/EP DSDA
Applicant Disig, a.s. (SK)
Designation report Yes
Issuer National Security Authority (NSA)
Reference Cipova karta Atos verzia CardOS V5.0 - Sig ZEP/EP DSDA
URL http://www.nbu.gov.sk/doveryhodne-sluzby/certifikacia-produktov/certifikovane-produkty/

zariadenia-pre-podpis-a-pecat-qscd/index.html (sk)
Expiration date 2018-01-10
CC certification report(s)

Note(s)

Smart Card PROID+ZEP version v.2.x (Monet+)

Name Smart Card PROID+ZEP version v.2.x (Monet+)
Applicant Disig, a.s. (SK)
Designation report Yes

Issuer National Security Authority (NSA)

Reference Cipové karta PROID+ ZEP verzia v. 2.x

http://www.nbu.gov.sk/doveryhodne-sluzby/certifikacia-produktov/certifikovane-produkty/

URL zariadenia-pre-podpis-a-pecat-qscd/index.html (sk)

Expiration date 2019-09-11
CC certification report(s)

Note(s)
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http://www.nbu.gov.sk/doveryhodne-sluzby/certifikacia-produktov/certifikovane-produkty/zariadenia-pre-podpis-a-pecat-qscd/index.html
http://www.nbu.gov.sk/doveryhodne-sluzby/certifikacia-produktov/certifikovane-produkty/zariadenia-pre-podpis-a-pecat-qscd/index.html
http://www.nbu.gov.sk/doveryhodne-sluzby/certifikacia-produktov/certifikovane-produkty/zariadenia-pre-podpis-a-pecat-qscd/index.html
http://www.nbu.gov.sk/doveryhodne-sluzby/certifikacia-produktov/certifikovane-produkty/zariadenia-pre-podpis-a-pecat-qscd/index.html
http://www.nbu.gov.sk/doveryhodne-sluzby/certifikacia-produktov/certifikovane-produkty/zariadenia-pre-podpis-a-pecat-qscd/index.html

Smart card Siemens, version CardOS V4.4 DSDA (Chip: SLE66CX680PE, Infineon Technologies AG; OS: CardOS 4.4
Siemens IT Solutions and Services)

Smart card Siemens, version CardOS V4.4 DSDA (Chip: SLE66CX680PE, Infineon

Name Technologies AG; 0S: CardOS 4.4 Siemens IT Solutions and Services)
Applicant Disig, a.s. (SK)
Designation report Yes
Issuer National Security Authority (NSA)
Reference Cipové karta Siemens verzia CardOS V4.4 - DSDA
URL http://wvyw.nbu.gov.§k/doveryhodne.-sluzby/certiﬁkacia-produktov/certiﬁkovane-produkty/
zariadenia-pre-podpis-a-pecat-qscd/index.html (sk)
Expiration date 2021-12-15

CC certification report(s)

Note(s)

Smart Card STARCOS SPK 3.0 (Chip: Philips Smart MX P5CT072 Semiconductors, 0OS: STARCOS 3.0 Giesecke &
Devrient)

Smart Card STARCOS SPK 3.0 (Chip: Philips Smart MX P5CT072 Semiconductors, OS:

Name STARCOS 3.0 Giesecke & Devrient)
Applicant Prvni certifikacni autorita, a.s. (CZ)
Designation report Yes
Issuer National Security Authority (NSA)
Reference Cipové karta STARCOS SPK 3.0
URL http://wvyw.nbu.gov..sk/doveryhodne.-sluzby/certiﬁkacia-produktov/certiﬁkovane-produkty/
zariadenia-pre-podpis-a-pecat-qscd/index.html (sk)
Expiration date 2021-08-07

CC certification report(s)

Note(s)
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Smart Card STARCOS SPK 3.2, version STARCOS SPK 3.2 (Chip: SLE66CX680PE, Infineon Technologies; OS:
STARCOS 3.2, Giesecke & Devrient )

Name

Applicant
Designation report
Issuer

Reference
URL

Expiration date
CC certification report(s)

Note(s)

List of QSCDs

Smart Card STARCOS SPK 3.2, version STARCOS SPK 3.2 (Chip: SLE66CX680PE, Infineon
Technologies; 0S: STARCOS 3.2, Giesecke & Devrient )

Prvni certifika¢nf autorita, a.s. (CZ)

Yes

National Security Authority (NSA)

Cipové karta STARCOS SPK 3.2 verzia STARCOS SPK v. 3.2

http://www.nbu.gov.sk/doveryhodne-sluzby/certifikacia-produktov/certifikovane-produkty/
zariadenia-pre-podpis-a-pecat-qscd/index.html (sk)

2020-10-22

Name

Applicant

Remote QSCD

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Disig KeyPoint QSCD 1

Disig a. s., Zahradnicka 151, Bratislava, Slovakia

Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can

be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014

Yes

National Security Authority (NSA)
00052/2018/TS/OCA-005

http://www.nbu.gov.sk/doveryhodne-sluzby/certifikacia-produktov/certifikovane-produkty/
zariadenia-pre-podpis-a-pecat-qscd/index.html (sk)

2018-04-11

2023-04-10

https://www.nbu.gov.sk/data/files/490_380.pdf (sk)
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http://www.nbu.gov.sk/doveryhodne-sluzby/certifikacia-produktov/certifikovane-produkty/zariadenia-pre-podpis-a-pecat-qscd/index.html
http://www.nbu.gov.sk/doveryhodne-sluzby/certifikacia-produktov/certifikovane-produkty/zariadenia-pre-podpis-a-pecat-qscd/index.html
http://www.nbu.gov.sk/doveryhodne-sluzby/certifikacia-produktov/certifikovane-produkty/zariadenia-pre-podpis-a-pecat-qscd/index.html
http://www.nbu.gov.sk/doveryhodne-sluzby/certifikacia-produktov/certifikovane-produkty/zariadenia-pre-podpis-a-pecat-qscd/index.html
https://www.nbu.gov.sk/data/files/490_380.pdf

Qualified Seal Creation Device

(QSealCD) M=)

Issuer National Security Authority (NSA)

Reference 00052/2018/TS/OCA-005
http://www.nbu.gov.sk/doveryhodne-sluzby/certifikacia-produktov/certifikovane-produkty/

URL ) . ; .
zariadenia-pre-podpis-a-pecat-qscd/index.html (sk)

Effective starting date 2018-04-11

Expiration date 2023-04-10

Art.30.3.(b) notified alternative

certification method https://www.nbu.gov.sk/data/files/490_380.pdf (sk)

CC certification report(s)

Note(s)

Spain
List of SSCDs

DNIe-DSCF (dispositivo seguro de creacion de firma) version: 2.0

Name DNIle-DSCF (dispositivo seguro de creacién de firma) versién: 2.0
Applicant Fabrica Nacional de Moneda y Timbre - Real Casa de la Moneda (ES)
Designation report Yes
Issuer CENTRO CRIPTOLOGICO NACIONAL (CENTRO NACIONAL DE INTELIGENCIA)
Reference BOE-A-2015-12037
URL https://www.boe.es/boe/dias/2015/11/06/pdfs/BOE-A-2015-12037.pdf (es)
Expiration date 2027-05-21
Reference: 2013-7-INF-1506 v1
Issuer: CENTRO CRIPTOLOGICO NACIONAL (CENTRO NACIONAL DE INTELIGENCIA)

URL ro report: https://oc.ccn.cni.es/index.php/es/productos-certificados/productos-certificados/categoria-de-

CC certification report(s) producto?format=raw&task=download&fid=115 (es)
URL to security
target:
Issuance date 2015-09-15

Article 51(1) of Regulation (EU) 910/2014 provides for that “secure signature creation
devices of which the conformity has been determined in accordance with Article 3(4) of
Directive 1999/93/EC shall continue to be considered to be qualified electronic signature
creation devices under this Regulation until 21 May 2027". The cancellation of such

a determination may however occur sooner, upon revocation by the competent body
designated under Article 3(4) of Directive 1999/93/EC.

Note(s)
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http://www.nbu.gov.sk/doveryhodne-sluzby/certifikacia-produktov/certifikovane-produkty/zariadenia-pre-podpis-a-pecat-qscd/index.html
https://www.nbu.gov.sk/data/files/490_380.pdf
https://www.boe.es/boe/dias/2015/11/06/pdfs/BOE-A-2015-12037.pdf
https://oc.ccn.cni.es/index.php/es/productos-certificados/productos-certificados/categoria-de-producto?format=raw&task=download&fid=115
https://oc.ccn.cni.es/index.php/es/productos-certificados/productos-certificados/categoria-de-producto?format=raw&task=download&fid=115

List of QSCDs

Name Ancert Server Signing System v1.0
Applicant AGENCIA NOTARIAL DE CERTIFICACION
Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014

Remote QSCD

Qualified Signature Creation

Device (QSigCD) e

CENTRO CRIPTOLOGICO NACIONAL (Organismo de Certificacién de la Seguridad de las

Issuer Tecnologias de la Informacién)

Reference 2019-27-NOT-888 and BOE-A-2020-2442
https://oc.ccn.cni.es/productos-certificados/productos-certificados/tipologia?format=raw&

URL task=download&fid=915 (es)
https://oc.ccn.cni.es/productos-certificados/productos-certificados/tipologia?format=raw&
task=download&fid=911 (es)

Effective starting date 2020-02-19

Expiration date Valid up to revocation

Art.30.3.(b) notified alternative  https://oc.ccn.cni.es/documentos/normativa-y-legislacion/5-it-009-remote-qualified-
certification method electronic-signature-creation-device-evaluation-methodology (en)

Reference: 2019-13-CR-INF-3028

CENTRO CRIPTOLOGICO NACIONAL (Organismo de Certificacién de la Seguridad de las

Issuer: ; L
Tecnologias de la Informacion)

. ' https://oc.ccn.cni.es/index.php/es/productos-certificados/productos-certificados?format=raw&
CC certification report(s) URL ro report: task=download&fid=914 (en)

URL to security

target:

Issuance date 2020-02-19
Qualified Seal Creation Device No
(QSealCD)
Note(s)
Name DNIe-DCCF (dispositivo cualificado de creacién de firma), version 3.0
Applicant Fabrica Nacional de Moneda y Timbre-Real Casa de la Moneda (ES)
Remote QSCD No
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https://oc.ccn.cni.es/productos-certificados/productos-certificados/tipologia?format=raw&task=download&fid=915
https://oc.ccn.cni.es/productos-certificados/productos-certificados/tipologia?format=raw&task=download&fid=915
https://oc.ccn.cni.es/productos-certificados/productos-certificados/tipologia?format=raw&task=download&fid=911
https://oc.ccn.cni.es/productos-certificados/productos-certificados/tipologia?format=raw&task=download&fid=911
https://oc.ccn.cni.es/documentos/normativa-y-legislacion/5-it-009-remote-qualified-electronic-signature-creation-device-evaluation-methodology
https://oc.ccn.cni.es/documentos/normativa-y-legislacion/5-it-009-remote-qualified-electronic-signature-creation-device-evaluation-methodology
https://oc.ccn.cni.es/index.php/es/productos-certificados/productos-certificados?format=raw&task=download&fid=914
https://oc.ccn.cni.es/index.php/es/productos-certificados/productos-certificados?format=raw&task=download&fid=914

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Note(s)

Yes

CENTRO CRIPTOLOGICO NACIONAL (CENTRO NACIONAL DE INTELIGENCIA)

CCN-elDAS-17/2018; BOE-A-2018-9674; CCN-CC-017/2018

https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=
download&fid=1947 (en)
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=
download&fid=720 (es)
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=
download&fid=722 (en)

2018-06-15

Valid up to revocation

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

2017-26-INF-2389
CENTRO CRIPTOLOGICO NACIONAL (CENTRO NACIONAL DE INTELIGENCIA)

https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=
download&fid=723 (es)

https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=
download&fid=721 (es)

2018-06-15

Name
Applicant

Remote QSCD

DNIle-DSCF (dispositivo seguro de creacién de firma) versién: 3.0

Fabrica Nacional de Moneda y Timbre - Real Casa de la Moneda (ES)

No
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https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=1947
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=1947
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=720
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=720
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=722
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=722
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=723
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=723
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=721
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=721

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Note(s)

Yes

CENTRO CRIPTOLOGICO NACIONAL (CENTRO NACIONAL DE INTELIGENCIA)

CCN-elDAS-16/2018; BOE-A-2017-1096; CCN-CC-022/2016; BOE-A-2018-9673

https://oc.ccn.cni.es/en/certified-products/certified-products/product-category?format=raw&
task=download&fid=1946 (en)
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=
download&fid=183 (es)
https://oc.ccn.cni.es/en/certified-products/certified-products/product-category?format=raw&
task=download&fid=186 (en)
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=
download&fid=712 (es)

2017-02-03

Valid up to revocation

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

2014-39-INF-1766
CENTRO CRIPTOLOGICO NACIONAL (CENTRO NACIONAL DE INTELIGENCIA)

https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=
download&fid=714 (es)

https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=
download&fid=715 (es)

2016-12-23

2017-65-INF-2385
CENTRO CRIPTOLOGICO NACIONAL (CENTRO NACIONAL DE INTELIGENCIA)

https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=
download&fid=713 (es)

https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=
download&fid=715 (es)

2018-06-15

Name DNle versién 4.0
Applicant Fabrica Nacional de Moneda y Timbre - Real Casa de la Moneda (ES)
Remote QSCD No
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https://oc.ccn.cni.es/en/certified-products/certified-products/product-category?format=raw&task=download&fid=1946
https://oc.ccn.cni.es/en/certified-products/certified-products/product-category?format=raw&task=download&fid=1946
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=183
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=183
https://oc.ccn.cni.es/en/certified-products/certified-products/product-category?format=raw&task=download&fid=186
https://oc.ccn.cni.es/en/certified-products/certified-products/product-category?format=raw&task=download&fid=186
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=712
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=712
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=714
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=714
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=715
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=715
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=713
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=713
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=715
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=715

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Note(s)

Yes

CENTRO CRIPTOLOGICO NACIONAL (CENTRO NACIONAL DE INTELIGENCIA)

CCN-elDAS-44/2022; BOE-A-2023-2072; CCN-CC-44/2022

https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=
download&fid=1945 (en)
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=
download&fid=1630 (es)
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=
download&fid=1632 (en)

2023-01-26

Valid up to revocation

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

2019-6-INF-3953
CENTRO CRIPTOLOGICO NACIONAL (CENTRO NACIONAL DE INTELIGENCIA)

https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=
download&fid=1633 (es)

https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=
download&fid=1631 (es)

2023-02-06

Name
Applicant

Remote QSCD

Pasaporte electrénico versién 4.0

Fabrica Nacional de Moneda y Timbre - Real Casa de la Moneda (ES)

No
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https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=1945
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=1945
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=1630
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=1630
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=1632
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=1632
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=1633
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=1633
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=1631
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=1631

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Note(s)

Yes

CENTRO CRIPTOLOGICO NACIONAL (CENTRO NACIONAL DE INTELIGENCIA)

CCN-elDAS-5/2024; BOE-A-2024-8510; CCN-CC-5/2024

https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=
download&fid=1981 (es)
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=
download&fid=1978 (es)
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=
download&fid=1980 (en)

2024-04-28

Valid up to revocation

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

2018-70_INF-4292
CENTRO CRIPTOLOGICO NACIONAL (CENTRO NACIONAL DE INTELIGENCIA)

https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=
download&fid=1982 (es)

https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=
download&fid=1979 (es)

2024-05-03

Name
Applicant

Remote QSCD

Permiso de Residencia version 4.0

Fabrica Nacional de Moneda y Timbre - Real Casa de la Moneda (ES)

No
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https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=1981
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=1981
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=1978
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=1978
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=1980
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=1980
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=1982
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=1982
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=1979
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=1979

Qualified Signature Creation

Device (QSigCD) VEE
Issuer CENTRO CRIPTOLOGICO NACIONAL (CENTRO NACIONAL DE INTELIGENCIA)
Reference CCN-elDAS-4/2024; BOE-A-2024-10731; CCN-CC-4/2024

https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=
download&fid=2018 (es)

URL https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=
download&fid=2015 (es)
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=
download&fid=2017 (en)

Effective starting date 2024-05-29
Expiration date 2029-05-29

Art.30.3.(b) notified alternative
certification method

Reference: 2018-69-INF-4281
Issuer: CENTRO CRIPTOLOGICO NACIONAL (CENTRO NACIONAL DE INTELIGENCIA)

. ; _certifi _certifi ? = =
URL ro report: https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task

CC certification report(s) download&fid=2019 (es)
URL to security https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=
target: download&fid=2016 (en)
Issuance date 2024-05-28

Qualified Seal Creation Device

(QSealCD) No
Note(s)
Name SIAVAL SafeCert Server Signing System versién 2.4.02
Applicant Sistemas Informaticos Abiertos S.A. (ES)
Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014

Remote QSCD
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https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=2018
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=2018
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=2015
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=2015
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=2017
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=2017
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=2019
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=2019
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=2016
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=2016

Qualified Signature Creation

Device (QSigCD) VEE

CENTRO CRIPTOLOGICO NACIONAL (Organismo de Certificacién de la Seguridad de las
Tecnologias de la Informacién)

Issuer

Reference NOT-712 v2 and BOE-A-2018-5382
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=

URL download&fid=698 (es)
https://boe.es/boe/dias/2018/04/19/pdfs/BOE-A-2018-5382.pdf (es)

Effective starting date 2018-04-25

Expiration date Valid up to revocation

Art.30.3.(b) notified alternative  https://oc.ccn.cni.es/index.php/es/documentos/normativa-y-legislacion/5-it-009-remote-
certification method qualified-electronic-signature-creation-device-evaluation-methodology (en)

Reference: 2017-31-INF-2245

CENTRO CRIPTOLOGICO NACIONAL (Organismo de Certificacién de la Seguridad de las

Issuer: Tecnologias de la Informacién)
. . ) https://oc.ccn.cni.es/index.php/es/productos-certificados/productos-certificados/304-siaval-
CC certification report(s) URL ro report: safecert-server-signing-system-2-4-02 (es)
URL to security
target:
Issuance date 2018-02-26
Qualified Seal Creation Device No
(QSealCD)
Note(s)
Name SIAVAL SafeCert Server Signing System versién 3
Applicant Sistemas Informaticos Abiertos S.A. (ES)
Yes

IMPORTANT NOTE: Device aimed to be managed on behalf of the user by a QTSP that can
be only considered as QSCD when duly operated by a QTSP in accordance with elDAS
Regulation (EU) 910/2014

Remote QSCD
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https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=698
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=698
https://boe.es/boe/dias/2018/04/19/pdfs/BOE-A-2018-5382.pdf
https://oc.ccn.cni.es/index.php/es/documentos/normativa-y-legislacion/5-it-009-remote-qualified-electronic-signature-creation-device-evaluation-methodology
https://oc.ccn.cni.es/index.php/es/documentos/normativa-y-legislacion/5-it-009-remote-qualified-electronic-signature-creation-device-evaluation-methodology
https://oc.ccn.cni.es/index.php/es/productos-certificados/productos-certificados/304-siaval-safecert-server-signing-system-2-4-02
https://oc.ccn.cni.es/index.php/es/productos-certificados/productos-certificados/304-siaval-safecert-server-signing-system-2-4-02

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Note(s)

Yes

CENTRO CRIPTOLOGICO NACIONAL (Organismo de Certificacién de la Seguridad de las
Tecnologias de la Informacién)

NOT-825 v1 and BOE-A-2019-12354
https://oc.ccn.cni.es/productos-certificados/productos-certificados/tipologia?format=raw&
task=download&fid=869 (es)
https://oc.ccn.cni.es/productos-certificados/productos-certificados/tipologia?format=raw&
task=download&fid=844 (es)

2019-10-23

Valid up to revocation

https://oc.ccn.cni.es/documentos/normativa-y-legislacion/5-it-009-remote-qualified-
electronic-signature-creation-device-evaluation-methodology (en)

Reference: 2018-23-INF-2815

CENTRO CRIPTOLOGICO NACIONAL (Organismo de Certificacién de la Seguridad de las

Issuer: Tecnologias de la Informacién)
https://oc.ccn.cni.es/productos-certificados/productos-certificados/categoria-de-producto/37-
URL ro report: dispositivos-de-firma-electronica/501-siaval-safecert-server-signing-system-qscd-version-3-1

(es)

URL to security
target:

Issuance date 2019-07-23

Name
Applicant

Remote QSCD

TC-FNMT versién 5.6
Fabrica Nacional de Moneda y Timbre - Real Casa de la Moneda (ES)

No
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https://oc.ccn.cni.es/productos-certificados/productos-certificados/tipologia?format=raw&task=download&fid=869
https://oc.ccn.cni.es/productos-certificados/productos-certificados/tipologia?format=raw&task=download&fid=869
https://oc.ccn.cni.es/productos-certificados/productos-certificados/tipologia?format=raw&task=download&fid=844
https://oc.ccn.cni.es/productos-certificados/productos-certificados/tipologia?format=raw&task=download&fid=844
https://oc.ccn.cni.es/documentos/normativa-y-legislacion/5-it-009-remote-qualified-electronic-signature-creation-device-evaluation-methodology
https://oc.ccn.cni.es/documentos/normativa-y-legislacion/5-it-009-remote-qualified-electronic-signature-creation-device-evaluation-methodology
https://oc.ccn.cni.es/productos-certificados/productos-certificados/categoria-de-producto/37-dispositivos-de-firma-electronica/501-siaval-safecert-server-signing-system-qscd-version-3-1
https://oc.ccn.cni.es/productos-certificados/productos-certificados/categoria-de-producto/37-dispositivos-de-firma-electronica/501-siaval-safecert-server-signing-system-qscd-version-3-1

Qualified Signature Creation
Device (QSigCD)

Issuer

Reference

URL

Effective starting date
Expiration date

Art.30.3.(b) notified alternative
certification method

CC certification report(s)

Qualified Seal Creation Device
(QSealCD)

Note(s)

Sweden

List of SSCDs

None.

List of QSCDs

None.

Yes

CENTRO CRIPTOLOGICO NACIONAL (CENTRO NACIONAL DE INTELIGENCIA)

CCN-elDAS-35/2023; BOE-A-2024-48; CCN-CC-35/2023

https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=
download&fid=1944 (en)
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=
download&fid=1899 (es)
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=
download&fid=1901 (en)

2024-01-02

Valid up to revocation

Reference:

Issuer:

URL ro report:

URL to security
target:

Issuance date

2018-63-INF-4217
CENTRO CRIPTOLOGICO NACIONAL (CENTRO NACIONAL DE INTELIGENCIA)

https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=
download&fid=1902 (es)

https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=
download&fid=1900 (es)

2024-01-11
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https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=1944
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=1944
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=1899
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=1899
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=1901
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=1901
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=1902
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=1902
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=1900
https://oc.ccn.cni.es/productos-certificados/productos-certificados?format=raw&task=download&fid=1900

